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Abstract: This document proposes use cases describing foreseen impacts on LTE system to support functionalities currently provided by ETSI FRMCS URS, with a gap analysis compared to what LTE MCPTT system already supports.

Discussion
Below is an analysis of what is expected by  FRMCS URS to determine which functionnalities are not supported currently by 3GPP LTE System.

· ETSI NG2R has done a first gap analysis between FRMCS URS and 3GPP Release 13 MCPTT service, in April 2016 in [1].
·  We started gap analysis with this ETSI analysis, and we considered also new MCPTT Release 14 specification. 
· Some of the gaps (8 gaps) initially identified by ETSI are newly supported by Rel-14 in our view. 

Gap analysis table
	Application Ref. in URS [3]
	Description of Application [3]
	Details of gap analysis from ETSI [1] (on MCPTT rel-13)
	3GPP foreseen impact and gap analysis compared to existing MCPTT rel-14

	5.3 on-train outgoing voice communication from the driver towards the controller(s) of the train. 
	Selected trains/ground users exiting an area where the type of communications has already been established shall be provided with the opportunity to remain connected to the voice communication.
	“URS-5.3.4.3 , is there described how to remain connected when leaving the area? Maybe a gap in the 3GPP specs MCPTT.” 
	No gap.  

The connection will be remained unless the administrator/user determines to remove the affiliation to the ongoing communication group.

[bookmark: OLE_LINK202][bookmark: OLE_LINK203][R-5.1.3-001] MCX service Administrator can restrict who can be a member of specific MCX service groups in [2].

[bookmark: OLE_LINK209][bookmark: OLE_LINK210][bookmark: OLE_LINK206][bookmark: OLE_LINK207][bookmark: OLE_LINK208]The affiliations remain in effect until the MCPTT User removes them, or changes them, or signs out of the service. [4]


	[bookmark: OLE_LINK97][bookmark: OLE_LINK98]6.3 Multi-Train voice communication for drivers excluding ground user(s) 
	A driver leaving the voice communication area shall be provided with the opportunity to remain connected to the multi-user voice communication.
	[bookmark: OLE_LINK102][bookmark: OLE_LINK103][bookmark: OLE_LINK104]“URS-5.3. 4.3, is there described how to remain connected when leaving the area? Maybe a gap in the 3GPP specs MCPTT.”
	[bookmark: OLE_LINK105][bookmark: OLE_LINK106]No gap.  
[bookmark: OLE_LINK154][bookmark: OLE_LINK155]The same analysed as Ref. 5.3 


	[bookmark: OLE_LINK88][bookmark: OLE_LINK89]5.20 Data recording and Access. [3]
	It shall be possible to enable the recording of, and access to, communication content and the communication related data in order to support analysis. [3]
	FRMCS URS requires this data storage, Not covered (yet?) in MCDATA
	Gap
In 3GPP MCX service (rel-14) currently only supports to log the metadata of MCX service communications , e.g., start time, date, MCX User ID, MCX Group ID, Location information, etc.

But communication contents are not supported and required by FMRCS URS. And also UE is not supported to access to the records communication. 

[bookmark: OLE_LINK298][bookmark: OLE_LINK299][R-6.15.4-004] The MCX Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per communication: depending on service this may include; start time, date, MCX User ID, MCX Group ID, Location information of the transmitting Participant, end time or duration, end reason, type of communication (e.g., MCX Service Emergency, regroup, private).


	7.1 Inviting-a-user messaging 
	It shall be possible to join an already ongoing user-to-user or multi-users communication anytime. For ex a user-to-user communication will transfer into a multi user communication.
	The data communication for inviting a user is covered but the transfer of a point-to-point call into a multi user call is missing in the MC-spec. This is a gap
	Gap

Not well supported
A private communication with only two members shall be enhanced to add more members joining and become a multi-user call.


	8.1 Secured voice communication
	The secured voice communication shall be applied in those situations, where the users are at risk, when the communication is interrupted, for example in shunting communication during pushing movements.
	In MCPTT group calls and p2p are covered but the secure link mechanism is missing (gap).
	No Gap

[bookmark: OLE_LINK67][bookmark: OLE_LINK68]In 3GPP, the on-network communications are supported to switch to off-network communication when detecting an off-network condition (in case of interruption).  So it indicates that when the communication (on-network) is interrupted, the communication can be secured and continued by switching to off-network communication.

[bookmark: OLE_LINK95][bookmark: OLE_LINK96][R-7.13-001]An MCX UE shall be capable of automatically switching to a ProSe direct communications path for use of MCX Service when detecting an off-network (out of coverage) condition.[2]

	8.10 Secured data communication
	The secured data communication shall be applied in those situations, where the users are at risk, when the communication is interrupted, for example in shunting communication during pushing movements
	Not covered (yet?) in MCDATA. This is a gap.
	No Gap

[bookmark: OLE_LINK192]The same analysed as Ref. 8.1 


	8.3 Role management and presence
	It shall be possible to provide the current status of a functional identity, for example available, busy, dealing with emergency situation, etc.
	The MCPTT describe user ID (just for authorisation) and user profiles. This potentially could cover the needs for the railway for functional roles, but this needs to be investigated in more detail. For now it is classified as a gap because it is an important functionality.
	Gap

Not completely supported by 3GPP which only support possibility for administrator to configure whether UE’s status is “available”: “[R-6.7.3-001] The MCX Service should provide a mechanism for an MCX Service Administrator to configure whether the presence on the network of a particular MCX User is available. [2]”

It is proposed to enhance the current 3GPP requirements to support more presence information for the UE, such as busy, dealing with emergency situation, etc. 



	8.4 Location services
	Location information shall be based on the most accurate available information, for example taking into account track position and running/moving direction. Location data provided by devices and external systems shall be supported.
	Some of the requirements have to be provided by specific applications: URS: 8.4.4.1 Location information shall be based on the most accurate available information, for example taking into account track position and running/moving direction. Location data provided by devices and external systems shall be supported. MCPTT service provides Location services, and indicates that the update trigger should be able to be configured based on a number of characteristics. This trigger can be different in different status (i.e when the user is in Emergency State), can be set in predefined areas to be more or less frequent, can be requested when entering a specific area, etc. There is no description of the granularity that can be achieved, they refer to the acceptance of Location Information but there is no indication of whether the source is triangulation or GPS, for example. The need is not covered in MCPTT and therefore it is a gap. But it may be covered in another layer or system externally
	No Gap

3GPP MCX service provides an open interface for external application, and also support to convey future formats of location information. So it implies that location data provided by external system are supported by MCX service. 

[R-5.18.2-001] The MCX Service shall be securely accessible via an open interface by an external application. [2]
[R-5.11-003] The MCX Service shall provide for the flexibility to convey future formats of Location information. [2]


	8.5 Authorization of voice communication  
	The system shall be configurable, so that access to voice communications can be controlled through the use of, for example: role; identity; user; user-to-user; multi-user; location, etc.
	Not covered in MCPTT so it is a gap. Maybe it is covered elsewhere.
	No Gap

MCX service supports to control UE/user’s access to MCX service.

[R-6.13.4-001] The MCX Service shall support suspending or disabling of access from an MCX UE or an MCX User to the MCX Service. [2]
[R-6.13.4-006] The MCX Service shall provide a mechanism to re-enable a temporarily disabled MCX UE by the MCX Service Administrator or an authorized MCX User. [2]


	8.6 Authorization of data communication
	This application allows the network operators to control and regulate data communications in order to avoid disruption/distraction to the users (for example drivers), preventing unauthorised communication and to minimize network load
	Not covered (yet?) in MCDATA. This is a gap.
	No Gap

[bookmark: OLE_LINK213][bookmark: OLE_LINK214]The same analysed as Ref. 8.5 


	8.7 Authorization of application
	This application allows the network operators to control the use of applications by users in order to avoid disruption/distraction to the users (for example drivers), preventing unauthorized usage and to minimize network load.
	The MCPTT, MCData, MCVideo services requires authorization of the user, but do not clearly meet the authorization of application approach of URS in my opinion. This is a gap.
	No Gap

The same analysed as Ref. 8.5 
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Proposal
The following text proposes a use case per above table line identified with a gap. It clarifies  expected service and expected 3GPP impacts foreeen with potential requirements for LTE system to support these FRMCS URS requirements not possible with current LTE.

Note: these are fully new use cases, nevertheless no revision marks have been provided, to allow an easy check of changes done during the SA1 meeting week.


---------------------------------------------------- 1ST CHANGE ----------------------------
[bookmark: _Toc451423696]5	Use cases support for improvement of MCX Service
[bookmark: _Toc451423697][bookmark: _Toc436138698][bookmark: OLE_LINK7][bookmark: OLE_LINK8]5.1	Recording and Accessing use case
[bookmark: _Toc451423698]5.1.1	Description
This use case enables record of communication content and related data in order to perform post-incident/accident analysis, training, operational improvement, staff supervision or any other purpose. Typically, all the data communications related to the movement of the train shall be recorded.  

It also enables the authorized user(s) to access to the recorded data and metadata information.
5.1.2 Potential impacts on 3GPP MCX service
[bookmark: OLE_LINK35][bookmark: OLE_LINK36][bookmark: OLE_LINK33][bookmark: OLE_LINK34]In 3GPP MCX service (rel-14) currently supports to log the metadata of MCX service communications, such as communication logs (date, UE ID, group ID, etc), key event logs (registration state changes, emergency alert, etc), etc.  

However, communication contents are not supported and User access to the recorded communication is not supported. 
[bookmark: _Toc436138701][bookmark: _Toc451423699]5.1.3	Potential requirements
[PR.5.1.2-001] The MCX Server shall provide means for the operator to authorize MCX User to record the MCX Service’s communication content.
[PR.5.1.2-002]  The MCX Server shall provide a means for an authorized User to record the communication content.
[PR.5.1.2-003]  The MCX Server shall provide a means for an authorized User to access the recorded communication.



5.2	Presence use case
5.2.1	Description
This use case enables the management of the current status of a user (available, busy, etc), which will make railway communications more efficient e.g. to avoid missed calls. It shall also enable the routing based on the initiator functional identity.

5.2.2 Potential impacts on 3GPP MCX service
3GPP MCX service (rel-14) currently supports service configuration of User Profile, for example, indication of permissions and privileges with respect to MCX Service, and the presence of a particular User such as “Available”.

However, the presence of extra status of a particular User is needed by FMRCS URS, such as busy, dealing with emergency situation, etc. And such information is expected to be a real time status.

5.2.3	Potential requirements
[PR.5.X.2-001] MCX Server shall support to present dynamically to other users of the same group the status received by a MCX User (e.g., available, busy, etc).


5.3	Inviting user join ongoing private communication use case
5.2.1	Description
This use case enables MCX User to invite another user(s) to join the ongoing private communication.
5.2.2 Potential impacts on 3GPP MCX service
3GPP MCX service (rel-14) currently supports MCX User to initiate private communication with another MCX User, and also support MCX User to join an affiliated group communication.

However, the private communication is not support to be extended to a multi-user communication by inviting other user(s).

5.2.3	Potential requirements
[XX.3-001] MCX Server shall support a means for an ongoing private communication to be extended to a ongoing multi-user communication by inviting another MCX User(s).  .



----------------------------------------------------- END OF CHANGES ---------------------
