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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

IOPS
Isolated E-UTRAN Operation for Public Safety

SDS
Short Data Service
5.3.2
Requirements

[R-5.3.2-001] The MCData Service shall provide a file distribution capability. 

[R-5.3.2-002] The MCData file distribution capability shall provide a service to allow a user to send a file to any combination of individual users or affiliated groups or both. 

[R-5.3.2-003] The MCData file distribution capability shall provide an option for each recipient to choose to receive the file or not (e.g. by storing the file and sending a link (URL) to all relevant members).
NOTE 1:
By using this capability a user can choose when to receive the file. 

[R-5.3.2-004] The MCData file distribution capability shall allow a user to reject to receive the file where appropriate. 

[R-5.3.2-005] The MCData file distribution capability shall provide a sending user selectable indication for mandatory download so that the UE, for all relevant receiving members, will automatically download the file.
NOTE 2
The mandatory indication provides a system level capability and could be invoked automatically by need of the application or might be provided for selection by the user. 

[R-5.3.2-006] The MCData file distribution capability shall provide download complete indications for each recipient successfully downloading the file. 

[R-5.3.2-007] The MCData file distribution capability shall allow the sender to select to send the file immediately to all chosen users. 

[R-5.3.2-008] The MCData file distribution capability shall make use of available system delivery efficiencies for distribution of common information to users within a specific geographic area and able to receive at the same time. 

[R-5.3.2-009] The MCData file distribution capability shall allow a user to cancel distribution of files they have sent, which have been stored, but not delivered.

[R-5.3.2-010] The MCData file distribution capability shall allow an authorised user to cancel distribution of files being sent or waiting to be sent.
6.1.2.1.2
Requirements

[R-6.1.2.1.2-001] The MCData Service shall enable the control of robots and drones. 

[R-6.1.2.1.2-002] The MCData Service shall provide a common transmission framework to use and control drones and robots.

NOTE 1: 
A robot can be an Unmanned Aerial Vehicle and aquatic or submarine vehicle or a terrestrial robot.

[R-6.1.2.1-003] The MCData Service shall provide a default control latency depending on the robots type under

- 50ms for an unmanned aerial vehicle

- 200ms for an aquatic or submarine vehicle

- 400ms for a terrestrial robot

NOTE 2: 
At this stage of the work, the latency is an end to end latency. The split between network latency and robot latency is left for stage 2. The latency is measured between the action of the pilot and the movement of the robot (not only MCData Service).

 [R-6.1.2.1.2-004] The MCData Service shall be able to simultaneously manage multiple drones/robots.

[R-6.1.2.1.2-005] The MCData Service shall provide a means for an MCData UE in an unmanned aerial vehicle to have a UE to network relay capability. 

[R-6.1.2.1.2-006] The MCData Service shall support management of unmanned aerial vehicle at an altitude of up to 150m above the floor.

[R-6.1.2.1.2-007] The MCData shall have a default priority scheme for each kind of robot (terrestrial, aerial, submarine).

[R-6.1.2.1.2-008] The MCData Service shall be able to provide relevant priorities to different MCData communications according to the default priority scheme without additional configuration.

[R-6.1.2.1.2-0009] The MCData Service default priority scheme shall ensure that data exchanged for controlling a robot has relevant high priority amongst user data and cannot be pre-empted.

[R-6.1.2.1.2-010] The MCData Service default priority scheme shall ensure that critical robots telemetry data (such as position when out of sight) has also a high priority and cannot be pre-empted. 

[R-6.1.2.1.2-011] The essential telemetry data shall be identified and minimized in order not to forbid critical operational data (including critical robots telemetry data) to be transmitted.
6.2.1.2 
Requirements

[R-6.2.1.2-001] The MCData Service shall provide controlled access to external services (e.g. data bases, web sites, event manager software).
[R-6.2.1.2-002] The MCData Service shall be able to select priorities to data flows for external services (e.g. data bases access, web sites, event manager software).
6.2.2.1
General

[R-6.2.2.1-001] The MCData Service shall determine which Participant(s) are allowed to transmit data.

[R-6.2.2.1-002a] The MCData Service shall provide a mechanism so that small data items can be automatically sent to the chosen receiving users (private communication) or to affiliated members of the Selected MCData group.

[R-6.2.2.1-002b] The MCData Service shall provide a mechanism so that when an MCData request to transmit is granted, the data can be automatically sent on to the chosen receiving users (private communication) or to affiliated members of the Selected MCData group (i.e. without prior acceptance from the receiving user).

[R-6.2.2.1-002c] The MCData Service shall provide a mechanism so that when an MCData request to transmit is granted the data can be temporarily stored in the system and an invitation to receive is sent to the chosen receiving users (private communication) or to affiliated members of the Selected MCData group.

NOTE 1:
This is for support of sending large data files, allowing the receiving user to choose when to receive.

[R-6.2.2.1-002d] The MCData Service may provide a configurable default time to live value for data waiting to be delivered to a receiving user.

[R-6.2.2.1-002e] The MCData Service may terminate all remaining invitations to receive after expiry of the time to live.

[R-6.2.2.1-003] The MCData Service shall provide a mechanism for the MCData Administrator to configure the maximum data size for automatic data transmission.

[R-6.2.2.1-004] When an MCData UE has begun to transmit data or when the data transmission has completed the MCData Service shall begin to send the data to all affiliated members of the selected group.

NOTE 2:
Where the MCData Service chooses to use eMBMS to broadcast the data to several users, the UE will need to be notified to select the relevant channel before the data is sent.

NOTE 3: 
The MCData Service might choose to temporarily store the transmitted data and deliver it independently to receiving users as appropriate.

[R-6.2.2.1-005] The MCData Service may withhold permission to transmit for service based pre-emptive capacity reasons.

[R-6.2.2.1-006] Following an MCData Service request for permission to transmit on the Selected MCData Group, an Affiliated MCData Group Member that made but was not granted the request shall be given an indication that permission to transmit was not given at that time.

[R-6.2.2.1-007] When a user is not allowed to start a communication the request may be queued or rejected.
6.2.2.2 
Receiving data

[R-6.2.2.2-001] An MCData user shall be able to choose to download data for any recently invited group communications.

NOTE:
A list of available data is stored and presented to the user on demand. The term, recent, might be time limited, size of list limited or any other limit.
6.2.3
Communication termination

[R-6.2.3-001] The MCData Service shall enable an authorized MCData User to terminate the transmission of a transmitting participant at any time.

[R-6.2.3-002] A transmitting participant shall be able to indicate to the MCData Service that the participant no longer wants to transmit.

[R-6.2.3-003] If a transmitting participant of an MCData Service Group Communication is pre-empted, the MCData Service shall terminate the communication.

[R-6.2.3-004] If MCData User(s) are pre-empted from an on-going MCData Service communication as there is insufficient capacity to support their on-going participation, the MCData Service shall provide the MCData User(s) with a notification that they have been removed from the communication for reasons of lack of capacity.

[R-6.2.3-005] The MCData Service shall have a configurable limit for the maximum amount of data or time that a Participant transmits from a single request to transmit.

NOTE 1:
Infinite is a valid setting for the transmit data limit.

[R-6.2.3-006] The MCData Service shall enable an MCData Administrator to configure the limits for a transmission that a Participant transmits from a single request to transmit.

[R-6.2.3-007] The MCData Service may provide a notification of intent to terminate a communication e.g. to give the user time to request an extension.

[R-6.2.3-008] The MCData Service may terminate a communication without previously sending a notification.

[R-6.2.3-009] The MCData Service may include an indication of termination reason (e.g. data volume limit, administrator action, time limit expiry) with any notification of intent to terminate or actual termination.

[R-6.2.3-010] An MCData UE may provide, to the User, a notification of termination or intent to terminate including any reason given.

[R-6.2.3-011] The MCData Service may include a request for more information with any notification of intent to terminate communication. 
NOTE 2:
For example to allow the UE to indicate the remaining data volume to send if known.

[R-6.2.3-012] An MCData UE shall respond to a request for more information. 
[R-6.2.3-012a] The response to the request for more information may include an indication of the amount of data still to be transmitted.

[R-6.2.3-013] The MCData Service shall terminate an MCData Service Group Communication if any termination condition occurs.
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