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1. Overall Description:
SA1 thanks SA3 for their Questions on alternative authentication methods and different types of credentials considerations for NextGen network.  The following responses are provided for each question.

1. SA3 kindly asks SA1 to clarify whether the industrial factory owner operates its own 3GPP system for the factory services, whether it uses the MNO network or both scenarios are possble. 

SA1 Answer: Both scenarios could be possible.  A factory owner may have their own system based on 3GPP specifications, or they may use an MNO provided network by agreement with the operator.

2. SA3 kindly asks SA1 to clarify which deployment scenarios are envisioned in order to allow SA3 to define appropriate alternative authentication methods and different types of credentials, if needed. 

SA1 Answer: The requirements in SMARTER support a variety of deployment options. For example, an enterprise may own and operate its own system built to the 3GPP specifications.  An MNO may provide an enterprise access for an enterprise to its network, or to a network slice.  Additionally, the MNO network may provide service to NG-UEs which support alternative authentication mechanisms.

3. In addition, SA3 kindly asks SA1 to clarify if those alternative authentication methods and different types of credentials are to be used to access the 3GPP network or the 3rd party service (e.g. factory service). 

SA1 Answer: Based on the preceding answers, the alternative authentication methods and different credentials are used to access a 3GPP network.  Service access is a separate consideration, which would be managed at the service layer, not necessarily requiring 3GPP standards.

4. SA3 also kindly asks SA1 to clarify whether those potential security considerations are to be taken into account only for authentication of subscriptions for IoT devices or also for subscribers who are human users, such as factory employees or both. 

SA1 Answer: These security considerations are to be taken into account for any UE that uses the alternative authentication methods or credentials.  This may include both IoT devices and UEs used by a factory employee.


2. Actions:
To SA3 group.
ACTION: 	SA1 kindly asks SA3 to take the above answers into account.

3. Date of Next TSG SA WG1 Meetings:
SA1#76	7 - 11 November 2016   	Tenerife - Santa Cruz  
SA1#77	13 - 17 Feb 2017   		Korea (TBD)


