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Abstract: This paper provides the use cases family on initialisation and shut-down.
5
Basic functionality use cases
5.1
Initialisation and shut-down related use cases

In this chapter the use cases related to the function Initialisation and shut-down are defined.
· Power on the UE
· Access to the FRMCS system to obtain a default role for the FRMCS application on the UE
· User log-in to the system
· User log-out from the system
· Controlled power down UE
· Uncontrolled power down UE
5.2
Use case: Power on the UE
5.2.1
Description

This use case provides the user with a powered on UE. 

5.2.2
Pre-conditions

The UE is switched off.

Note: In this use case and all the following it is assumed the UE contains a FRMCS application, an UE with FRMCS application is further referred to as FRMCS equipment.
5.2.3
Service flows

Successful self-test

The user switches on the UE.

The FRMCS application performs a self-test. If the test is successful, the user is informed about this.

Unsuccessful self-test

The user switches on the UE.

The FRMCS application performs a self-test. If the test is not successful, the user is informed about this. The FRMCS application shall be able to ask the user to confirm the self-test results.

5.2.4
Post-conditions

The UE is switched on and attached to a 3GPP network following normal 3GPP defined network selection procedures but not logged into any FRMCS system. The user is informed about the results of the self-test.

5.2.5
Potential requirements and gap analysis
[R-5.2.5-001] The FRMCS application shall be capable to perform a self-test and inform the user about the results.

( This requirement is not covered yet by existing 3GPP functionality.
5.3
Use case: Access to the FRMCS system to obtain a default role for the FRMCS equipment
5.3.1
Description

This use case enables the FRMCS equipment on the UE to register to the FRMCS system and being given a default role. 

Note: For examples of role management, like functional roles, functional identities, FRMCS equipment identities, etc. in the railway environment, see annex A.
5.3.2
Pre-conditions

The UE is powered on and attached to a 3GPP network but is not registered to the FRMCS system.

The UE has an FRMCS identity.

5.3.3
Service flows

The FRMCS equipment selects an FRMCS system. The home FRMCS system is preferred. 

The user is informed about to which FRMCS system the FRMCS equipment is attached to.

The FRMCS equipment will synchronise with the FRMCS system. 

The FRMCS equipment activates a default functional role based on the FRMCS equipment identity.

The applications that are applicable for the default role are activated.

5.3.4
Post-conditions

The FRMCS equipment is attached to an FRMCS system, via the default role of the device limited access to the FRMCS system is provided to a user that is not logged in. The UE is reachable via the device identity.

The log-in procedure is now presented and/or available for the user on the UE.

5.3.5
Potential requirements and gap analysis
[R-5.3.5-001] 
When a FRMCS equipment registers to the FRMCS system, the FRMCS system and the FRMCS equipment shall synchronise with each other.

( This requirement is not covered yet by existing 3GPP functionality.

[R-5.3.5-002]
 The FRMCS equipment activates a default functional role based on the identity of the FRMCS equipment. 

( This requirement is not covered yet by existing 3GPP functionality.

[R-5.3.5-003]
The applications that are applicable for the default role of the FRMCS equipment shall be activated on the UE. 
( This requirement is not covered yet by existing 3GPP functionality.

5.4
Use case: User log-in to the system

5.4.1
Description

The user (the person) is identified by the FRMCS system and can perform its functional role(s).

5.4.2
Pre-conditions

The FRMCS equipment is attached to the FRMCS system and has a default functional role, the user has access to the FRMCS system in order to log in. .

The log-in procedure is presented and/or available for the user on the UE.

5.4.3
Service flows

The user performs the log-in procedure on the FRMCS application on the UE. How this is performed depends on the FRMCS equipment(e.g. username/password, smart card, finger print, eye scan, etc.).

Successful identification

The user is informed about the successful log-in into the FRMCS system. The user has now become a FRMCS-user identified by a FRMCS-user identity.
Unsuccessful identification

The user is informed about the unsuccessful log-in to the FRMCS system. The user is redirected to the log-in procedure.

5.4.4
Post-conditions

The FRMCS-user is identified in the FRMCS system and is being assigned its default functional role.
The FRMCS-user is reachable via the FRMCS-user identity and via the FRMCS equipment identity.

5.4.5
Potential requirements and gap analysis
[R-5.4.5-001]
The FRMCS system shall allow a user to log into the FRMCS system to make use of the services provided by the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.

[R-5.4.5-002]
The FRMCS system shall provide service only to FRMCS-users logged into the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.4.5-003]
After logging in the FRMCS-user shall automatically be assigned its default functional role in the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.4.5-004]
Additionally after logging in the FRMCS-user shall be able to register its functional role(s) in the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.
5.5
Use case: User log-out from the system

5.5.1
Description

The FRMCS-user is logged out of the FRMCS system. 

5.5.2
Pre-conditions

The FRMCS user is logged-in the FRMCS system. The FRMCS-user is registered to a functional role.

5.5.3
Service flows

The FRMCS-user performs the log-out procedure on the FRMCS application on the UE. 

Successful log-out

The FRMCS system deregisters all functional roles of the FRMCS-user.

The FRMCS system logs out the FRMCS-user.

The FRMCS-user is informed about the successful log-out of the FRMCS system. 

Unsuccessful log-out

The FRMCS-user is informed about the unsuccessful log-out to the FRMCS system.

5.5.4
Post-conditions

The FRMCS-user is logged out of the FRMCS system. The FRMCS equipment is still registered to the FRMCS system and has its default functional role.

The FRMCS equipment is reachable via the FRMCS equipment identity.

5.5.5
Potential requirements and gap analysis
[R-5.5.5-001] The FRMCS system shall provide a notification to the FRMCS-user when the FRMCS-user is logged-out of the FRMCS system

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.5.5-002] The FRMCS system shall provide the FRMCS-user the necessary means to log out of the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.5.5-003] By logging out all functional role(s) of a FRMCS-user on this UE are deregistered in the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.5.5-004] After logging out the FRMCS-user, the UE shall be reachable via the FRMCS equipment identity.
( This requirement is not covered yet by existing 3GPP functionality.
5.6
Use case: Controlled power down UE

5.6.1
Description

This use case provides the user with a powered down UE. 

5.6.2
Pre-conditions

The UE is switched on and the FRMCS equipment is registered to the FRMCS system.
5.6.3
Service flows

The user / FRMCS-user switches off the UE. 

If logged in a FRMCS-user is logged-out from the FRMCS system.

The FRMCS equipment will deregister all identities which are active.

The FRMCS equipment de-registers from the FRMCS system.

The UE is switched off. 

5.6.4
Post-conditions

The UE is de-registered from the FRMCS system and switched off.

5.6.5
Potential requirements and gap analysis
[R-5.6.5-001] When the UE is about to be powered down, a user logged into the FRMCS system via this UE shall be logged off first.

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.6.5-002] By logging off, all functional role(s) of a FRMCS-user on this UE shall be deregistered in the FRMCS system.
( This requirement is not covered yet by existing 3GPP functionality.
[R-5.6.5-003] After logging off the FRMCS-user the FRMCS equipment will not be given its default functional role but the UE will be powered down.

( This requirement is not covered yet by existing 3GPP functionality.
5.7
Use case: Uncontrolled power down UE
5.7.1
Description

This use case provides the behaviour when uncontrolled powering down the UE e.g. due to battery failure. 

5.7.2
Pre-conditions

The UE is switched on the FRMCS equipment is registered to the FRMCS system.
5.7.3
Service flows

The UE loses power probably without being able to notify the FRMCS system.

The UE is switched off. 

The FRMCS system will deregister all identities which were active on the FRMCS application on the UE.

The FRMCS system logs-out the FRMCS user.

5.7.4
Post-conditions

The UE is detached from the FRMCS system and switched off.

5.7.5
Potential requirements and gap analysis
[R-5.7.5-001] When the UE is uncontrolled powered down, a FRMCS-user logged into the FRMCS system via the FRMCS application on that UE shall be logged out from the FRMCS system.

( This requirement is not covered yet by existing 3GPP functionality.
[R-5.7.5-002] By logging out all functional role(s) of a FRMCS-user on this FRMCS equipment shall be deregistered in the FRMCS system. 

( This requirement is not covered yet by existing 3GPP functionality.
