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Abstract: This contribution discusses requirements on access control in next generation system
1. Introduction
During SI phase of SMARTER, various use cases were discussed to develop basis for the next generation 3GPP system. However, not so much discussion was made for the access control requirement.
Currently, TS 22.011 states requirements for access control in 3GPP system. This TS 22.011 specification is managed for Rel-99 UMTS and also used for EPS. 
It should be discussed whether the current requirements in TS 22.011 should be also used as a baseline for next generation system or whether new approach is required for access control in the next generation system.
2. Discussion
TS 22.011 section 4 includes several mechanisms for access control:
· Access Class Barring (section 4.3.1)
· Service Specific Access Control(section 4.3.2)
· Access Control for CSFB(section 4.3.3)
· Extended Access Barring(section 4.3.4)
· Application specific access control(section 4.3.5)
· Emergency calls(section 4.4)
· Prevention of mobile originating signalling and traffic/data(section 4.6)
Above mechanisms are added one by one as 3GPP releases advance. Above mechanisms for access control are complex because later features have to consider the relationship toward previously added features. When multiple access control mechanisms are simultaneously used in a cell, further rules are needed to clarify how to apply the mechanisms.
Anyway, these mechanisms in the current TS provide access control from three separate angles:
· UE differentiation
· Based on the assumption that access classes 0-9 are uniformly distributed among UEs, it was possible to control access from UEs by controlling which access classes are allowed to access.
· EAB is another way to differentiate UEs. Access opportunity is different between UEs configured for EAB and UEs not configured for EAB. EAB is one way to differentiate UEs when they access 3GPP system.
· Access purpose differentiation
· Access from a UE can be controlled per access reason, e.g. mobile originating data, mobile originating signaling, terminating call, etc. Thus, different access purpose will have different access opportunity.
· In addition, access from a UE can be controlled per service type, e.g. MMTEL voice/video, application category, etc. I.e, different application may have different access opportunity.
· UE mode differentiation
· Most mechanisms are applicable only for idle mode UE, while some access control requirements exist for connected mode UE. 
By the way, following aspects emerge from the SMARTER SI:
· Network slicing is the one of major requirements in next generation system. Different slice may be used for different service categories, applications, industries. Each slice will be dynamically adjusted to cater for changing situations. Depending on the demand, operator policy and so on, amount of allocated radio resource, network resource, number of allowed users may be different per different network slices. So, it should be considered how to optimally control accesses for network slices 
· Multi-RAT environments is another key requirement for next generation system. In previous 3GPP system, simultaneous use of multiple 3GPP RATs was not possible. I.e, simultaneousl use of UTRA and LTE was not possible. However, in next generation system, LTE/NR can be used simultaneously for various reasons. Difference in the capacity and characteristic of different RATs, load distribution policy, heterogeneous UE capability should be considered for optimal access control for both idle mode and connected mode in multiple RAT environment.
· Some existing access control mechanism is not relevant. For example, access control for CSFB is not needed because mobility is not supported from next generation system to UMTS/GSM.
Regarding access class itself, following description is found in TS 22.011
· All UEs are members of one out of ten randomly allocated mobile populations, defined as Access Classes 0 to 9. The population number is stored in the SIM/USIM. In addition, UEs may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the SIM/USIM.
[bookmark: _GoBack]As stated in the same section of TS 22.011, access control in E-UTRAN is performed by use of mean duration and barring rate which is commonly applied to access class from 0 to 9. For example, access control parameter is not different between UE of access class 1 and UE of access class 5. So, it should be discussed whether there is a need to expand or redefine access class for the next generation system. Furthermore, just like EAB configuration is delivered over the air for each UE, inflexible static configuration of access class information into SIM/USIM should not be regarded as default any more. 
3. Proposal
For the access control in 5G system, it is proposed to use unfied access control mechanism which is flexible and extensible. It is proposed to agree on the text proposal below for the new smarter TS.

* * * * Start of 1st Text Proposal * * * *

[bookmark: _Toc449358554]6	Basic capabilities
[bookmark: _Toc445886712]6.X	Access control for 5G system
6.x.1 Description
The 5G system will support diverse types of UEs and different types of network slices while ensuring QoS for certain applications. To support flexible control of access, while avoiding layers of different access check, the 5G system will provide a unified framework for operator to categorize and control access based on UE types, subscriptions, network slices, and applications and so on. Based on operator’s policy, regulatory requirements, differentiated access opportunities are provided to each category.
6.x.2	Requirements
6.x.2.1	General
The 3GPP system shall support a unified, flexible and extensible access control mechanism.
The 3GPP system shall provide flexible means for operator to categorize access based on the operator’s policy.(e.g. configure different access category per UE and/or application and/or network slice and/or access type, etc.) 
The 3GPP system shall support for operator to control UE’s access per each access category. (e.g. by using different access parameter for different access category)

