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1. Introduction
In order to consolidate potential requirements in the NEO TR, following steps are used:

· Number each potential requirements in the TR
· Tabulate, identify and remove redundant potential requirements

· Sort,clarify and consolidate remaining potential requirements

2. Numbering, sort,clarify and consolidate remaining potential requirements
Note: the Editor’s note are removed during consolidation for simplicity.
Consolidaiton for slicing
	Current Potential Requirements
	Reason for the consolidation
	Consolidated requirement 

	[slice-1]. The 3GPP System shall allow the operator to compose network slices, i.e. sets of network functions (e.g. potentially from different vendors), resources to run these network functions and policies and configurations, e.g. for hosting multiple enterprises or MVNOs etc. 
[slice-2]. The 3GPP system shall allow the operator to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different diverse market scenarios.

[slice-3]. The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
[slice-4]. The 3GPP System shall enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
[slice-5]. The 3GPP system shall allow the operator to operate and manage network slices that fulfil required criteria for different market scenarios.
[slice-6]. The 3GPP system shall allow the operator to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services offered by other slices.
[slice-7]. The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 

[slice-8]. The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice. 

[slice-9]. The 3GPP system shall allow the operator to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 

[slice-10]. The 3GPP system shall support elasticity of network slice in term of capacity with no negative impact on the services of this slice or other slices.

[slice-11]. The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.
[slice-12]. The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.

[slice-13]. The 3GPP system shall enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises) that require similar network characteristics.
[slice-14]. The 3GPP system shall enable operators to define and identify network slices with common functionality to be available for home and roaming users. 
[slice-15]. The 3GPP system shall enable operators to specify the network functionalities that a network slice is required to provide.
[slice-16]. The 3GPP system shall support the inclusion of 3GPP defined functions as well as proprietary 3rd party or operator provided functions in a network slice.
NOTE:
The specific functional areas for which the system should support proprietary or operator provided functions should be identified.
[slice-17]. The 3GPP system shall support to associate the user in a VPLMN to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). If no corresponding slice has been defined the user should be assigned to a default network slice, as defined by the VPLMN.
	In [slice-16], ‘3GPP defined functions as well as proprietary 3rd party or operator provided function’ is different wording of network function. Suggest merging into [slice-1] and move the corresponding ‘Note’ after [slice-1].

In [slice-5], ‘operate and manage network slice’ and ‘compose network slice’ in [slice-1] describe different aspect of slice; suggest merging.
Add [slice-14] mentioned ‘home and roaming’ case.

Add [slice-5] mentioned ‘different market scenarios’
‘different’ & ‘diverse’ has same/similar meaning and thus seems to be a duplication /overlapping, so remove one.
Merged in [CPR-slice-1]

In [slice-6],‘data communication’ is misleading here. Propose to use the term ‘service’
[slice-7] and [slice-8] are security related requirements; propose to group all security related requirements into security group.
[slice-9] is a capability exposure related requirement; propose to group all capability exposure related requirements into capability exposure group.

[slice-13] duplicates with [slice-1], suggest removing.
In [slice-14], ‘slice with common functionality to be available for home and roaming users’ is just a extreme case covered by [slice-1] and [slice-17]; suggest to remove. 

Merged in [CPR-slice-1].

Merged in [CPR-slice-1].

Change ‘roaming user’ to ‘roaming UE’ to be accurate,
and reword the text.


	[CPR-slice-1]: The 3GPP System shall allow the operator to compose and manage network slices, i.e. sets of network functions (e.g. potentially from different vendors) including 3GPP defined functions as well as proprietary 3rd party or operator provided function, resources to run these network functions and policies and configurations for:

· Hosting multiple 3rd parties (e.g.,enterprises) or MVNOs.
· Serving home and roaming user
· Supporting diverse market scenarios
NOTE:
The specific functional areas for which the system should support proprietary or operator provided functions should be identified.
[CPR-slice-2]:The 3GPP system shall allow the operator to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different market scenarios.
[CPR-slice-3]:The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
[CPR-slice-4]:The 3GPP System shall enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
[CPR-slice-5]:The 3GPP system shall allow the operator to operate different network slices in parallel with isolation that e.g. prevents service in one slice to negatively impact services offered by other slices.
[CPR-slice-6]:The 3GPP system shall support elasticity of network slice in term of capacity with no negative impact on the services of this slice or other slices.
[CPR-slice-7]:The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.
[CPR-slice-8]:The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.

[CPR-slice-9]:The 3GPP system shall allow the VPLMN operator to associate the roaming UE to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). Otherwise, a default network slice defined by the VPLMN should be assigned for the roaming UE.

	[UP-1].
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between UEs attached to the same network, even if the UEs change their location during communication.

[UP-2].
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between a UE attached to the mobile network and communication peers outside of the mobile network (e.g. Internet hosts).

[UP-3].
Subject to the service agreement between the operator and the service provider, the 3GPP network shall enable hosting of services (including both MNO provided services and 3rd party provided services) closer to the end user to improve user experience and save backhaul resources.

[UP-4].
The 3GPP network shall be able to support routing of data traffic to the entity hosting services closer to the end user for specific services of a UE.

[UP-5].
The 3GPP network shall support efficient user-plane paths between a UE and the entity hosting the service closer to the end user even if the UE changes its location during communication.

[UP-6].
The 3GPP network shall be able to support charging, QoS, and Lawful Interception (LI) for services hosted closer to the end user.

[UP-7].     The 3GPP System shall be efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.
	
	[CPR-UP-1]:
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between UEs attached to the same network, even if the UEs change their location during communication.

[CPR-UP-2]:
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between a UE attached to the mobile network and communication peers outside of the mobile network (e.g. Internet hosts).

[CPR-UP-3]:
Subject to the service agreement between the operator and the service provider, the 3GPP network shall enable hosting of services (including both MNO provided services and 3rd party provided services) closer to the end user to improve user experience and save backhaul resources.

[CPR-UP-4]:
The 3GPP network shall be able to support routing of data traffic to the entity hosting services closer to the end user for specific services of a UE.

[CPR-UP-5]:
The 3GPP network shall support efficient user-plane paths between a UE and the entity hosting the service closer to the end user even if the UE changes its location during communication.

[CPR-UP-6]:
The 3GPP network shall be able to support charging, QoS, and Lawful Interception (LI) for services hosted closer to the end user.
[CPR-UP-7]:The 3GPP System shall be efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.

	[Expo-1].
The 3GPP system shall be able to support the existing network capability exposure.

[Expo-2].
The 3GPP System shall be able to support exposure of 3GPP network information and capabilities to 3rd parties, such as the network slicing capability, network status information. 

NOTE:
The specific network slicing capability which is needed to be exposed should be defined after the slicing definition is completed.

	‘existing network’ is misleading here. Suggest to use ‘E-UTRAN’
It is a high level exposure requirement that’s covered by the detailed requirement (Expo-3/4/5/6), suggest removing this requirement.
Considering [slice-9] covering slicing capability exposure. Suggest to add [slice-9] as a new capability exposure requirement and remove the note.
Add [slice-9] here
Add [BC-5] here
Add [BC-10] here
Add [MinSer-3] here

	[CPR-Expo-1].
The 3GPP system shall be able to support the E-UTRAN network capability exposure.

 
[CPR-Expo-2].
The 3GPP system shall allow the operator to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator.

[CPR-Expo-3]. The 3GPP system shall provide a mechanism to expose broadcasting capabilities to external Broadcasters’ management systems.
[CPR-Expo-4]. The 3GPP system shall provide a mechanism to expose broadcasting capabilities to an external Ad-Hoc Broadcast management system that manages broadcast requests.
[CPR-Expo-5].The 3GPP system shall be able to expose network status information to applications (e.g., to allow applications to use network resources efficiently).

	[BC-1].
The 3GPP system shall enable deployment of a stand-alone 3GPP based broadcast/multicast system over a wide geographic area in a spectrally efficient manner with no interruption in delivery of the content to the mobile users.
[BC-2].
The 3GPP system shall enable the operator to have the flexibility to allocate 0% to 100% of radio resources of a radio carrier for the delivery of broadcast/multicast content.

[BC-3].
Depending on the capability of the terminal and the services subscribed, the 3GPP system shall allow the user to receive the broadcast/multicast content via the broadcast/multicast radio carrier while a concurrent data session is going on over another radio carrier.
[BC-4].
The 3GPP based broadcast/multicast system shall efficiently utilize the available resources to maximize the amount of content that can be delivered over a stand-alone multicast/broadcast network with individual cell coverage radius of up to 50 km.
 [BC-5].
The 3GPP system shall provide a mechanism to expose broadcasting capabilities to external Broadcasters’ management systems.
[BC-6].
The 3GPP system shall be able to reserve groups of resources for Broadcast channels

[BC-7].
The 3GPP system shall be able to support broadcast of video streams such as 4k/8k UHD.
[BC-8].
The 3GPP device shall be able elect to receive a reduced quality version of the broadcast for display on their device screen (typically less than 12”) or a full quality version of the same channel for presentation  to a video presentation monitor (typically much larger than their device , ie:32” to 72”screen size)
[BC-9].
The 3GPP System shall allow the UE to receive broadcasts selected by the user (from the Broadcaster’s management system) in accordance with any appropriate authorisations by the Broadcaster.
NOTE:
4k UHD: 3840 x 2160, 50FPS, HEVC, 20~30Mbit/s (Medium quality), 4k UHD: 3840 x 2160, 50FPS, HEVC, ~75Mbit/s (High quality), 4kUHD: 3840 x 2160, 50FPS, AVC ~ 150Mbit/s (High quality), 8K 7680*4320, 50FPS, HEVC, ~300Mbps (High quality).

 [BC-10].
The 3GPP system shall provide a mechanism to expose broadcasting capabilities to an external Ad-Hoc Broadcast management system that manages broadcast requests.

[BC-11].
The 3GPP system shall be able to reserve groups of resources temporarily for scheduled Ad-Hoc Broadcasts. 
[BC-12].
The 3GPP System shall allow the UE to receive broadcasts selected by the user (from the Ad-Hoc Broadcast management system) in accordance with any appropriate authorisations. 

[BC-13].
The 3GPP system shall allow the MNO to implement a network supporting downlink only broadcasting based on a set of 5G functionalities and entities which are required for content delivery.
	‘wih no interruption’ is hard to gurantee by 3GPP system if content server outside of 3GPP network has probelm. Suggest to remove.
Reword the text.

Change the ‘mobile user’ to ‘UE’ since the UE is the receiving entity.

Change ‘termial’ to ‘UE’.
Change ‘user’ to ‘UE’
Remove redundant broadcast/multicast in front of content.

‘efficiently utilize...stand-alone  multicast/broadcast network’ has been covered in [CPR-BC-1]. Suggest to remove.

 ‘cell coverage radius of up to 50km’ moves to performance conslidation section
[BC-5] is a capability exposure related requirement; propose to move it to capability exposure group.

Change ‘reserve’ to ‘manage’ to cover both reserve and release resource cases.
Change ‘3GPP device’ to ‘UE’.

The video quality version selection is user’s choice, not the UE’s choice, so remove ‘elect’.
Rewording the text.
‘UE to receive broadcast’ has been covered by [BC-3]. Suggest merging it with [BC-2]. ‘Broadcaster’s management system’, ‘authorisations by the broadcaster’ are not 3GPP scope issue. Suggest removing.
Note contains 4k/8k relevant information. Suggest moving to after [CPR-BC-5].

[BC-10] is a capability exposure related requirement; propose to move it to capability exposure group.

[BC-11] duplicates with [BC-6], Suggest removing. 

Same comment as [BC-9]. Suggest removing.

[BC-13] has been covered by [BC-1]. Suggest removing
	[CPR-BC-1].The 3GPP system shall allow the operator to deploye a stand-alone 3GPP based broadcast/multicast system over a wide geographic area in a spectrally efficient manner in delivery of the content to the UE.
[CPR-BC-2].The 3GPP system shall enable the operator to have the flexibility to allocate 0% to 100% of radio resources of a radio carrier for the delivery of broadcast/multicast content.
[CPR-BC-3].Depending on the capability of the UE and the services subscribed, the 3GPP system shall allow the UE to receive the content via the broadcast/multicast radio carrier while a concurrent data session is ongoing over another radio carrier.
[CPR-BC-4].The 3GPP system shall be able to manage groups of resources for Broadcast channels

[CPR-BC-5].The 3GPP system shall be able to support broadcast of video streams such as 4k/8k UHD.
NOTE:
4k UHD: 3840 x 2160, 50FPS, HEVC, 20~30Mbit/s (Medium quality), 4k UHD: 3840 x 2160, 50FPS, HEVC, ~75Mbit/s (High quality), 4kUHD: 3840 x 2160, 50FPS, AVC ~ 150Mbit/s (High quality), 8K 7680*4320, 50FPS, HEVC, ~300Mbps (High quality).

[CPR-BC-6].
The UE shall be able to receive a reduced quality version of the broadcast for display on the screen (typically less than 12”) or a full quality version of the same broadcast for display  to a video presentation monitor (typically much larger than their device (e.g.,32” to 72”screen)



	[MNC-1].
The 3GPP system shall enable the operators to deploy networks for a specific set of services.
[MNC-2].
The 3GPP system shall enable users to obtain services from more than one network simultaneously on an on-demand basis.

[MNC-3].
For a user with a single operator subscription, the use of multiple serving networks operated by different operators shall be under the control of a single operator, the home operator.

[MNC-4].
In the event of the same service being offered by multiple operators, unless directed by the home 3GPP system, the user shall be prioritized to receive subscribed services from the home operator.  

NOTE:
If the service is unavailable (e.g., due to lack of network coverage) from the home network, the user shall be able to receive the service from another operator’s network.
	It is the ‘UE’ not the ‘user’
It is the ‘UE’ not the ‘user’

	[CPR-MNC-1].
The 3GPP system shall enable the operators to deploy networks for a specific set of services.

[CPR-MNC-2].The 3GPP system shall enable users to obtain services from more than one network simultaneously on an on-demand basis.

[CPR-MNC-3].
For a user with a single operator subscription, the use of multiple serving networks operated by different operators shall be under the control of a single operator i.e.,home operator.

[CPR-MNC-4].In the event of the same service being offered by multiple operators, unless directed by the home 3GPP system, the UE shall be prioritized to receive subscribed services from the home operator.  

NOTE:
If the service is unavailable (e.g., due to lack of network coverage) from the home network, the UE shall be able to receive the service from another operator’s network.

	 [MinSer-1].
The 3GPP system shall support very efficient use of the control plane (e.g., minimizing signalling overhead, limiting mobility support).

[MinSer-2].
The 3GPP system shall support efficient use of the data plane (e.g., minimizing power consumption, consolidating data transmissions to 1 larger rather than many smaller).

[MinSer-3].
The 3GPP system shall be able to expose network status information to applications (e.g., to allow applications to use network resources efficiently).

[MinSer-4].
The 3GPP system shall minimise the amount of wireless backhaul traffic (e.g., consolidating data transmissions to 1 larger rather than many smaller, when applicable).

[MinSer-5].
The 3GPP system shall be optimised to provide a minimal user experience (e.g. user experienced data rate of 100kbps, E2E latency of 50 ms).

[MinSer-6].
The 3GPP system shall be able to support very large coverage areas (e.g., relaxed timing on random access and other procedures to enable very long range beyond 100km).

[MinSer-7].
The base station shall support an energy saving mode with the following characteristics:

-
The energy saving mode can be activated/deactivated either manually or automatically.

-
 Service can be restricted to a pre-defined set of users (e.g., public safety, emergency callers).

NOTE:
when in energy saving mode the transmit power may be reduced or turned off (deep sleep mode), latency and jitter may be increased.

[MinSer-8].
The 3GPP system shall be able to adapt power consumption to fluctuations in power supply.
[MinSer-9].
The 3GPP system shall support operations that minimize UE power consumption (e.g., minimize push information, adjust transmission power).

[MinSer-10].
The 3GPP system shall support centralized network automation and management in order to reduce local management tasks.

[MinSer-11].
The data rate transfer should be reduced at the cell edge for very large coverage area (e.g., 100 kbps for more than 100km cell coverage, 1Mbs for 100km cell coverage)
	[MinSer-3] is a capability exposure related requirement; propose to move it to capability exposure group.

suggest minimal ‘user’ experience be replaced with minimal ‘service’ experience
Move to performance consolidation section
Power supply of network is outside of scope of 3GPP. There is nothing to do in 3GPP. Energy saving has been covered by [MinSer-7]. Suggest removing.

Data rate is just one parameter of QoE which is covered by [MinSer-6].  Suggest removing
	[CPR-MinSer-1].
The 3GPP system shall support very efficient use of the control plane (e.g., minimizing signalling overhead, limiting mobility support).

[CPR-MinSer-2].
The 3GPP system shall support efficient use of the data plane (e.g., minimizing power consumption, consolidating data transmissions to 1 larger rather than many smaller).

[CPR-MinSer-3].

The 3GPP system shall minimise the amount of wireless backhaul traffic (e.g., consolidating data transmissions to 1 larger rather than many smaller, when applicable).

[CPR-MinSer-4].

The 3GPP system shall be optimised to provide a minimal service experience (e.g. user experienced data rate of 100kbps, E2E latency of 50 ms).

[CPR-MinSer-5].
The base station shall support an energy saving mode with the following characteristics:

-
The energy saving mode can be activated/deactivated either manually or automatically.

-
 Service can be restricted to a pre-defined set of users (e.g., public safety, emergency callers).

NOTE:
when in energy saving mode the transmit power may be reduced or turned off (deep sleep mode), latency and jitter may be increased.

[CPR-MinSer-6].
The 3GPP system shall support operations that minimize UE power consumption (e.g., minimize push information, adjust transmission power).

[CPR-MinSer-7].
The 3GPP system shall support centralized network automation and management in order to reduce local management tasks.



	System elasticity

[Scal-1].
The 3GPP system shall be able to adjust the network capacities dynamically based on the variation of demand.

 [Scal-2].
The 3GPP system shall support dynamic utilization of resources (compute, network and storage resources) in more than one geographic area in order to serve the differing needs of the users in each geographic area, subject to operator policy.

[Scal-3].
Use of resources (compute, network and storage resources) in more than one geographic area by the system shall be supported without requiring manual re-configuration of neighbouring nodes, without service disruption, and while avoiding additional signalling due to unnecessary UE’s re-attachments (e.g. due to loss of call state information in the network).

[Scal-4].
The 3GPP system shall be able to provide an increase in signalling and user plane capacity within 5 minutes of the need to do so being detected. 

NOTE:
The lead time of 5 minutes stems from the most severe and unplanned use case i.e. the disaster use case, where the average time until call attempts surge after a disaster occurs is considered 5 minutes.

[Scal-5].
The 3GPP system shall be able to maintain service when performing a network scaling and automation operation.

[Scal-6].
The 3GPP system shall be able to support the enhancement on the existing mechanisms, e.g. load balancing, network function selection, which are highly related to the network scalability and automation operation. 

System information collection

[Scal-7].
The 3GPP system shall support elastic configuration of the network based on system information, including:

-
Instantaneous network conditions, such as serving RATs (macro cell, small cell, WiFi), network load information and congestion levels;

-
Application’s user characteristics, such as mobility type (high mobility, low mobility, no mobility), expected traffic over time, location;

-
When allowed by a user, UE context information, such as sensor-level information (e.g. direction, speed, power status, display status, other sensor information installed in the UE), application-level information (e.g. foreground applications, running background application, application data, user settings, etc.)

[Scal-8].
The 3GPP system shall support a secure mechanism to collect system information while ensuring end-user and application privacy e.g. application level information such as application usage information is not to be related to an individual application user identity or subscriber identity and UE level information such as UE location is not be related to an individual subscriber identity.

[Scal-9].
The 3GPP system shall support a mechanism to collect the information in a timely manner to enable optimized network elasticity regarding resource use based on accurate context information.
	‘macro cell,small cell’ is cell type, it is not RAT. Suggest rewording it.

It is secruity related requirement, suggest to move to Security section.


	[CPR-Scal-1].The 3GPP system shall be able to adjust the network capacities dynamically based on the variation of demand.

[CPR-Scal-2].The 3GPP system shall support dynamic utilization of resources (compute, network and storage resources) in more than one geographic area in order to serve the differing needs of the users in each geographic area, subject to operator policy.

[CPR-Scal-3].Use of resources (compute, network and storage resources) in more than one geographic area by the system shall be supported without requiring manual re-configuration of neighbouring nodes, without service disruption, and while avoiding additional signalling due to unnecessary UE’s re-attachments (e.g. due to loss of call state information in the network).
[CPR-Scal-4].The 3GPP system shall be able to provide an increase in signalling and user plane capacity within 5 minutes of the need to do so being detected. 

NOTE:
The lead time of 5 minutes stems from the most severe and unplanned use case i.e. the disaster use case, where the average time until call attempts surge after a disaster occurs is considered 5 minutes.

[CPR-Scal-5].
The 3GPP system shall be able to maintain service when performing a network scaling and automation operation.

[CPR-Scal-6].The 3GPP system shall be able to support the enhancement on the existing mechanisms, e.g. load balancing, network function selection, which are highly related to the network scalability and automation operation. 

[CPR-Scal-7].The 3GPP system shall support elastic configuration of the network based on system information, including:

-
Instantaneous network conditions, such as serving RATs (e.g., 5G, E-UTRA, WiFi), cell type (i.e., macro cell, small cell),network load information and congestion levels;

-
Application’s user characteristics, such as mobility type (high mobility, low mobility, no mobility), expected traffic over time, location;

-
When allowed by a user, UE context information, such as sensor-level information (e.g. direction, speed, power status, display status, other sensor information installed in the UE), application-level information (e.g. foreground applications, running background application, application data, user settings, etc.)

[CPR-Scal-8].The 3GPP system shall support a mechanism to collect the information in a timely manner to enable optimized network elasticity regarding resource use based on accurate context information.

	[Mob-1].
The 3GPP system shall enable operators to define different levels of mobility support for different UEs. 

[Mob-2].
Mobility support consists of providing none, any one or some combination of the following (subject to further consideration regarding complexity by Stage 2):

-
minimizing packet loss during inter- and/or intra-RAT cell changes for some or all packet data connections (e.g. APNs) of a UE, 

-
maintaining the same IP address assigned to a UE across different cells and RATs for some or all packet data connections (e.g. APNs) of a UE,

-
minimizing impact to the user experience (e.g. minimization of interruption time) when changing the IP address and IP anchoring point for some or all packet data connections (e.g. APNs) of a UE 

[Mob-3].
The 3GPP system shall support service continuity when changing the IP address and/or IP anchoring point for some or all packet data connections associated with a UE.

[Mob-4].
The 3GPP system shall enable operators to update the level of mobility support provided for a UE, e.g. during packet data connection establishment (subject to further consideration regarding complexity by Stage 2).

[Mob-5].
The 3GPP system shall minimize the signaling needed for mobility management of stationary UEs.

[Mob-6].
The 3GPP system shall minimize the signaling needed for mobility management of UEs that participate in mobile-originated communication scenarios only.
	‘(subject to further consideration regarding complexity by Stage 2)’, SA2 will consider the compelxity of all the requirements not just mobility. Suggest removing it.
same comment as [Mob-2] above
	[CPR-Mob-1].The 3GPP system shall enable operators to define different levels of mobility support for different UEs. 

[CPR-Mob-2].Mobility support consists of providing none, any one or some combination of the following:

-
minimizing packet loss during inter- and/or intra-RAT cell changes for some or all packet data connections (e.g. APNs) of a UE, 

-
maintaining the same IP address assigned to a UE across different cells and RATs for some or all packet data connections (e.g. APNs) of a UE,

-
minimizing impact to the user experience (e.g. minimization of interruption time) when changing the IP address and IP anchoring point for some or all packet data connections (e.g. APNs) of a UE 
[CPR-Mob-3].The 3GPP system shall support service continuity when changing the IP address and/or IP anchoring point for some or all packet data connections associated with a UE.
[CPR-Mob-4].The 3GPP system shall enable operators to update the level of mobility support provided for a UE, e.g. during packet data connection establishment 

[CPR-Mob-5].The 3GPP system shall minimize the signaling needed for mobility management of stationary UEs.

[CPR-Mob-6].The 3GPP system shall minimize the signaling needed for mobility management of UEs that participate in mobile-originated communication scenarios only.

	 [content-1].
The 3GPP system shall enable efficient delivery of content from an appropriate content caching entity under the control of the operator, e.g. a cache located close to the user.

[content-2].
The 3GPP system shall provide charging, Lawful Interception (LI) and QoS differentiation for content delivered from an in-network caching entity.

[content-3].
The 3GPP system shall enable a flexible deployment of content caching entity located at multiple locations within the network (e.g. at various radio sites and local aggregation points).

[content-4].
The 3GPP system shall support a content caching entity that is capable of being integrated within a device under the control of the operator.

[content-5].
The authorized UE shall be able to receive cached content broadcasted by content caching entity. 

 [content-6].
The 3GPP system shall provide the means for caching of encrypted contents (e.g. using HTTPS) with at least similar performance benefits to those obtained for unencrypted contents.

 [content-7].
The 3GPP system shall support the ability to securely store the personal data /files of a user in such a way that they are retrievable with no perceptible delay to the user. 

[content-8].
The 3GPP System shall support a mechanism to control the upload and download of personal data/files between the 3GPP device and a appropriate storage entity in the network.
 [content-9].
The 3GPP system shall efficiently support protocols for in-network caching and storage.
	Change ‘device’ to ‘UE’ to be in the scope of 3GPP
Add ‘delivering’ to make it more clear. Also add ‘e.g.’ to clarify the performance benefits.
[content-9] duplicates with [content-1] and [content-8].suggest removing.
	[CPR-content-1].
The 3GPP system shall enable efficient delivery of content from an appropriate content caching entity under the control of the operator, e.g. a cache located close to the user.

[CPR-content-2].
The 3GPP system shall provide charging, Lawful Interception (LI) and QoS differentiation for content delivered from an in-network caching entity.

[CPR-content-3].
The 3GPP system shall enable a flexible deployment of content caching entity located at multiple locations within the network (e.g. at various radio sites and local aggregation points).

[CPR-content-4].
The 3GPP system shall support a content caching entity that is capable of being integrated within a UE under the control of the operator.

[CPR-content-5].
The authorized UE shall be able to receive cached content broadcasted by content caching entity. 

[CPR-content-6].
The 3GPP system shall provide the means for caching and delivering of encrypted contents (e.g. using HTTPS) with at least similar performance benefits (e.g. in latency reduction, bandwidth savings, flexible caching, security) to those obtained for unencrypted contents.

[CPR-content-7].
The 3GPP system shall support the ability to securely store the personal data /files of a user in such a way that they are retrievable with no perceptible delay to the user.
[CPR-content-8].
The 3GPP System shall support a mechanism to control the upload and download of personal data/files between the 3GPP device and a appropriate storage entity in the network.


	[BH-1].
Radio Interface Technology (RIT) of the 3GPP system shall be designed with features and optimizations to provide a backhaul function. 

[BH-2].
The 3GPP system shall support flexible and efficient backhaul for both indoor and outdoor access nodes.

[BH-3].
The 3GPP system shall support flexible partitioning of resources between access and backhaul functions when supported in a common band. 

[BH-4].
The 3GPP system shall support dynamic, autonomous configuration of integrated access and backhaul nodes.

[BH-5].
The 3GPP system shall support dynamic adaptation on wireless backhaul network topologies to minimize service disruptions.

[BH-6].
The 3GPP system shall allow a network operator to provide fronthaul/backhaul network sharing information and capabilities to other network operators.

[BH-7].
The 3GPP system shall allow network operators to be able to share fronthaul/backhaul network resources.
	No 3GPP specific action here, suggest removing.

No 3GPP specific action here, suggest removing.
	[CPR-BH-1].
Radio Interface Technology (RIT) of the 3GPP system shall be designed with features and optimizations to provide a backhaul function. 

[CPR-BH-2].
The 3GPP system shall support flexible and efficient backhaul for both indoor and outdoor access nodes.

[CPR-BH-3].
The 3GPP system shall support flexible partitioning of resources between access and backhaul functions when supported in a common band. 

[CPR-BH-4].
The 3GPP system shall support dynamic, autonomous configuration of integrated access and backhaul nodes.

[CPR-BH-5].
The 3GPP system shall support dynamic adaptation on wireless backhaul network topologies to minimize service disruptions.



	1.
Multiple Access Support 

 [AC-1].
The 5G system shall be able to provide data transmission by using both the 5G RATs and E-UTRA RAT simultaneously, i.e. in this case dual radio UE capability is required.

[AC-2].
When a UE is using both the 5G RAT and E-UTRA RAT simultaneously, the 5G system shall be able to select a radio access (either a 5G RAT or E-UTRA RAT) to assign each data flow, taking into account e.g. service, traffic characteristics, radio characteristics, and UE’s moving speed.

[AC-3].
The 5G system shall support UEs with dual radio capability as well as UEs with single radio capability, i.e. a UE that cannot transmit on the 5G RAT and the E-UTRA RAT simultaneously.

2.
Optimized Connection per Traffic Type 

 [AC-4].
Based on operator policy, the 3GPP network shall provide a mechanism such that a specific traffic type (from a specific application or service) to/from a UE can be routed via specific RAN nodes, and traffic in one RAN node can be offloaded towards a defined IP network close to the UE's point of attachment to the access network, while other traffic type to/from that same UE is not offloaded.   

3.
3GPP/Non-3GPP Access Integration 

[AC-5].
The 5G system shall be able to provide 3GPP services to the UE using various 3GPP and non-3GPP access networks (e.g. WLAN, Fixed broadband access, Bluetooth, etc). 

[AC-6].
 The 5G system shall be able to support:

-
Inter-system mobility between 3GPP and non-3GPP access networks, 

-
Capability for the UE to select the 3GPP or non-3GPP access based on operator policy, 

-
Simultaneous connection to different accesses, & capability for the UE to access the 3GPP services provided by the 5G network using non-3GPP access e.g. FMSS…, 

-
Authentication to access 5 G network through a non-3GPP access using 3GPP credentials. 

Editor’s Note: this list is not exhaustive.

[AC-7].
The 5G system shall enable the UE to simultaneously connect to the network via different accesses, both non-3GPP and 3GPP.

[AC-8].
The 5G system shall be able to manage the addition or dropping of the various accesses dynamically during the session according to the quality of the individual connections.

[AC-9].
For UEs simultaneously connected to the network via different access (both non-3GPP and 3GPP), the network shall support data transmissions that leverage these accesses.

[AC-10].
The 5G system shall be able to aggregate the UE data transfer via one access or a combination of accesses.

[AC-11].
The 5G system shall be able to aggregate the UE data transfer via one access or a combination of accesses to provide the best user experience during an ongoing data transmission.

[AC-12].
The 5G system shall be able to support the interworking with fixed broadband network. 

NOTE:
The specification of fixed broadband access network is outside the scope of 3GPP.Which evolution of fixed broadband access network architecture needs to be considered in stage 2. 

[AC-13].
The 5G system shall be able to differentiate charging a subscriber for the same 3GPP service if it is provided to a UE over different 3GPP and non-3GPP accesses.

[AC-14].
Based on operator policy, the 5G system shall be able to dynamically offload part of the traffic from 3GPP RAT to non-3GPP RATs and vice versa, taking into account traffic load.

 [AC-15].
The 3GPP network shall be able to integrate fixed and wireless access management and provide an efficient provision of services over 3GPP and non-3GPP accesses.

4.
Access from less trusted networks 

Editor’s Note: The following requirements are copied from [2], clause 5.23.5:

[AC-16].
Subject to regulatory requirements, the UE may use a temporary identifier for initial attach that hides its long-term identity. The home network shall be able to associate this temporary identifier to the long-term identity.

5.
Enhanced access control

 [AC-17].
3GPP system shall be able to support enhanced access control mechanism with e.g. the following conditions: 

-
target subscribers (e.g. per PLMN), 

-
subscriber class (e.g. access class), 

-
device type (e.g. Smart phone or IoT device), 

-
service type (e.g. Voice, SMS and/or specific data applications), 

-
communication type (e.g. emergency call, signalling and/or service origination).

[AC-18].
The enhanced access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy.

6.
Temporary Service for Users of Other Operators  

 [AC-19].
Subject to regulatory requirements, 3GPP system shall be able to support temporary service in emergency case which has the following features:

-
service authorization for users of other than home operators by serving operator policy, 

-
access security for temporary service in emergency case (see section 5.8.1.4).

7.
Energy Efficiency

 [AC-20].
The 3GPP system shall be capable of achieving [1000] times energy efficiency compared to legacy system. 

8.
Satellite Access

[AC-21].
The 3GPP system shall be able to provide services to the UE using satellite access. The 3GPP system shall support an air-interface with one-way latency of up to 275 ms when satellite connection is involved.

[AC-22].
The 3GPP system shall support service continuity between land based and satellite based networks. 
9.
Residential Access

 [AC-23].
The 3GPP system shall support residential deployment with a service limited to a pre-defined geographic area.

[AC-24].
The 3GPP system shall support residential deployment with peak data rates of [10s of Gbps] and experienced data rates of up to [1 Gbps].

[AC-25].
The 3GPP system shall support residential deployment with a latency of [10 ms].
	[AC-10] overlaps with [AC-7],[AC-8] and [AC-9], suggest removing.
Same comment as [AC-10], suggest removing.

Remove redundant reference ‘(see section 5.8.1.4)’
In [AC-21], first part is ok. Second part is moved to performance consolidation section.
There are 2 scenarios. Case 1: one operator owns both land based and satellite based network. Case 2: land based network and satellite based network belongs to 2 operators. Suggest to restrict it to case 1.
[AC-24] is performance related and is moved to performance consolidation section.
[AC-25] is performance related and is moved to performance consolidation section.
	[CPR-AC-1].
The 5G system shall be able to provide data transmission by using both the 5G RATs and E-UTRA RAT simultaneously, i.e. in this case dual radio UE capability is required.

[CPR-AC-2].
When a UE is using both the 5G RAT and E-UTRA RAT simultaneously, the 5G system shall be able to select a radio access (either a 5G RAT or E-UTRA RAT) to assign each data flow, taking into account e.g. service, traffic characteristics, radio characteristics, and UE’s moving speed.

[CPR-AC-3].
The 5G system shall support UEs with dual radio capability as well as UEs with single radio capability, i.e. a UE that cannot transmit on the 5G RAT and the E-UTRA RAT simultaneously.

[CPR-AC-4].
Based on operator policy, the 3GPP network shall provide a mechanism such that a specific traffic type (from a specific application or service) to/from a UE can be routed via specific RAN nodes, and traffic in one RAN node can be offloaded towards a defined IP network close to the UE's point of attachment to the access network, while other traffic type to/from that same UE is not offloaded.   

[CPR-AC-5].
The 5G system shall be able to provide 3GPP services to the UE using various 3GPP and non-3GPP access networks (e.g. WLAN, Fixed broadband access, Bluetooth, etc). 

[CPR-AC-6].
 The 5G system shall be able to support:

-
Inter-system mobility between 3GPP and non-3GPP access networks, 

-
Capability for the UE to select the 3GPP or non-3GPP access based on operator policy, 

-
Simultaneous connection to different accesses, & capability for the UE to access the 3GPP services provided by the 5G network using non-3GPP access e.g. FMSS…, 

-
Authentication to access 5 G network through a non-3GPP access using 3GPP credentials. 

 [CPR-AC-7].
The 5G system shall enable the UE to simultaneously connect to the network via different accesses, both non-3GPP and 3GPP.

[CPR-AC-8].
The 5G system shall be able to manage the addition or dropping of the various accesses dynamically during the session according to the quality of the individual connections.

[CPR-AC-9].
For UEs simultaneously connected to the network via different access (both non-3GPP and 3GPP), the network shall support data transmissions that leverage these accesses.

[CPR-AC-10].The 5G system shall be able to support the interworking with fixed broadband network. 

NOTE:
The specification of fixed broadband access network is outside the scope of 3GPP.Which evolution of fixed broadband access network architec needs to be considered in stage 2. 

[CPR-AC-11].The 5G system shall be able to differentiate charging a subscriber for the same 3GPP service if it is provided to a UE over different 3GPP and non-3GPP accesses.

[CPR-AC-12]. Based on operator policy, the 5G system shall be able to dynamically offload part of the traffic from 3GPP RAT to non-3GPP RATs and vice versa, taking into account traffic load.
[CPR-AC-13].The 3GPP network shall be able to integrate fixed and wireless access management and provide an efficient provision of services over 3GPP and non-3GPP accesses.

[CPR-AC-14].Subject to regulatory requirements, the UE may use a temporary identifier for initial attach that hides its long-term identity. The home network shall be able to associate this temporary identifier to the long-term identity.

[CPR-AC-15].3GPP system shall be able to support enhanced access control mechanism with e.g. the following conditions: 

-
target subscribers (e.g. per PLMN), 

-
subscriber class (e.g. access class), 

-
device type (e.g. Smart phone or IoT device), 

-
service type (e.g. Voice, SMS and/or specific data applications), 

-
communication type (e.g. emergency call, signalling and/or service origination).

[CPR-AC-16].The enhanced access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy.

[CPR-AC-17].Subject to regulatory requirements, 3GPP system shall be able to support temporary service in emergency case which has the following features:

-
service authorization for users of other than home operators by serving operator policy, 

-
access security for temporary service in emergency case 
[CPR-AC-18].The 3GPP system shall be capable of achieving [1000] times energy efficiency compared to legacy system. 

[CPR-AC-19].
The 3GPP system shall be able to provide services to the UE using satellite access.
[CPR-AC-20].The 3GPP system shall support service continuity between land based and satellite based networks owned by the same operator. 

[CPR-AC-21].The 3GPP system shall support residential deployment with a service limited to a pre-defined geographic area


	[IWK-1].
The <5G> System shall provide support for a UE with a <5G> subscription roaming into a <5G> Visited Mobile Network which has a roaming agreement with the UE's Home Mobile Network. A <5G> Visited Mobile Network shall provide support for establishing home network provided data connectivity as well as visited network provided data connectivity.

[IWK-2].
The <5G system> shall provide a mechanism for a network operator to limit access to its services for a roaming subscriber with a <5G> UE and subscription, e.g., based on a specific service logic agreement in a roaming agreement.

[IWK-3].
The <5G system> shall be able to support seamless handover and Inter System Mobility between<5G> RAT(s) and E-UTRA.

[IWK-4].
A <5G> System shall support all services supported in a 4G system, with the following exceptions:

CS voice service continuity and/or fallback to GERAN or UTRAN

Seamless handover between the <5G> RAT(s) and GERAN or UTRAN 

Access by a GERAN or UTRAN RAT to a 5G core network

...
	Suggest  removing “< >”
	[CPR-IWK-1].
The 5G System shall provide support for a UE with a 5G subscription roaming into a 5G Visited Mobile Network which has a roaming agreement with the UE's Home Mobile Network. A 5G Visited Mobile Network shall provide support for establishing home network provided data connectivity as well as visited network provided data connectivity.

[CPR-IWK-2].
The 5G system shall provide a mechanism for a network operator to limit access to its services for a roaming subscriber with a 5G UE and subscription, e.g., based on a specific service logic agreement in a roaming agreement.

[CPR-IWK-3].
The 5G system shall be able to support seamless handover and Inter System Mobility between5G RAT(s) and E-UTRA.

[CPR-IWK-4].
A 5G System shall support all services supported in a 4G system, with the following exceptions:

CS voice service continuity and/or fallback to GERAN or UTRAN

Seamless handover between the 5G RAT(s) and GERAN or UTRAN 

Access by a GERAN or UTRAN RAT to a 5G core network

...

	[Sec-1].
Subject to regulatory requirements, the <5G system> shall support a secure mechanism allowing an authorized entity to disable from normal operation of a device reported as stolen.

[Sec-2].
Subject to regulatory requirements, the <5G system> shall support a secure mechanism allowing an authorized entity to re-enable a recovered stolen device to normal operation.

[Sec-3].
The 3GPP system shall be able to protect subscriber identity and other user identifying information from attacks by a passive listener. 

[Sec-4].
The 3GPP system shall be able to protect subscriber identity and other user identifying information from active attacks.

[Sec-5].
The 3GPP system shall be able to protect user location information from attacks by a passive listener. 

[Sec-6].
The 3GPP system shall be able to protect user location information from active attacks. 

[Sec-7].
Subject to regulations, the 3GPP system shall be able to protect the user identity from an attack by a roamed-to network.

[Sec-8].
The 3GPP system shall minimize signalling overhead for security.

[Sec-9].
Subject to regulatory requirements, 3GPP system shall be able to provide temporary service in an operator’s network in emergency case for users from other operators without access to their home network (e.g. IOPS for commercial use, emergency services enhanced for temporary service in emergency case and so on).

[Sec-10].
Subject to national regulatory requirements, the 5G 3GPP System shall support a mechanism to provide Lawful Interception. Existing Lawful Interception are applicable without restrictions.

[Sec-11].
Subject to national requirements, the 5G 3GPP System shall comply with Lawful Interception Requirements.

[Sec-12].
The <5G System> shall provide appropriate mechanisms to enable Lawful Interception. 

NOTE: The appropriate solution will be defined in 3GPP SA3_LI.

[Sec-13].
5G devices shall store device identities in a secure and tamper resistant way in order to prevent device identification tampering, when required.
[Sec-14].
5G devices shall display the device identity in a consistent manner, not requiring detailed knowledge of the device's user interface, when required.
[Sec-15].
The 3GPP system shall be able to support identification of subscriptions independently of identification of devices.

	Suggest  removing “< >”
Suggest  removing “< >”
Rewording the text to match the intention of use case.

Add [slice-7] here
Add [slice-8]
Add [Scale-8] here
	[CPR-Sec-1].
Subject to regulatory requirements, the 5G system shall support a secure mechanism allowing an authorized entity to disable from normal operation of a device reported as stolen.

[CPR-Sec-2].
Subject to regulatory requirements, the 5G system shall support a secure mechanism allowing an authorized entity to re-enable a recovered stolen device to normal operation.

[CPR-Sec-3].
The 3GPP system shall be able to protect subscriber identity and other user identifying information from attacks by a passive listener. 

[CPR-Sec-4].
The 3GPP system shall be able to protect subscriber identity and other user identifying information from active attacks.

[CPR-Sec-5].
The 3GPP system shall be able to protect user location information from attacks by a passive listener. 

[CPR-Sec-6].
The 3GPP system shall be able to protect user location information from active attacks. 

[CPR-Sec-7].
Subject to regulations, the 3GPP system shall be able to protect the user identity from an attack by a roamed-to network.

[CPR-Sec-8].
The 3GPP system shall minimize signalling overhead for security.

[CPR-Sec-9].
Subject to regulatory requirements, 3GPP system shall be able to provide temporary service in an operator’s network in emergency case for users from other operators without access to their home network (e.g. IOPS for commercial use, emergency services enhanced for temporary service in emergency case and so on).

[CPR-Sec-10].Subject to national regulatory requirements, the 5G 3GPP System shall support a mechanism to provide Lawful Interception. Existing Lawful Interception are applicable without restrictions.

[CPR-Sec-11].Subject to national requirements, the 5G 3GPP System shall comply with Lawful Interception Requirements.

[CPR-Sec-12].The 5G System shall provide appropriate mechanisms to enable Lawful Interception. 

NOTE: The appropriate solution will be defined in 3GPP SA3_LI.

[CPR-Sec-13].5G devices shall store device identities in a secure and tamper resistant way in order to prevent device identification tampering, when required.

[CPR-Sec-14].The 3GPP system shall be able to allow the device identity to be collected by legitimate entity regardless of device's user interface, when required.

[CPR-Sec-15].The 3GPP system shall be able to support identification of subscriptions independently of identification of devices.
[CPR-Sec-16]. The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 

[CPR-Sec-17]. The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice.
[CPR-Sec-18]. The 3GPP system shall support a secure mechanism to collect system information while ensuring end-user and application privacy e.g. application level information such as application usage information is not to be related to an individual application user identity or subscriber identity and UE level information such as UE location is not be related to an individual subscriber identity.

	[BC-3].
Depending on the capability of the terminal and the services subscribed, the 3GPP system shall allow the user to receive the broadcast/multicast content via the broadcast/multicast radio carrier while a concurrent data session is going on over another radio carrier.
[MinSer-6].
The 3GPP system shall be able to support very large coverage areas (e.g., relaxed timing on random access and other procedures to enable very long range beyond 100km).

[AC-21].
The 3GPP system shall be able to provide services to the UE using satellite access. The 3GPP system shall support an air-interface with one-way latency of up to 275 ms when satellite connection is involved.
[AC-24].
The 3GPP system shall support residential deployment with peak data rates of [10s of Gbps] and experienced data rates of up to [1 Gbps].
[AC-25].
The 3GPP system shall support residential deployment with a latency of [10 ms].

	Rephrase the text regarding coverage performace text
Also adding a note to CPR-PM section ‘These performance related requirements can apply to different scenarios including eMBB, mIOT and CriC’
First part is addressed by [CPR-AC-18]. Second part: rephrase the text.

This requirement has been covered by existing requirement (‘The 3GPP system shall support the peak data rate per user at [10] Gbps while the user is moving slowly up to 10 km/h.’) in eMBB TR.  It is no need to add the duplicated requirement.

This requirement has been covered by existing requirement (‘The 3GPP system shall support residential deployment with a latency of [10 ms].’) in eMBB TR.  It is no need to add the duplicated requirement.
	Note: These performance related requirements can apply to different scenarios including eMBB, mIOT and CriC’
[CPR-PM-1]. The 3GPP system shall be able to support large coverage of a cell of a stand-alone multicast/broadcast network up to 50km
[CPR-PM-2]. The 3GPP system shall be able to support very large coverage areas (e.g., relaxed timing on random access and other procedures to enable very long range beyond 100km).
[CPR-PM-3]. The 3GPP system shall support one-way air interface latency of up to 275 ms when satellite connection is involved.



Based on above discussion, the following changes to section 7 of NEO TR are proposed:

· Add consolidated requirements in line with above discussion
------------------------- PROPOSED CHANGES ----------------------------

7
Consolidation of Potential Requirements
7.1
System Flexibility
7.1.1 Slicing
[CPR-slice-1]. The 3GPP System shall allow the operator to compose and manage network slices, i.e. sets of network functions (e.g. potentially from different vendors) including 3GPP defined functions as well as proprietary 3rd party or operator provided function, resources to run these network functions and policies and configurations for:

· Hosting multiple 3rd parties (e.g.,enterprises) or MVNOs.
· Serving home and roaming user

· Supporting diverse market scenarios

NOTE:
The specific functional areas for which the system should support proprietary or operator provided functions should be identified.
 [CPR-slice-2].The 3GPP system shall allow the operator to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different market scenarios.
[CPR-slice-3].The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
[CPR-slice-4].The 3GPP System shall enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
[CPR-slice-5].The 3GPP system shall allow the operator to operate different network slices in parallel with isolation that e.g. prevents service in one slice to negatively impact services offered by other slices.
[CPR-slice-6].The 3GPP system shall support elasticity of network slice in term of capacity with no negative impact on the services of this slice or other slices.
[CPR-slice-7].The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.
[CPR-slice-8].The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.
[CPR-slice-9].The 3GPP system shall allow the VPLMN operator to associate the roaming UE to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). Otherwise, a default network slice defined by the VPLMN should be assigned for the roaming UE.
7.1.2 Efficient User Plane
[CPR-UP-1].
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between UEs attached to the same network, even if the UEs change their location during communication.
[CPR-UP-2].
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between a UE attached to the mobile network and communication peers outside of the mobile network (e.g. Internet hosts).
[CPR-UP-3].
Subject to the service agreement between the operator and the service provider, the 3GPP network shall enable hosting of services (including both MNO provided services and 3rd party provided services) closer to the end user to improve user experience and save backhaul resources.
[CPR-UP-4].
The 3GPP network shall be able to support routing of data traffic to the entity hosting services closer to the end user for specific services of a UE.
[CPR-UP-5].
The 3GPP network shall support efficient user-plane paths between a UE and the entity hosting the service closer to the end user even if the UE changes its location during communication.
[CPR-UP-6].
The 3GPP network shall be able to support charging, QoS, and Lawful Interception (LI) for services hosted closer to the end user.
[CPR-UP-7].The 3GPP System shall be efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.
7.1.3
Network Capability Exposure
[CPR-Expo-1].The 3GPP system shall be able to support the E-UTRAN network capability exposure.

[CPR-Expo-2].The 3GPP system shall allow the operator to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator.
[CPR-Expo-3]. The 3GPP system shall provide a mechanism to expose broadcasting capabilities to external Broadcasters’ management systems.
[CPR-Expo-4]. The 3GPP system shall provide a mechanism to expose broadcasting capabilities to an external Ad-Hoc Broadcast management system that manages broadcast requests.
[CPR-Expo-5].The 3GPP system shall be able to expose network status information to applications (e.g., to allow applications to use network resources efficiently).
7.1.4
Flexible Broadcast Service
[CPR-BC-1].The 3GPP system shall allow the operator to deploye a stand-alone 3GPP based broadcast/multicast system over a wide geographic area in a spectrally efficient manner in delivery of the content to the UE.
[CPR-BC-2].The 3GPP system shall enable the operator to have the flexibility to allocate 0% to 100% of radio resources of a radio carrier for the delivery of broadcast/multicast content.
[CPR-BC-3].Depending on the capability of the UE and the services subscribed, the 3GPP system shall allow the UE to receive the content via the broadcast/multicast radio carrier while a concurrent data session is ongoing over another radio carrier.
[CPR-BC-4].The 3GPP system shall be able to manage groups of resources for Broadcast channels

[CPR-BC-5].The 3GPP system shall be able to support broadcast of video streams such as 4k/8k UHD.
NOTE:
4k UHD: 3840 x 2160, 50FPS, HEVC, 20~30Mbit/s (Medium quality), 4k UHD: 3840 x 2160, 50FPS, HEVC, ~75Mbit/s (High quality), 4kUHD: 3840 x 2160, 50FPS, AVC ~ 150Mbit/s (High quality), 8K 7680*4320, 50FPS, HEVC, ~300Mbps (High quality).

[CPR-BC-6].
The UE shall be able to receive a reduced quality version of the broadcast for display on the screen (typically less than 12”) or a full quality version of the same broadcast for display to a video presentation monitor (typically much larger than their device (e.g.,32” to 72”screen)
7.1.5
Multi-network Connectivity and Service Delivery across Operators

[CPR-MNC-1].
The 3GPP system shall enable the operators to deploy networks for a specific set of services.

[CPR-MNC-2].The 3GPP system shall enable users to obtain services from more than one network simultaneously on an on-demand basis.

[CPR-MNC-3].
For a user with a single operator subscription, the use of multiple serving networks operated by different operators shall be under the control of a single operator i.e.,home operator.

[CPR-MNC-4].In the event of the same service being offered by multiple operators, unless directed by the home 3GPP system, the UE shall be prioritized to receive subscribed services from the home operator.  

NOTE:
If the service is unavailable (e.g., due to lack of network coverage) from the home network, the UE shall be able to receive the service from another operator’s network.
7.1.6
Minimal service levels
[CPR-MinSer-1].
The 3GPP system shall support very efficient use of the control plane (e.g., minimizing signalling overhead, limiting mobility support).

[CPR-MinSer-2].
The 3GPP system shall support efficient use of the data plane (e.g., minimizing power consumption, consolidating data transmissions to 1 larger rather than many smaller).

[CPR-MinSer-3].

The 3GPP system shall minimise the amount of wireless backhaul traffic (e.g., consolidating data transmissions to 1 larger rather than many smaller, when applicable).

[CPR-MinSer-4].

The 3GPP system shall be optimised to provide a minimal service experience (e.g. user experienced data rate of 100kbps, E2E latency of 50 ms).

[CPR-MinSer-5].
The base station shall support an energy saving mode with the following characteristics:

-
The energy saving mode can be activated/deactivated either manually or automatically.

-
 Service can be restricted to a pre-defined set of users (e.g., public safety, emergency callers).

NOTE:
when in energy saving mode the transmit power may be reduced or turned off (deep sleep mode), latency and jitter may be increased.

[CPR-MinSer-6].
The 3GPP system shall support operations that minimize UE power consumption (e.g., minimize push information, adjust transmission power).

[CPR-MinSer-7].
The 3GPP system shall support centralized network automation and management in order to reduce local management tasks.
7.2
Scalability
[CPR-Scal-1].The 3GPP system shall be able to adjust the network capacities dynamically based on the variation of demand.

 [CPR-Scal-2].The 3GPP system shall support dynamic utilization of resources (compute, network and storage resources) in more than one geographic area in order to serve the differing needs of the users in each geographic area, subject to operator policy.

[CPR-Scal-3].Use of resources (compute, network and storage resources) in more than one geographic area by the system shall be supported without requiring manual re-configuration of neighbouring nodes, without service disruption, and while avoiding additional signalling due to unnecessary UE’s re-attachments (e.g. due to loss of call state information in the network).
[CPR-Scal-4].The 3GPP system shall be able to provide an increase in signalling and user plane capacity within 5 minutes of the need to do so being detected. 

NOTE:
The lead time of 5 minutes stems from the most severe and unplanned use case i.e. the disaster use case, where the average time until call attempts surge after a disaster occurs is considered 5 minutes.

[CPR-Scal-5].
The 3GPP system shall be able to maintain service when performing a network scaling and automation operation.

[CPR-Scal-6].The 3GPP system shall be able to support the enhancement on the existing mechanisms, e.g. load balancing, network function selection, which are highly related to the network scalability and automation operation. 

[CPR-Scal-7].The 3GPP system shall support elastic configuration of the network based on system information, including:

-
Instantaneous network conditions, such as serving RATs (e.g., 5G, E-UTRA, WiFi), cell type (i.e., macro cell, small cell),network load information and congestion levels;

-
Application’s user characteristics, such as mobility type (high mobility, low mobility, no mobility), expected traffic over time, location;

-
When allowed by a user, UE context information, such as sensor-level information (e.g. direction, speed, power status, display status, other sensor information installed in the UE), application-level information (e.g. foreground applications, running background application, application data, user settings, etc.)

[CPR-Scal-8].The 3GPP system shall support a mechanism to collect the information in a timely manner to enable optimized network elasticity regarding resource use based on accurate context information.
7.3
Mobility
[CPR-Mob-1].The 3GPP system shall enable operators to define different levels of mobility support for different UEs. 

[CPR-Mob-2].Mobility support consists of providing none, any one or some combination of the following:

-
minimizing packet loss during inter- and/or intra-RAT cell changes for some or all packet data connections (e.g. APNs) of a UE, 

-
maintaining the same IP address assigned to a UE across different cells and RATs for some or all packet data connections (e.g. APNs) of a UE,

-
minimizing impact to the user experience (e.g. minimization of interruption time) when changing the IP address and IP anchoring point for some or all packet data connections (e.g. APNs) of a UE 
[CPR-Mob-3].The 3GPP system shall support service continuity when changing the IP address and/or IP anchoring point for some or all packet data connections associated with a UE.

[CPR-Mob-4].The 3GPP system shall enable operators to update the level of mobility support provided for a UE, e.g. during packet data connection establishment.
[CPR-Mob-5].The 3GPP system shall minimize the signaling needed for mobility management of stationary UEs.

[CPR-Mob-6].The 3GPP system shall minimize the signaling needed for mobility management of UEs that participate in mobile-originated communication scenarios only.
7.4
Content Delivery
[CPR-content-1].
The 3GPP system shall enable efficient delivery of content from an appropriate content caching entity under the control of the operator, e.g. a cache located close to the user.

[CPR-content-2].
The 3GPP system shall provide charging, Lawful Interception (LI) and QoS differentiation for content delivered from an in-network caching entity.

[CPR-content-3].
The 3GPP system shall enable a flexible deployment of content caching entity located at multiple locations within the network (e.g. at various radio sites and local aggregation points).

[CPR-content-4].
The 3GPP system shall support a content caching entity that is capable of being integrated within a UE under the control of the operator.

[CPR-content-5].
The authorized UE shall be able to receive cached content broadcasted by content caching entity. 

 [CPR-content-6].The 3GPP system shall provide the means for caching and delivering of encrypted contents (e.g. using HTTPS) with at least similar performance benefits (e.g. in latency reduction, bandwidth savings, flexible caching, security) to those obtained for unencrypted contents.
[CPR-content-7].
The 3GPP system shall support the ability to securely store the personal data /files of a user in such a way that they are retrievable with no perceptible delay to the user.
[CPR-content-8].
The 3GPP System shall support a mechanism to control the upload and download of personal data/files between the 3GPP device and a appropriate storage entity in the network.
7.5
Self Backhaul
[CPR-BH-1].
Radio Interface Technology (RIT) of the 3GPP system shall be designed with features and optimizations to provide a backhaul function. 

[CPR-BH-2].
The 3GPP system shall support flexible and efficient backhaul for both indoor and outdoor access nodes.

[CPR-BH-3].
The 3GPP system shall support flexible partitioning of resources between access and backhaul functions when supported in a common band. 

[CPR-BH-4].
The 3GPP system shall support dynamic, autonomous configuration of integrated access and backhaul nodes.

[CPR-BH-5].
The 3GPP system shall support dynamic adaptation on wireless backhaul network topologies to minimize service disruptions.

7.6
Access
[CPR-AC-1].
The 5G system shall be able to provide data transmission by using both the 5G RATs and E-UTRA RAT simultaneously, i.e. in this case dual radio UE capability is required.

[CPR-AC-2].
When a UE is using both the 5G RAT and E-UTRA RAT simultaneously, the 5G system shall be able to select a radio access (either a 5G RAT or E-UTRA RAT) to assign each data flow, taking into account e.g. service, traffic characteristics, radio characteristics, and UE’s moving speed.

[CPR-AC-3].
The 5G system shall support UEs with dual radio capability as well as UEs with single radio capability, i.e. a UE that cannot transmit on the 5G RAT and the E-UTRA RAT simultaneously.

[CPR-AC-4].
Based on operator policy, the 3GPP network shall provide a mechanism such that a specific traffic type (from a specific application or service) to/from a UE can be routed via specific RAN nodes, and traffic in one RAN node can be offloaded towards a defined IP network close to the UE's point of attachment to the access network, while other traffic type to/from that same UE is not offloaded.   

[CPR-AC-5].
The 5G system shall be able to provide 3GPP services to the UE using various 3GPP and non-3GPP access networks (e.g. WLAN, Fixed broadband access, Bluetooth, etc). 

[CPR-AC-6].
 The 5G system shall be able to support:

-
Inter-system mobility between 3GPP and non-3GPP access networks, 

-
Capability for the UE to select the 3GPP or non-3GPP access based on operator policy, 

-
Simultaneous connection to different accesses, & capability for the UE to access the 3GPP services provided by the 5G network using non-3GPP access e.g. FMSS…, 

-
Authentication to access 5 G network through a non-3GPP access using 3GPP credentials. 

 [CPR-AC-7].
The 5G system shall enable the UE to simultaneously connect to the network via different accesses, both non-3GPP and 3GPP.

[CPR-AC-8].
The 5G system shall be able to manage the addition or dropping of the various accesses dynamically during the session according to the quality of the individual connections.

[CPR-AC-9].
For UEs simultaneously connected to the network via different access (both non-3GPP and 3GPP), the network shall support data transmissions that leverage these accesses.

[CPR-AC-10].The 5G system shall be able to support the interworking with fixed broadband network. 

NOTE:
The specification of fixed broadband access network is outside the scope of 3GPP.Which evolution of fixed broadband access network architec needs to be considered in stage 2. 

[CPR-AC-11].The 5G system shall be able to differentiate charging a subscriber for the same 3GPP service if it is provided to a UE over different 3GPP and non-3GPP accesses.
[CPR-AC-12]. Based on operator policy, the 5G system shall be able to dynamically offload part of the traffic from 3GPP RAT to non-3GPP RATs and vice versa, taking into account traffic load.

[CPR-AC-13].The 3GPP network shall be able to integrate fixed and wireless access management and provide an efficient provision of services over 3GPP and non-3GPP accesses.

[CPR-AC-14].Subject to regulatory requirements, the UE may use a temporary identifier for initial attach that hides its long-term identity. The home network shall be able to associate this temporary identifier to the long-term identity.

[CPR-AC-15].3GPP system shall be able to support enhanced access control mechanism with e.g. the following conditions: 

-
target subscribers (e.g. per PLMN), 

-
subscriber class (e.g. access class), 

-
device type (e.g. Smart phone or IoT device), 

-
service type (e.g. Voice, SMS and/or specific data applications), 

-
communication type (e.g. emergency call, signalling and/or service origination).

[CPR-AC-16].The enhanced access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy.

[CPR-AC-17].Subject to regulatory requirements, 3GPP system shall be able to support temporary service in emergency case which has the following features:

-
service authorization for users of other than home operators by serving operator policy, 

-
access security for temporary service in emergency case 

[CPR-AC-18].The 3GPP system shall be capable of achieving [1000] times energy efficiency compared to legacy system. 

[CPR-AC-19].
The 3GPP system shall be able to provide services to the UE using satellite access.
[CPR-AC-20].The 3GPP system shall support service continuity between land based and satellite based networks owned by the same operator. 

[CPR-AC-21].The 3GPP system shall support residential deployment with a service limited to a pre-defined geographic area
7.7
Migration and Interworking
[CPR-IWK-1].
The 5G System shall provide support for a UE with a 5G subscription roaming into a 5G Visited Mobile Network which has a roaming agreement with the UE's Home Mobile Network. A 5G Visited Mobile Network shall provide support for establishing home network provided data connectivity as well as visited network provided data connectivity.

[CPR-IWK-2].
The 5G system shall provide a mechanism for a network operator to limit access to its services for a roaming subscriber with a 5G UE and subscription, e.g., based on a specific service logic agreement in a roaming agreement.

[CPR-IWK-3].
The 5G system shall be able to support seamless handover and Inter System Mobility between5G RAT(s) and E-UTRA.

[CPR-IWK-4].
A 5G System shall support all services supported in a 4G system, with the following exceptions:

· CS voice service continuity and/or fallback to GERAN or UTRAN

· Seamless handover between the 5G RAT(s) and GERAN or UTRAN 

· Access by a GERAN or UTRAN RAT to a 5G core network

· ...
7.8
Security
[CPR-Sec-1].
Subject to regulatory requirements, the 5G system shall support a secure mechanism allowing an authorized entity to disable from normal operation of a device reported as stolen.

[CPR-Sec-2].
Subject to regulatory requirements, the 5G system shall support a secure mechanism allowing an authorized entity to re-enable a recovered stolen device to normal operation.

[CPR-Sec-3].
The 3GPP system shall be able to protect subscriber identity and other user identifying information from attacks by a passive listener. 

[CPR-Sec-4].
The 3GPP system shall be able to protect subscriber identity and other user identifying information from active attacks.

[CPR-Sec-5].
The 3GPP system shall be able to protect user location information from attacks by a passive listener. 

[CPR-Sec-6].
The 3GPP system shall be able to protect user location information from active attacks. 

[CPR-Sec-7].
Subject to regulations, the 3GPP system shall be able to protect the user identity from an attack by a roamed-to network.

[CPR-Sec-8].
The 3GPP system shall minimize signalling overhead for security.

[CPR-Sec-9].
Subject to regulatory requirements, 3GPP system shall be able to provide temporary service in an operator’s network in emergency case for users from other operators without access to their home network (e.g. IOPS for commercial use, emergency services enhanced for temporary service in emergency case and so on).

[CPR-Sec-10].
Subject to national regulatory requirements, the 5G 3GPP System shall support a mechanism to provide Lawful Interception. Existing Lawful Interception are applicable without restrictions.

[CPR-Sec-11].
Subject to national requirements, the 5G 3GPP System shall comply with Lawful Interception Requirements.

[CPR-Sec-12].
The 5G System shall provide appropriate mechanisms to enable Lawful Interception. 

NOTE: The appropriate solution will be defined in 3GPP SA3_LI.

[CPR-Sec-13].
5G devices shall store device identities in a secure and tamper resistant way in order to prevent device identification tampering, when required.

[CPR-Sec-14].
The 3GPP system shall be able to allow the device identity to be collected by legitimate entity regardless of device's user interface, when required.

[CPR-Sec-15].
The 3GPP system shall be able to support identification of subscriptions independently of identification of devices.
[CPR-Sec-16]. The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 

[CPR-Sec-17]. The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice.
[CPR-Sec-18]. The 3GPP system shall support a secure mechanism to collect system information while ensuring end-user and application privacy e.g. application level information such as application usage information is not to be related to an individual application user identity or subscriber identity and UE level information such as UE location is not be related to an individual subscriber identity.
7.9 Performance 
Note: These performance related requirements can apply to different scenarios including eMBB, mIOT and CriC’
[CPR-PM-1]. The 3GPP system shall be able to support large coverage of a cell of a stand-alone multicast/broadcast network up to 50km
[CPR-PM-2]. The 3GPP system shall be able to support very large coverage areas (e.g., relaxed timing on random access and other procedures to enable very long range beyond 100km).
[CPR-PM-3]. The 3GPP system shall support one-way air interface latency of up to 275 ms when satellite connection is involved.
