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Abstract: The Tdoc adds a requirement to allow both the MNO and a third party, e.g. an ASP, to interact in order to determine specific UEs that are allowed to use a slice. 
Discussion

Previously SA-1 has agreed that a UE may receive services from one or more network slices, possibly simultaneously:
The 3GPP System shall enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
In addition, SA-1 has agreed that third parties may be authorized by the operator to create and manage network slices.
The 3GPP system shall allow the operator to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 

Third parties can therefore create and manage network slices that fit their business model, topology or special communications needs. As an example, we could consider an ASP that needs to guarantee certain performance to its customers, who require very tight latency constraints and high resiliency, coupled with dynamic loading characteristics. To achieve that, the ASP could tailor the slice to always utilize sufficient local resources. No guarantees can however be made without admission control. 
In addition, an operator may want to charge the ASP in accordance with the level of resources they have requested. For a third party to be responsible for payment for resources, it is reasonable to let them decide who may use the slice.

From the ASP point of view admission could be dynamic and change as the nature of communication with the ASP does (e.g. not all communications with an ASP need a high resiliency network).

As in all cases, the operator should be able to make the final decision about any access. 

From the above discussion we can derive the potential requirements below.
<<<< Proposed Text Changes 1 >>>

5.1.1
Description

Unlike previous 3GPP systems that attempted to provide a 'one size fits all' system, the 5G system is expected to be able to simultaneously provide optimized support for different configurations through various means. Flexibility and adaptability on network functionality and service is a key distinguishing feature of a 5G system.

Flexibility enabler 1： Network slicing

One key concept to achieve the goal of flexibility is network slicing (cp. [2], clause 5.2 and 5.69). Network slicing allows the operator to provide dedicated logical networks with customer specific functionality, without losing the economies of scale of a common infrastructure. As such a big variety of use cases with diverging requirements can be fulfilled. For example, there will be different requirements on functionality such as charging, policy control, security, mobility, performance etc. There is also a need to isolate the different slices from each other. Terminals can be directed to multiple appropriate slices in a way that fulfil operator or user needs, e.g. based on subscription or terminal type or service needs. 

Network slices will consist of mainly 3GPP defined functions but could also include proprietary functions that are provided by different operators or 3rd parties. To guarantee a consistent user experience and support of services in case of roaming, slices composed of the same network functions should be available for the user in the VPLMN. Configuration of network slices and provision of proprietary functions will be based on agreements between operators.  

Network slicing could also be used to provide a network configuration enabling basic communications (e.g., voice, text messages) in case of natural disasters. Another example of applying this concept could be to provide access to the network in markets (cp. [2], clause 5.48) where there is a need for providing access to essential services with a basic Internet access (e.g. Basic broadband speeds, relaxed latency requirements).
Operator often provides similar service to multiple 3rd parties (e.g. enterprises) that require similar network functionalities, which should be supported in an efficient manner.
Flexibility enabler 2: Efficient user plane

<<<< Proposed Text Changes 2 >>>
5.1.2.1
Network Slicing

Editor’s Note: The following requirements are copied from [2], clause 5.2.2:

The 3GPP System shall allow the operator to compose network slices, i.e. sets of network functions (e.g. potentially from different vendors), resources to run these network functions and policies and configurations, e.g. for hosting multiple enterprises or MVNOs etc. 
The 3GPP system shall allow the operator to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different diverse market scenarios.

The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
Editor’s Note: The following requirements are agreed in meeting #72.

The 3GPP System shall enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription, terminal type or requested network services and subject to operator policies.
The 3GPP system shall allow the operator to operate and manage network slices that fulfil required criteria for different market scenarios. 

The 3GPP system shall allow the operator to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services offered by other slices.

The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 

The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice. 

The 3GPP system shall allow the operator to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 
Subject to operator’s policies, the 3GPP system shall be able to enable third parties to dynamically indicate to the operator which UEs should be authorized to receive services on a specific slice. 
The 3GPP system shall support elasticity of network slice in term of capacity with no negative impact on the services of this slice or other slices.

The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.

The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.

Editor’s Note: The following requirements are agreed in meeting #72.

The 3GPP system shall enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises) that require similar network characteristics.

Editor’s Note: The following requirements are copied from [2], clause 5.69.3:

The 3GPP system shall enable operators to define and identify network slices with common functionality to be available for home and roaming users. 
The 3GPP system shall enable operators to specify the network functionalities that a network slice is required to provide.

The 3GPP system shall support the inclusion of 3GPP defined functions as well as proprietary 3rd party or operator provided functions in a network slice.

NOTE:
The specific functional areas for which the system should support proprietary or operator provided functions should be identified. 

The 3GPP system shall support to associate the user in a VPLMN to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). If no corresponding slice has been defined the user should be assigned to a default network slice, as defined by the VPLMN.
