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Abstract: This document proposes text to capture additional critical requirements for public safety. These additional requirements to be added to Table 5.1.2.3.1: Example mission critical use cases in the FS_SMARTER-CRIC TR 22.862.
Proposal
This document proposes two sets of changes to FS_SMARTER-CRIC TR 22.862:

· Change (1) proposes the addition of “Mission Critical Services” to the list of use case families in section 4 to capture use cases in section 5.6 of this document

· Change (2) proposes additional text for the public safety requirements to be added to Table 5.1.2.3.1: Example mission critical use cases 
--- Beginning of Change (1) ---
4
Overview

The objective of this study is to develop use cases and identify potential service and operational requirements to enable 3GPP network operators to support Critical Communications. The following use case families have been identified in 3GPP TR 22.891 [2] in the area of Critical Communications

-
Higher reliability and lower latency

-
Higher reliability, higher availability and lower latency

-
Very low latency

-
Higher accuracy positioning
-
Higher availability

-
Mission Critical Services
--- End of Change (1) ---

--- Beginning of Change (2) ---
Table 5.1.2.3.1: Example mission critical use cases

	Sample use case
	Description
	Critical requirements

	Substation protection and control
	Automates fault detection and isolation to prevent large scale power outage

For example, Merging Units (MUs) perform periodic measurements of power system components, and send sampled measurement data to a Protection Relay. When the Protection Relay detects a fault, it sends signals to trip circuit breakers
	• Latency: as low as 1 ms end-to-end

• Packet loss rate: as low as 10-4
• Transmission frequency: 80 samples/cycle for protection applications. 256 samples/cycle for quality analysis and recording

• Data rate: ~12.5 Mbps per MU at 256 samples/cycle

• Range: provide coverage to the substation

	Smart grid system with distributed sensors and management
	A smart grid system aims at improving the efficiency of energy distribution and requires prompt reaction in reconfiguring the smart grid network in response to unforeseen events
	Performance requirements are derived from EC FP7 project METIS Deliverable D.1.1:

• Throughput: from 200 to 1521 bytes reliably delivered in 8 ms

• One trip time latency between any two communicating points should be less than 8 ms for event-triggered message that may occur anytime

• Device density

-- dense urban hundreds of UEs per km2
-- urban around 15 UEs per km2

-- populated rural max 1 UE per km2

	Public Safety
	Operation of first responders in case of fire or other kind of emergency situation
	
Requires the ability to support dynamic allocation of quality of service, priority and pre-emption parameters including:

· Access Class (AC)

· Quality of Service Class Identifier (QCI)

· Allocation and Retention Priority (ARP)

· Guaranteed Bit Rate (GBR)

· Aggregate Maximum Bit Rate (AMBR)

· Differentiated Services Code Point (DSCP)

	Multimedia Priority Service (MPS)
	Priority communications to authorized national security and emergency preparedness (NS/EP) users in times of disasters and emergency. Authorized NS/EP users have to rely on public network services when the communication capability of the serving network may be impaired, for example due to congestion or partial network infrastructure outages, perhaps due to a direct or indirect result of the emergency situation and therefore needs preferential handling and priority access to communication resources.
	MPS requires preferential handling, and priority treatment.


--- End of Change (2) ---
