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Abstract: This document proposes new traffic scenarios and requirements in clause 5.6 in TR 22.862.

Summary

The current version of TR 22.862 does not contain any traffic scenarios related to the following use cases, agreeed to belong to this use case family on mission critical communications (clause 5.6)

· 5.1   Ultra reliable communication

· 5.2   Network Slicing

· 5.3   Lifeline communications / natural disaster

· 5.12 Connectivity for drones

· 5.31 Temporary Service for Users of Other Operators in Emergency Case

· 5.54 Local UAV Collaboration

· 5.65 Moving ambulance and bio-connectivity

· 5.68 Telemedicine Support

· 5.72 5G Connectivity Using Satellites

This document proposes to add traffic scenarios and requirements related to the missing use cases. In addition to this, it addresses proposals in S1-161027 and S1-161129, and conditionally agreed contributions S1-161527 and S1-161341, and the proposal in S1-161342.
Proposal

Do the proposed changes.

-------------------- PROPOSED CHANGES ---------------------
------------------------- 1ST CHANGE ----------------------------
5.6
Mission critical services

5.6.1
Description


The use case family of Mission critical services covers those use cases in 3GPP TR 22.891 [2] that describe communications that are critical and need a higher priority over other communications in the networks, and require some means of enforcing this priority. Also use cases that provide coverage and services in remote or catastrophe-stricken areas have been included.

The mission critical communications may need a higher priority over regular traffic because it is used to control devices that have very high latency or reliability requirements. Some other types of mission critical communications may need a higher priority when the network is overloaded, e.g., fire brigade personnel having a higher priority over other users on the site of the fire.

5.6.2
Traffic scenarios









5.6.2.x
Prioritised communications
Users and traffic can have different priorities. System-wide support for prioritisation is needed in several occasions

-
A user may need to access the network resources very quickly, possibly pre-empting other users and traffic. Prioritised traffic may be allowed to use simpler and faster access procedures than regular users.
-
A user may need to access the network resources even when the network is congested, possibly pre-empting other users and traffic

-
A user may need to have guaranteed quality of service during the duration of the communication, possibly pre-empting other users when requiring resources is a new cell
The network also needs to support flexible means to make relative priority decisions based on the state of the network (e.g., during disaster events and network congestion) recognizing that the priority needs may change in time during a crisis event. Flexibility needs to be provided to conform to operator objectives and regional/national regulatory requirements.
5.6.2.y
Isolated communications
In a traditional network different users and traffic in a network may need to share the resources with each other. If there is no prioritisation in the network, and even with prioritisation, it is possible that different users and traffic negatively impact each other, even leading to important traffic being slowed down or terminated. Isolating prioritised users and traffic from other users and traffic makes it easier to offered a guaranteed level of service.
5.6.2.z
Protected communications
Users and traffic have different security needs. If the network offers different levels of security, related to identities, authentication, authorisation, and encryption, it is possible to tailor the protection to meet the requirements for different users and traffic.
5.6.2.å
Guaranteed communications

Users and traffic have different requirements for guaranteed communications. If the network offers different levels of resilience, availability, coverage, and reliability, it is possible to tailor the success rate of the communications to meet the requirements of different users and traffic. The guaranteed communications can never be fully guaranteed but different levels of guarantee can be offered, approaching the "near 100 %".
-
The connection can use a more efficient error correction to reduce the error rates
-
The connection can use a higher power to reduce the error rates

-
The connection can use redundant links to reduce the error rates
-
The connection can use dedicated resources to reduce the error rates

-
The connection can use alternate access technologies to increase coverage
-
The connection can use alternative access technologies (e.g., satellite access) to increase availability
-
The devices can communicate directly between themselves

-
The devices can communicate via an adhoc network infrastructure

-
The data can be delivered over efficient channels (e.g., multicast to a large number of users)
5.6.2.ä
Optimised communications

Users and traffic have different requirements for optimising the communications. If the network offers different architectural solutions to deliver the services to the users, the network can optimise the communications. 
-
A user may need to access the services or data very quickly. Locating the services and data close to the user allows faster access to them.
-
A user may move. Being able to relocate the services and data allows the service to remain optimal.
-
A user may need to access vast data repositories and use massive computing resources. Locating the services and data in a centralised location, e.g., in the cloud, allows efficient deployments.
5.6.2.ö
Supported communications

When the availability of system resources is limited, either due to very high traffic load or some resources being unavailable, e.g., due to a catastrophe, the network must be able to cope with the situation. If the network allows the tailoring of allowed services for different users, the network can operate and still provide users with an acceptable level of service. 

-
A regular user may have access only to basic services, e.g., voice, messaging, and simple browsing.
-
Surveillance cameras in street corners may have access to video streaming to provide visual information about the environment.
-
A fireman may have access to all services to operate efficiently at the scene of an accident
-
A user may be allowed to access services of another network (e.g., without a roaming agreement)
5.6.3
Potential requirements




[PR 5.6.3-001] The 3GPP system shall support the prioritisation of users and traffic, during connection setup and when conneected.
Note:     Relative prioritization, pre-emption, and precedence of critical traffic associated with certain priority services (e.g., MPS and Emergency) are subject to regional/national regulatory and operator policies.
[PR 5.6.3-002] The 3GPP system shall support optimised signalling for prioritised users and traffic.
[PR 5.6.3-002a] The 3GPP system shall allow flexible means to make and enforce relative priority decisions among the different mission critical service flows, as authorized by operator policy, used by third parties, i.e., authorized public safety users.

[PR 5.6.3-002b] The 3GPP system shall be able to provide a real-time dynamic control function that adapts the prioritized access, QoS, and policies based on various criteria (user status (e.g. location, emergency), network status (e.g. congestion), service data (e.g. required QoS), and incident or other dynamic data).

[PR 5.6.3-002c] The 3GPP system shall be able to support a QoS and policy framework that can be communicated manually/automatically to/from non-3GPP systems. 

[PR 5.6.3-002d] The 3GPP system shall support efficient mechanisms to allow the dynamic allocation of Priority, QoS and Policies for prioritised communications based on real time network status data.

[PR 5.6.3-003] The 3GPP system shall support the allocation of resources dedicated to certain users.
[PR 5.6.3-004] The 3GPP system shall support the isolation of dedicated system resources from other system resources.

[PR 5.6.3-005] The 3GPP system shall support different levels of protection for users and traffic.
[PR 5.6.3-006] The 3GPP system shall support different levels of resilience, availability, coverage, and reliability to offer different levels of guaranteed communications.
[PR 5.6.3-007] The 3GPP system shall support alternative access technologies (e.g., satellite) to increase availability and coverage.
[PR 5.6.3-007a] The 3GPP system shall support direct device connections, also for high data rates (e.g., 100 Mbps).

[PR 5.6.3-007b] The 3GPP system shall provide an enhanced multicast service that provides equivalent coverage and latency performance to the unicast service.
[PR 5.6.3-008] The 3GPP system shall support different service architectures (e.g., locally, in the core network, and in the cloud).
[PR 5.6.3-008a] The 3GPP system shall support dynamic adaptation of the service architecture.

[PR 5.6.3-009] The 3GPP system shall support different sets of supported services for different user (e.g., based on the type of user)

[PR 5.6.3-010] The 3GPP system shall support the use of services of a network without a roaming agreement.
------------------------- 2ND CHANGE ----------------------------

7
Consolidation of Potential Requirements


7.1
Introduction

7.2
Extreme industrial control

7.3
Conventional industrial control

7.4
Industrial automation

7.5
Human interaction

7.6
Remote control

7.7
Prioritised communications

[CPR 5.6.3-001] The 3GPP system shall support the prioritisation of users and traffic, during connection setup and when conneected.
Note:     Relative prioritization, pre-emption, and precedence of critical traffic associated with certain priority services (e.g., MPS and Emergency) are subject to regional/national regulatory and operator policies.
[CPR 5.6.3-002] The 3GPP system shall support optimised signalling for prioritised users and traffic.

[CPR 5.6.3-002a] The 3GPP system shall allow flexible means to make and enforce relative priority decisions among the different mission critical service flows, as authorized by operator policy, used by third parties, i.e., authorized public safety users.

[CPR 5.6.3-002b] The 3GPP system shall be able to provide a real-time dynamic control function that adapts the prioritized access, QoS, and policies based on various criteria (user status (e.g. location, emergency), network status (e.g. congestion), service data (e.g. required QoS), and incident or other dynamic data).

[CPR 5.6.3-002c] The 3GPP system shall be able to support a QoS and policy framework that can be communicated manually/automatically to/from non-3GPP systems. 

[CPR 5.6.3-002d] The 3GPP system shall support efficient mechanisms to allow the dynamic allocation of Priority, QoS and Policies for prioritised communications based on real time network status data.

[CPR 5.6.3-003] The 3GPP system shall support the allocation of resources dedicated to certain users.

[CPR 5.6.3-004] The 3GPP system shall support the isolation of dedicated system resources from other system resources.

[CPR 5.6.3-005] The 3GPP system shall support different levels of protection for users and traffic.

[CPR 5.6.3-006] The 3GPP system shall support different levels of resilience, availability, coverage, and reliability to offer different levels of guaranteed communications.

[CPR 5.6.3-007] The 3GPP system shall support alternative access technologies (e.g., satellite) to increase availability and coverage.

[CPR 5.6.3-007a] The 3GPP system shall support direct device connections, also for high data rates (e.g., 100 Mbps).

[CPR 5.6.3-007b] The 3GPP system shall provide an enhanced multicast service that provides equivalent coverage and latency performance to the unicast service.
[CPR 5.6.3-008] The 3GPP system shall support different service architectures (e.g., locally, in the core network, and in the cloud).

[CPR 5.6.3-008a] The 3GPP system shall support dynamic adaptation of the service architecture.

[CPR 5.6.3-009] The 3GPP system shall support different sets of supported services for different user (e.g., based on the type of user)

[CPR 5.6.3-010] The 3GPP system shall support the use of services of a network without a roaming agreement.

-------------------- END OF CHANGES ---------------------
