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Abstract: Based on the agreement of S1-160133, this contribution proposes moving UC 5.3 from System flexibility to Access in TR 22.891.
---------- 1st Change ----------
6.2
Considerations on grouping of use cases
Network operation (NEO)

System flexibility

5.2 Network slicing


5.8 Flexible application traffic routing

5.37 Routing path optimization when server changes
5.48  Provision of essential services for very low-ARPU areas

5.49 Network capability exposure
5.56 Broadcasting Support (duplicate with eMBB) 
5.57 Ad-Hoc Broadcasting
5.64 User Multi-Connectivity across operators
5.69 Network Slicing – Roaming
5.70 Broadcast/Multicast Services using a Dedicated Radio Carrier
Scalability

5.7 On-demand networking (duplicate with eMBB)

5.9 Flexibility and scalability

5.35 Context Awareness to support network elasticity
5.51 Network enhancements to support scalability and automation
Mobility support

5.34 Mobility on demand
5.47 SMARTER Service Continuity
5.42 Low mobility devices (duplicate with Machine-to-machine and sensors)
Efficient content delivery
5.36 In-network & device caching
5.38 ICN Based Content Retrieval
5.39 Wireless Briefcase
Self-backhauling

5.6 Mobile broadband for hotspots scenario (duplicate with eMBB)
5.52 Wireless Self-Backhauling
5.61 Fronthaul/Backhaul Network Sharing
Access

5.3 Lifeline communications / natural disaster

5.23 Access from less trusted networks
5.26 Best Connection per Traffic Type
5.27 Multi Access network integration
5.28 Multiple RAT connectivity and RAT selection
5.31 Temporary Service for Users of Other Operators in Emergency Case
5.55 High Accuracy Enhanced Positioning (ePositioning) (duplicate with CriC)

5.58 Use Case for Green Radio
5.71
Wireless Local Loop (duplicate with eMBB)
5.72
5G Connectivity Using Satellites (duplicate with eMBB & CriC)

Security

5.62
Device Theft Preventions / Stolen Device Recovery

Migration and interworking

5.4 Migration of services from earlier generations
5.16 Coexistence with legacy systems
