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Abstract: <5G> system and E-UTRAN system will coexist for a certain period of time. 
Security aspects need be considered in different deployment scenarios of <5G> system:
· <5G> RATs and E-UTRA RAT capable UE accessing the EPC via E-UTRAN for signalling while using <5G> RATs (on the User Plane) for device to device communications

· A E-UTRA RAT only UE accessing the <5G> Core Network via E-UTRAN
This contribution propose the corresponding requirements on security aspects for these cases.
6.1
Considerations on security
6.1.x
Multi-RATs <5G>/E-UTRA RAT capable UE

Until sufficient <5G> coverage, multiple RATs <5G> -E-UTRA RAT capable devices will enable the mobile user

· To have access to mobile services even when outside of <5G> coverage via E-UTRAN.  

· To have access to EPC via E‑UTRAN for signalling while using <5G> RATs for user data exchange.
Multi-RATs <5G>/E-UTRA RAT capable UE shall access EPS with no impact on existing 3GPP access network authentication procedures as described in 3GPP TS 23.401 and Non Access Stratum protocol defined in 3GPP TS 24.301.

6.1.y
Access to <5G> Core network via E-UTRAN
In some cases a UE (E-UTRA RAT capable only) may access <5G> core network via E-UTRAN.

The <5G system> shall provide at least the same level of security including authentication, confidentiality and integrity of signalling and user data, as the LTE security architecture described in 3GPP TS 33.401.
The <5G system> shall support authentication based on 3GPP AKA method.

