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Abstract: This contribution proposes to capture security-related service requirements for V2X as a separate subsection under Section 5, covering authorization, anominity, integrity protection, as well as privacy. 
1  Discussion
This contribution proposes to capture security-related service requirements for V2X as a separate subsection under Section 5, including requirements for V2X authorization, anominity, integrity protection, as well as privacy, which are very different subjects in nature, from subsections 5.2 on performance values.  
2 Text Proposal
***** BEGIN OF CHANGE *****
5

Requirements
5.x
Security Requirements
The 3GPP system shall support the anonymity of UE supporting V2X Service and the integrity protection of the transmission. 

3GPP system should be able to support driver and vehicle privacy, by ensuring that a vehicle cannot be tracked or identified by any other vehicle beyond a certain short time-period required by the application. 
The 3GPP network shall provide a means for the MNO to authorize UE supporting V2X Service to perform V2X Service over 3GPP network.

The 3GPP network shall provide a means (e.g., pre-authorization) for the MNO to authorize UE supporting V2X Service to perform V2X Service when not served by E-UTRAN.

The 3GPP network shall provide a means for the MNO to authorize UE supporting V2X Service separately to perform V2N Service.
***** END of CHANGE *****
