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Abstract: This contribution proposes to handle only high-level security / privacy related requirements that are specific to a service in SA1 but leave others to SA3.
Discussion: 

As the recent discussions - in this meeting and the previous meetings – e.g. on IoT security requirements for 5G have shown it is extremly difficult in SA1 to conclude on relevant security / privacy related (potential) requirements.

This seems to be due to the fact that:
· SA1 do not have the experts on security to find the correct words for such requirements.
Often SA1 delegates cannot do without the help from SA3 colleagues, which either slows down the process or, without SA3 help, may result in unprecise or trivial requirements.
· If SA1 concluded on security/privacy related requirements these were usually derived from service- or operational requirements that were developed – with higher quality – by SA1.

· When SA1 in the past created security/privacy related requirements these often were very vague, providing little value to SA3, who had to create related, more specific, requirements.
The Terms of Reference of SA1 (SP-100835) do not mention security related requirements. 
They do mention requirements on service requirements, including their features, operation, interworking and interoperability, charging and accounting.
On the other hand the ToR of SA3 (SP-110862) say: “The WG has the overall responsibility for security and privacy in 3GPP systems. The WG will perform analysis of potential threats to these systems. Based on the threat analysis, the WG will determine the security and privacy requirements for 3GPP systems…”
Proposal: 
· It is proposed that SA1 agrees to concentrate (for Rel-15 work and onwards) on service- and operational requirements of 3GPP and in general to leave requirements related to security, privacy, authentication and authorization, LI, etc. to SA3.
· SA1 should specify the service/operational requirements clear enough – providing sufficient background information in the context of the requirements – such that SA3 is able to derive the related security requirements. 
SA1 service/operational requirements may, however, include high-level requirements on security / privacy if they are specific to the service.
· Till the next meeting the author will try to draft some very simple guidelines  / examples (together with the SA3 chair) how specific high-level security requirements from SA1 could look like to be useful to SA3.
· If SA1 agrees to such a proposal then this decision should, at the next meeting, be documented as SA1 internal working agreement that can be referred to in the future.
