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1 Introduction
This contribution is to update the requirement of identities and subscriptions for IoT devices and delete the relative editor’s note of Connectivity Aspects family in Massive Internet of Things TR [1].
2 Discussion
In the SMARTER TR 22.891 [2], the requirement of identities and subscriptions for IoT devices has been agreed in section 5.25.3 as in the below:
The UE of wearable device, which can be connected to the 3GPP network directly or via another UE, should have a subscription associated to its own subscriber’s identity (e.g. IMSI) with mobile operator.

NOTE:  The number of IMSIs may be exhausted considering the huge number of subscriptions in the future.
In the last meeting in Anaheim, this requirement seems unclear to add in the MIoT TR [1]. So we add an editor’s note in the MIoT TR [1]:
-
Editor’s Note: Identities and subscriptions for IoT devices need to be further studied.
If the IoT device has a subscription, it means that the IoT device already has an identity (e.g., IMSI). The 3GPP system can use the identity (e.g., IMSI) to identify the IoT device. So we propose to revise the agreed the subscription requirement in the SMARTER TR 22.891 [2] as in the below and delete the editor’s note.
An IoT device, which can be connected to the 3GPP network directly or via a relay UE, shall have a subscription.
3 Proposal
This document proposes to update the requirement of identities and subscriptions for IoT devices of Connectivity Aspects family in MIoT TR.
***************************** PROPOSED TEXT *************************

5
Use Case Families

5.2
Connectivity Aspects
5.2.3
Potential requirements
Requirements below are for all kinds of connectivity aspects, including IoT devices which are connected with network directly or indirectly and IoT devices which are connected with network only via a relay UE for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP system shall support an IoT device to access to the 3GPP network directly, or via a relay UE when the IoT device and relay UE are within a short range communication.
· The 3GPP system shall have the means to authorize a relay UE to provide relay functionality to other IoT devices.
· An IoT device that connects to the network via a relay UE shall establish a trusted relationship with the relay UE, before the IoT device is connected to the network via the relay UE.
· IoT devices that communicate with each other using a short range communication shall first establish a trusted relationship with each other.
· Editor’s Note: For the non-3GPP RAT case, to establish a trusted relationship for IoT devices communication with each other needs to be further studied.
· The 3GPP system shall support an IoT device with PLMN A which is connected with the network via a relay UE with PLMN B, when PLMN A and PLMN B have a roaming agreement.
· A device which accesses the 3GPP network in direct 3GPP connection mode or in indirect 3GPP connection mode using a 3GPP  RAT or a non-3GPP RAT, shall have a 3GPP subscription.
· 
· The 3GPP system shall support real time services (e.g. real time voice and/or real time video) for an IoT device, whether the IoT device is connected to the network directly or via a relay UE.

· The 3GPP system shall support data transmission services for an IoT device, whether the IoT device is connected to the network directly or via a relay UE.
· The 3GPP system shall support service continuity for an IoT device, when the IoT device changes indirect access from a relay UE to another relay UE using 3GPP RAT.
· The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for an IoT device, when IoT device changes indirect access from a relay UE using 3GPP RAT to another relay UE using non-3GPP RAT, vice versa.
· The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for an IoT device, when IoT device changes indirect access from a relay UE using non-3GPP RAT to another relay UE using non-3GPP RAT.
· The 3GPP system shall optimize the battery consumption of an IoT device, whether the IoT device is connected to the network directly or via a relay UE.
· The 3GPP system shall optimize the battery consumption of a relay UE, when an IoT device is connected to the network via the relay UE.
· The 3GPP system shall identify, address and reach an IoT device, when the IoT device is connected to the network via a relay UE.

· The 3GPP system shall support end to end QoS for an IoT device, when the IoT device is connected to the network via a relay UE.
Requirements below are only for IoT devices which are connected with network directly and indirectly for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP system shall support service continuity for an IoT device, when the IoT device changes from direct access to indirect access via a relay UE using 3GPP RAT, and vice versa.
· The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for an IoT device, when the IoT device changes from direct access to indirect access via a relay UE using non-3GPP RAT, and vice versa.
Requirements below are only for IoT devices which are connected with network only via a relay UE for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP System shall support a timely, efficient, reliable and secure mechanism to transmit the same information to multiple IoT devices which can connect with network only via a relay UE.
***************************** END PROPOSED TEXT *************************
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