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Abstract: This contributions proposed one traffic scenario for Critical Communication.
1. Introduction
[bookmark: _GoBack]This contribution includes text proposal for onehigher reliability and lower latency new family of CriC BB. Specifically, this contributions is based on use case 5.1, 5.65, 5.68 from TR 22.891. 
2. Proposal
We propose to agree on text proposal as described below.

* * * * Start of Change * * * *

[bookmark: _Toc436138698]5.x.2.X	Mobile Healthcare Devices
One of the applications where IoT devices are useful is telemedicine. Telemedicine is the use of telecommunication and information technologies in order to provide health care at a distance. It helps eliminate distance barriers and can improve access to medical services that would often not be consistently available in distant rural communities. It is also used to save lives in critical care and emergency situations. 
There are several factors for the growth of IoT devices used for telehealth service. As the number of senior citizens grows steadily and life expectancies get longer, the number of potential patients who need consistent monitoring increases. In addition, patients with chronical diseases are required to regularly keep track of their health during their normal life activities. Due to lack of time, space and fund, government policy in some countries also drives growth in telehealth service. Actually, many private companies are jumping into this business area.
To properly support telehealth service, when the service is provided by a private service provider, a critical event detected by a telehealth monitoring device should get preferential treatment. For example, for the communication between the mobile healthcare device and the healthcare service provider, the network access from the mobile healthcare IoT device should be prioritized than the network access from other type of IoT devices for non-critical communication. In addition, the QoS provided for the communication of the mobile healthcare IoT device should be satisfied before QoS for any other non-critical communication is satisfied. 
[bookmark: _Toc436406070]5.x.3	Potential requirements
The 3GPP system shall be able to provide UE with prioritized access for transport of data for critical service (e.g., data for healthcare).
The 3GPP system shall be able to provide means to verify whether a UE is authorized to use prioritized access for transport of data for critical service.
The 3GPP system shall be able to provide UEs with relevant QoS for transport of data for critical service. 


