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[bookmark: _GoBack]Abstract: This contributions proposed add a new traffic scenario from 22.891
1. Introduction
This contribution proposes traffic scenario for operational aspect group. Specifically, this contributions is based on use case 5.19, 5.59 and 5.60 from 22.891. 
2. Proposal
We propose to agree on text proposal as described below.

* * * * Start of Change * * * *

[bookmark: _Toc436138698]5.1.2.X	Traffic scenario for communication between devices with multi-vendors
The new system is expected to support all kinds of devices, ranging from very simple, limited function devices to very complex, sophisticated computing platforms. To support communication between any IoT devices, the system needs to efficiently handle the lower end of the device function range. 
In order for the Internet-of-Things not to become a collection of Intranets-of-Things, reachability and addressability should be ensured across different domains. There ideally should be an easy / common way to identify a particular device and then use that identifier to reach and address the device, independently from how the device is connected. In addition, devices from different manufacturers should be able to communication with each other, without any dependency on a specific service provider, a specific IoT platform, a specific operating system or a specific application. I.e, a device should be able to communicate with other device without any adaptation in the middle.
For communication between IoT devices without using any dedicated Apps, any specific proprietary IoT platform, or any specific application server, following service flows can be considered:
1. Air conditioner from manufacturer Delta includes a low-end light-weight connectivity module. The air conditioner can interpret and act based on the received information. 
2. Jim bought the air conditioner and installed it at home and register it.
3. The air conditioner is connected to network and is ready to receive commands. 
4. At 6:00 PM, the owner Jim leaves his office and drives home. 
5. Because the temperature near the office went up to 35 ℃, Jim decides to turn on the air conditioner. Jim makes a voice command to his smart watch from manufacture Gamma, ordering the air temperature at his home to be set 24℃. The smart watch composes a message and delivers the message to the network.
6. The network identifies to which the message should be delivered and delivers the messages to the air conditioner. The air conditioner starts working based on the received information.
7. The smart watch receives a notification from the network that the message was successfully sent. The smart watch notifies Jim that the previous command was successfully processed. 
In above flow, wide range of different capability and scenario of devices should be considered for IoT. For example, some device may not support IP protocol or may not be equipped with an IMS client, because more processing power is needed to handle IP/IMS stack and more protocol overhead is expected over radio interface. Despite of difference in capability, used protocol, the communication between the devices should be efficiently supported. 
In above flow, easy identification and management of device should be considered. When the number of IoT devices increases and when each IoT devices can be used by different users, it should be easy and intuitive for user to address each device. For example, it may lead to bad user experience if a user has to remember complex identifier whenever the user purchases new IoT device or if he has to discover the identifier of a public IoT device before he can use it.  
In above flow, the unauthorized message delivery should be prevented. I.e, the air conditioner in the example should not handle the received message from unauthorized devices or the network should not deliver messages which is not allowed by the device. 
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The 3GPP system shall support users, applications and IoT devices to register, identify, address and reach other IoT devices, regardless of how each IoT device is connected to 3GPP networks.
The 3GPP System shall be able to provide means for efficient light-weight communication to/from IoT devices (e.g. appliances, wearables, vehicles). 



