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Abstract: This contributions proposed to align terminologies used to describe connection mode in mIoT connectivity families.
1. Introduction
The contribution proposes to align terminology used to describe different connection models in mIoT. 
2. Discussion
In section 5.2.1 and section 5.2.2, following wording is used without clear definition or alignment:
1. Relay UE
2. Direct connection to the network
3. Connection to the network through a relay
4. Short range communication to nearby devices
5. A RAT connection to a 3GPP network
6. A direct connection
7. A relayed connection
8. A relay connection
9. A standalone mode
10. Network communications
11. Network connection
12. Communication link
13. Relayed device
14. Relaying device
15. Direct link
16. Direct access
17. Indirect access
18. indirect access from a relay
19. devices which are connected with network only via a relay UE

Undefined and ambiguous text leads to concerns. Following is a For example:
· Short range communication
· How short is ‘short range’? When a cell radio is 500ms, can a UE located within 10m from cell tower also be considered as ‘within short range’? If the intention is communication between devices, it is better to clearly state it.
· In some text, ‘short range communication’ is used to describe to relayed network connection. In other text, it is used to describe communication between devices. 
· A relay connection
· Is it a connection between a relayed UE and relaying UE?
· Or, is it an end to end connection between a relayed UE and network?
· Or, is it a connection from a relaying UE to network? 
· The description and the figure 5.2.1-1 is not aligned. I.e., the description talks about the different connection mode but the figure shows 3GPP RAT and non-3GPP RAT connection
· Due to the text ‘relayed or relaying device’, it is ambiguous what relay device refers. 
· “direct link’, ‘direct access’, ‘a direct connection’ is ambiguous because it can mean either interface between devices or either interface between UE and Network. While wording such as “direct connection to the network’ exist, wording such as ‘direct connection to the nearby device’ is not used.
· Different wording ‘connection to the network through a relay’, ’a relayed connection’, ’a relay connection’ may refer same connection mode.
· The term ‘A standalone mode’ is ambiguous because it can mean either ‘direct connection to the network’ or ‘communication among devices without network connection’
· The term ‘devices which are connected with network only via a relay UE’ is ambiguous because it can mean either a device which does not support direct network connection, or a device which supports also direct network connection but currently connected to network via a relay UE. 
· The expression “network connection” and similar expression needs to be modified because TR21.905 already includes definition for ‘network connection’ and its meaning is different from the mIoT BB perspective. 

Considering the intention of the used wording, following figure describes different types of connection. 


Following is description of the above figure:
· 3GPP Connection is the communication between a IoT device and 3GPP network:
· Direct 3GPP Connection is one type of 3GPP Connection, where there is no other relay UE between the IoT device and the 3GPP network.
· Indirect 3GPP Connection is another type of 3GPP Connection, where there is another relay UE between the IoT device and the 3GPP network.
· Indirect 3GPP Connection is established using at least one Direct Device Connection and at least one direct 3GPP Connection.
· Direct device connection is the communication between two IoT devices without any Network in-between:

For Indirect 3GPP Connection, following figures shows what is a relay UE and a relayed device. 


In above figure, a Relay UE is a device which relays a traffic for other devices. And, a Relayed Device is a device which is using a relay UE for a direct device connection or for a 3GPP Connection.   
3. Proposal
It is proposed to agree on text proposal as described below.


* * * * Start of 1st Change * * * *
[bookmark: _Toc408371045][bookmark: _Toc436138689]3.1	Definitions
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
Direct device connection: The connection between two devices without any network entity in the middle
Direct 3GPP connection: One mode of 3GPP connection, where there is no relay UE between the device and the 3GPP network
Indirect 3GPP connection: One mode of 3GPP connection, where there is a relay UE between the device and the 3GPP network. Indirect 3GPP connection is established using at least one direct device connection and at least one direct 3GPP connection.
3GPP connection: The connection between a device and a 3GPP network
Device: An entity with a wireless connection, direct and/or indirect, to the 3GPP network
Relay UE: an entity that has its own subscription/credentials for 3GPP network access and is capable of relaying communications to the network for other device.
Editor's note:	In above, it is assumed that relay UE is one of device. As study on m progresses, further update of definition or change to other term may need to be done for a device. It is FFS whether a device is same as a UE or whether definition of a UE needs update.

[bookmark: _Toc408371046][bookmark: _Toc436138690]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ACRONYM>	<Explanation>



* * * * Start of 2nd Change * * * *

[bookmark: _Toc436138702]5.2	Connectivity aspects
[bookmark: _Toc436138703]5.2.1	Description
As described in the Smart Wearables and Bio-connectivity related use cases in [2], the Internet of Things will support various connectivity models. The IoT  devices can connect with the network directly or connect with the network using another device as a relay UE, or they may be capable of using both types of connections. The IoT  devices can range from simple wearables, such as a smart watch or a set of sensors embedded in clothing, to a more sophisticated wearable device monitoring biometrics. They can also be non-wearable devices that communicate in a Personal Area Network such as a set of home appliances (e.g., smart thermostat and entry key), or the electronic devices in an office setting (e.g., smart printers), or a smart flower pot that can be remotely activated to provide water to the plant. Essentially, one or more of the following connection models will apply for any IoT  device. Figure 5.2.1-1 illustrates the connection models,  
· Direct connection3GPP connection to the network (e.g., a sensor that communicates with an application server or with another IoT  device through in the 3GPP network)
· Indirect 3GPP Cconnection  to the network through a relay UE(e.g., a smart wearable that communicates through a smart phone to the 3GPP network) 
Editor's note:	a definition is needed for relay UE
· Direct device connectionShort range communication to nearby devices (e.g., a bio metric device that communicates directly with other biometric devices or with a smart phone associated with the same patient).
NOTE 1:	short range communications may also be used to support ad-hoc networking where devices communicate via multiple links (not shown in Figure 5.2.1-2).
3GPP and non-3GPP RATs may be supported for IoT  connectivity scenarios.  For example, a RAT might be trusted or untrusted WLAN or a 5G 3GPP RAT.  A RAT used for direct device connectionshort range communication RAT might be Bluetooth, WLAN or a 3GPP RAT. A RAT used for direct 3GPP connectionconnecting to a 3GPP network might be a 3GPP RAT or a trusted or untrusted WLAN

[image: ]


Figure 5.2.1-1: Connectivity models for devices 
Various combinations of these connectivity scenarios will also need to be supported, including the following.  
· Devices that can switch between a direct direct 3GPP cconnection and an indirect 3GPP connectionrelayed connection to the network
· Devices that only support a direct device connection (e.g. does not support 3GPP connection)short range communication
· Groups of devices that communicate among themselves using an short range communicationdirect device connection, and also through an indirect 3GPP connectionrelayed connection to the network through one of the devices (e.g., personal area network, home office network)
An example of a combination connectivity scenario is a Personal Area Network for biometric devices. Figure 5.2.1-2 illustrates a group of biometric devices that communicate among themselves using short range communicationa direct device connection and also communicate with a 3GPP network through an indirect 3GPP connectionrelay connection. When used in a hospital setting, the biometric devices may communicate with each other and provide information to local display equipment for doctors and nurses to monitor. However, these biometric devices do not need to operate only in a direct device connectionstandalone mode. When information needs to be uploaded to a server, for example to update the patient’s records, it can be done through a relay UE. In this scenario, the relay UE will need to provide 3GPP connectionnetwork communications for multiple IoT  devices supporting only direct device short range communicationsconnection.

[image: ]


Figure 5.2.1-2: connectivity Connectivity model for devices using the direct device connectionat communicate among themselves using short range communications and the indirect 3GPP connectionhave a network connection
Some additional scenarios might apply when a Personal Area Network of IoT  devices (e.g., a person wearing several smart wearables) is in indirect 3GPP connection modeconnected with the network via a relay UE:
· An relayed IoT  device (e.g., smart watch) and relay UE can belong to the same subscriber or different subscribers of the same PLMN. 
· An relayed IoT  device (e.g., smart watch) and relay UE can have subscriptions associated with different PLMNs. This is a roaming case.
In either case, the devices need to determine that the smart watch is authorized for an indirect 3GPP connectionto connect to the network via the relay UE before a network connection3GPP connection  is established.  Both devices also need to be authenticated with the network before the network connection3GPP connection is established.

In all of the scenarios described above, key aspects for 5G include the following:
· Providing secure communications between the  devices using direct device connectionshort range communications and between   devices and the network,
· Taking into consideration QoS when choosing communication linksconnection mode and RAT,
· Supporting the desired end user services, including real-time voice and data,
· Minimizing power consumption on devices,
· Supporting roaming access to the network, whether the relayed  device or a relay ing deviceUE is roaming,
· Supporting multiple relayed   devices behind a relay UE,
· Providing service continuity for  devices that switch between an indirect 3GPP connection and a direct 3GPP connectionrelayed and  direct connection to the network,
· Providing service continuity for  devices that switch from one indirect 3GPP connectionrelay connection to another indirect 3GPP relay connection,
· Ensuring  devices using a direct device connectionshort range communications, or using a relay UE for a  to connect to the network3GPP connection, are authorized to do so,
· Providing flexibility in the choice of RAT (within the scope of 5G) used by the devices.

In each of the connectivity models, use of different type of access to the network (3GPP and non-3GPP RAT), will imply different types of requirements:
· Some requirements will be specific to IoT  devices connecting to the 3GPP system through a 3GPP-RAT 
· Some requirements will be specific to IoT  devices connecting to the 3GPP system through a non-3GPP RAT
· Some general requirements will apply regardless of the RAT used for the direct device connectionshort range communication or the network connection3GPP connection.
NOTE 2:	Groups of devices that only communicate among themselves using short range communicationsdirect device connection over a non-3GPP RAT with no network connection3GPP connection do not need to be considered in 3GPP.
[bookmark: _Toc436138704]5.2.2	Traffic scenarios
 For the requirements below, we define:
· IoT  device: an entity with a wireless connection, direct and/or indirect, to the 3GPP network.
· Relay UE: an entity that has its own subscription/credentials for 3GPP network access and is capable of relaying communications to the network for an IoT  device.
Editor’s Note:  The detail definition work needs to be further studied and moved into the definition section in MIoT  TR.
In this section, we propose the traffic scenarios for the Connectivity Aspects family. According to the description, there are several types of connectivity aspects, including IoT  devices in a direct 3GPP connection mode which are connected with network directly, IoT  devices in an indirect 3GPP connection modewhich are connected with network via a relay UE and IoT  devices communication in a direct device connection modewith each other in the short range communication. According to these several types of connectivity aspects, there are several traffic scenarios in the below. The traffic scenarios below use one IoT  device to access the relay UE as an example. Actually, the relay UE can support more than one IoT  device to access and relay their traffic to the network.  In each case excluding the direct direct 3GPP linkconnection, the IoT  device may communicate with the relay UE using 3GPP or non-3GPP RAT.
[bookmark: _Toc436138705]5.2.2.1	Traffic scenario 1 of an IoT  device which is connected with network directlyin direct 3GPP connection mode
[bookmark: _GoBack]The traffic scenario below is an IoT  device in a direct 3GPP connection modewhich is connected with network directly, including IoT  the case where the device and eNB belong to the same or different PLMNs.
1) The IoT  device is subscribedbelongs to PLMN1. The eNB belongs to PLMN1.
2) The IoT  device is subscribedbelongs to PLMN2. The eNB belongs to PLMN1. The IoT  device is in the roaming case. The PLMN1 and PLMN2 have a roaming agreement.
When the IoT  device is out of coverage of a relay UE (e.g., larger than [TBD]m), the IoT  device is connected with the network directlyin direct 3GPP connection mode. The IoT  device shall might support the both real time services (e.g., up to [TBD]bps real time voice and/or up to [TBD]bps real time video) and data transmission services (e.g., up to [TBD]bps).
 [image: ]
Figure 5.2.2.1: Traffic scenario1 of an IoT  device in direct 3GPP connection modewhich is connected with network directly
[bookmark: _Toc436138706]5.2.2.2	Traffic scenario 2 of an IoT  device in indirect 3GPP connection modewhich is connected with network via a relay UE
In this scenario2, the IoT  device and the relay UE belong to the same PLMN and have the same or different subscriptions. The detail scenario2 is:
1) The IoT  device has subscription A with PLMN1. The relay UE has the same subscription A with PLMN1. The eNB belongs to PLMN1.
2) The IoT  device has subscription A with PLMN1. The relay UE has the subscription B with PLMN1. The eNB belongs to PLMN1.
For the 3GPP RAT case:
When the IoT  device is in the coverage of the relay UE (e.g., less than [TBD]m), the IoT  device is connected with the network via the relay UEin indirect 3GPP connection mode. The IoT  device shall might support the both real time services (e.g., up to [TBD]bps real time voice and/or up to [TBD]bps real time video) and data transmission services (e.g., up to [TBD]bps).
For the non-3GPP RAT case:
When the IoT  device is in the coverage of the relay UE, the IoT  device is connected with the networkin indirect 3GPP connection modevia the relay UE. The IoT  device shall might support the both real time services (e.g., real time voice and/or real time video) and data transmission services.
 [image: ]
Figure 5.2.2.2: Traffic scenario2 of an IoT  device is in indirect 3GPP connection modewhich is connected with network via a relay UE
[bookmark: _Toc436138707]5.2.2.3	Traffic scenario 3 of an IoT  device in indirect 3GPP connection modewhich is connected with network via a relay UE in the roaming case
In this scenario3, the IoT  device and relay UE belong to the different PLMNs and have 2 roaming cases. One is the IoT  device in the roaming case, and the other is the relay UE in the roaming case. The detail scenario3 is:
1) The IoT  device has subscription A with PLMN1. The relay UE has the subscription B with PLMN2. The eNB belongs to PLMN1. The relay UE is in the roaming case.
2) The IoT  device has subscription A with PLMN2. The relay UE has the subscription B with PLMN1. The eNB belongs to PLMN1. The IoT  device is in the roaming case.
The PLMN1 and PLMN2 have a roaming agreement.
For the 3GPP RAT case:
When the IoT  device is in the coverage of the relay UE (e.g., less than [TBD]m), the IoT  device is in indirect 3GPP connection modeconnected with the network via the relay UE. The IoT  device shall might support the both real time services (e.g., up to [TBD]bps real time voice and/or up to [TBD]bps real time video) and data transmission services (e.g., up to [TBD]bps).
For the non-3GPP RAT case:
When the IoT  device is in the coverage of the relay UE, the IoT  device is in indirect 3GPP connection modeconnected with the network via the relay UE. The IoT  device shall might support the both real time services (e.g., real time voice and/or real time video) and data transmission services.
 [image: ]
Figure 5.2.2.3: Traffic scenario3 of an IoT  device in indirect 3GPP connection mode which is connected with network via a relay UE in the roaming case
[bookmark: _Toc436138708]5.2.2.4	Traffic scenario 4 of IoT  devices communication with each other in direct device connectionthe short range communication mode
In this scenario4, each IoT  device has the same or its own subscription. The detail scenario4 is:
1) The IoT  device1, IoT  device2 and IoT  device3 have the same subscription A.
2) The IoT  device1 has subscription A. The IoT  device2 has subscription B. The IoT  device3 has subscription C.
For the 3GPP RAT case:
When the IoT  devices are in a coverage (e.g., less than [TBD]m), the IoT  devices can communicate with each other using direct device connection mode device to device communication usingusing a 3GPP RAT case. The IoT  devices shall supports the data transmission service (e.g., up to [TBD]bps) for communication with each other.
For the non-3GPP RAT case:
When the IoT  devices are in a coverage, the IoT  devices can communicate with each other using direct device connection modedevice to device communication using a non-3GPP RAT case. The IoT  devices shall support the data transmission service for communication with each other.
[image: ]
Figure 5.2.2.4: Traffic scenario4 of IoT  devices communication with each other in the short range communicationin direct device connection mode
[bookmark: _Toc436138709]5.2.2.5	Traffic scenario 5 of service continuity
For the 3GPP RAT case:
For the IoT  device which supports direct 3GPP connection mode and/or indirectis  3GPP connection modeconnected with network directly or indirectly, the 3GPP system needs to guarantee the service continuity when the IoT  device changes from direct direct 3GPP connection access to indirect Indirect 3GPP connection mode in whichaccess via a relay the direct device connection usesUE using 3GPP RAT, and vice versa or when the IoT  device changes relay UEs in indirect 3GPP connection modeindirect access from a relay UE to another relay UEin which direct device connection uses using 3GPP RAT. So this type of IoT  devices will support service continuity for all the cases from case 1 to case 10 in the below Figure 5.2.2.5.
For the IoT  device which supports only indirect 3GPP connection modeis connected with network only via a relay UE using and 3GPP RAT, the 3GPP system needs to guarantee the service continuity when the IoT  device changes relay UEs in indirect 3GPP connection mode in which direct device connection usesindirect access from a relay UE to another relay UE using 3GPP RAT. So this type of IoT  device will support service continuity only for the case 7, case 8, case 9 and case 10 in the below Figure 5.2.2.5.
For the non-3GPP RAT case:
For the IoT  device which supportsis direct 3GPP connection mode and/or indirect 3GPP connection modeconnected with network directly or indirectly, the 3GPP system needs to maintain the ability to route signalling and data and minimize the interruption time for the service provided for the IoT  device:
·  when the IoT  device changes from direct 3GPP connection mode direct access to indirect 3GPP connection modeaccess via a relay UE in which direct device connection uses using non-3GPP RAT, and vice versa, or 
· when the IoT  device changes relay UEs in indirect 3GPP connection modeindirect access from a relay UE using in which the used RAT for direct device connection changes from 3GPP RAT to another relay UE using non-3GPP RAT, or 
· when the IoT  device changes relay UEs in indirect 3GPP connection mode in which the used RAT for direct device connection continues to be indirect access from a relay UE using non-3GPP RAT to another relay UE using non-3GPP RAT. 
So this type of IoT Ddevice which supports both a direct 3GPP connection and an indirect 3GPP connection will maintain the ability to route signalling and data and minimize the interruption time for the service provided for the IoT  device for all cases from case 1 to case 10 in the below Figure 5.2.2.5.
For the IoT  devices which are connected with network only via a relay UE using non-3GPP RAT, the 3GPP system needs to maintain the ability to route signalling and data and minimize the interruption time for the service provided for the IoT  device when the IoT  device changes indirect access from a relay UE using 3GPP RAT to another relay UE using non-3GPP RAT or when the IoT  device changes indirect access from a relay UE using non-3GPP RAT to another relay UE using non-3GPP RAT. 
So this type of IoT Ddevice which supports only an indirect 3GPP connection will maintain the ability to route signalling and data and minimize the interruption time for the service provided for the IoT  device only for the case 7, case 8, case 9 and case 10 in the below Figure 5.2.2.5.

[image: ]
Figure 5.2.2.5: Traffic scenario5 of service continuity
[bookmark: _Toc436138710]5.2.3	Potential requirements
Requirements below are for all kinds of connectivity aspects, including IoT  devices which supports both direct or indirect 3GPP connection mode are connected with network directly or indirectly and IoT  devices which supports are connected with network only indirect 3GPP connection modevia a relay UE, using for 3GPP RAT or /non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP system shall support an IoT  device to access to the 3GPP network in direct 3GPP connection directlymode.
· The 3GPP system shall support, or a device to access to the 3GPP network indirectly via a relay UE when the IoT  device and the relay UE can communicate in direct device connection modeare within a short range communication.
· The 3GPP system shall have the means to authorize a relay UE to provide relay functionality to other IoT  devices.
· An IoT  device  that connects to the network via a relay UE shall establish a trusted relationship with the relay UE, before the IoT  device is indirectly connected to the 3GPP network via the relay UE.
· Before using IoT  devices that communicate with each other using a short range communicationdirect device connection mode, devices shall first establish a trusted relationship with each other.
· Editor’s Note: For the non-3GPP RAT case, to establish a trusted relationship for IoT  devices communication with each other needs to be further studied.
· The 3GPP system shall support an indirect 3GPP connection where IoT  device with PLMN A which is connected with the network viaand a relay UE subscribe to different PLMNswith PLMN B, when the PLMNsPLMN A and PLMN B have a roaming agreement.
· Editor’s Note: Identities and subscriptions for IoT  devices need to be further studied.
· The 3GPP system shall support real time services (e.g. real time voice and/or real time video) for an IoT  device, whether the IoT  device is in indirect 3GPP connection mode or in direct 3GPP connection modeconnected to the network directly or via a relay UE.
· The 3GPP system shall support data transmission services for an IoT  device, whether the IoT  device is in indirect 3GPP connection mode or in direct 3GPP connectionconnected to the network directly or via a relay UE.
· The 3GPP system shall support service continuity for an IoT  device, when the IoT  device changes indirect access from a relay UEs in indirect 3GPP connection to another relay UE using 3GPP RAT.
· The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for an IoT  device, when IoT  device changes from indirect 3GPP connection access fromvia a relay UE using 3GPP RAT to indirect 3GPP connection via another relay UE using non-3GPP RAT, vice versa.
· The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for an IoT  device, when IoT  device changes from indirect access 3GPP connection viafrom a relay UE using non-3GPP RAT to indirect 3GPP connection via another relay UE using non-3GPP RAT.
· The 3GPP system shall optimize the battery consumption of an IoT  device, whether the IoT  device is in direct 3GPP connection mode or in indirect 3GPP connection modeconnected to the network directly or via a relay UE.
· The 3GPP system shall optimize the battery consumption of a relay UE, via which, when an IoT  device is in indirect 3GPP connection modeconnected to the network via the relay UE.
· The 3GPP system shall identify, address and reach an IoT  device, when the IoT  device is connected to the network via a relay UEin indirect 3GPP connection mode.
· The 3GPP system shall support end to end QoS for an IoT  device, when the IoT  device is connected to the network via a relay UEin indirect 3GPP connection mode.
Requirements below are only for IoT  devices which is in direct 3GPP connection mode are connected with network directly and in indirect 3GPP connection modeindirectly for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP system shall support service continuity for an IoT  device, when the IoT  device changes from a direct 3GPP connectionaccess to an indirect access via a relay UE3GPP connection using 3GPP RAT, and vice versa.
· The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for an IoT  device, when the IoT  device changes from a direct 3GPP connection access to an indirect access via a relay UE3GPP connection using non-3GPP RAT, and vice versa.
Requirements below are only for IoT  devices which is in indirect 3GPP connection modeare connected with network only via a relay UE for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
· The 3GPP System shall support a timely, efficient, reliable and secure mechanism to transmit the same information to multiple IoT  devices which supports only an indirectcan connect with network 3GPP only via a relay UEconnection.




[bookmark: _Toc436138721]6	Considerations
[bookmark: _Toc436138722]6.1	Considerations on security
The 3GPP system shall support end-to-end integrity protection and confidentiality for data transmitted to/from an IoT  device, when the IoT  device is in indirect 3GPP connection modeconnected to the network via a relay UE.
The 3GPP system shall support a resource efficient mechanism to authenticate an IoT  device, when the IoT  device is in indirect 3GPP connection modeconnected to the network via a relay UE.
The 3GPP System shall support a resource efficient mechanism that provides security, authentication and authorization for an IoT  device, which only support indirect 3GPP connection modecan connect with network only via a relay UE. 
[bookmark: _Toc436138723]6.2	Considerations on charging
This section describes the requirements for collecting charging data for an IoT  device. The requirements also apply in the roaming case. 
The 3GPP system shall support online and offline charging for an IoT  device, whether the IoT  device is in direct 3GPP connection mode or indirect 3GPP connection modeconnected to the network directly or via a relay UE.
[bookmark: OLE_LINK6]The 3GPP system shall be able to separate the charging data of an IoT  device from the charging data of a relay UE, when the IoT  device is in indirect 3GPP connection via the relay UEconnected to the network via the relay UE.
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