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1 Introduction
This contribution introduces all the agreed use cases for the Connectivity Aspects family and updates the part of Smart Wearable (PAN) family in mIoT TR [1] to include all the agreed requirements in the wearable use cases.
By the end of last SA1 meeting in Vancouver, 3 use cases have been agreed for the Connectivity Aspects family, including 5.24 Bio-connectivity, 5.25 Wearable device Communication and 5.67 Wearable device Charging in SMARTER TR 22.891 [2].
2 Proposal
This document proposes to text for the potential requirements of Connectivity Aspects family in mIoT TR.
***************************** CHANGE *************************

5
Use Case Families

5.2
Connectivity Aspects
5.2.3
Potential requirements
For the requirements below, we define:

·  [ZZZ]: an entity (e.g., “IoT device” or “remote UE”) with a wireless connection, direct and/or indirect, to the 3GPP network.
· [YYY]: an entity (e.g., “relay UE” or “gateway”) that has its own subscription/credentials for 3GPP network access and is capable of relaying communications to the network for a [ZZZ].
Requirements below are for all kinds of connectivity aspects, including [ZZZ] which is connected with network directly or indirectly and [ZZZ] which is connected with network only via a [YYY] for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
The 3GPP system shall support a [ZZZ] to access to the 3GPP network directly, or via a [YYY] when the [ZZZ] and [YYY] are within a short range communication.

The 3GPP system shall have the means to authorize a [YYY] to provide relay functionality to other [ZZZ]s.
A [ZZZ] that connects to the network via a [YYY] shall establish a trusted relationship with the [YYY], before the device is connected to the network via the [YYY].
[ZZZ]s that communicate with each other using a short range communication shall first establish a trusted relationship with each other.
The 3GPP system shall support a [ZZZ] with PLMN A which is connected with the network via a [YYY] with PLMN B, when PLMN A and PLMN B have a roaming agreement.
A [ZZZ], which can be connected to the 3GPP network directly or via a [YYY], should have a 3GPP subscription with a unique identity.

The 3GPP system shall support real time services (e.g. real time voice and/or real time video) for a [ZZZ], whether it’s connected to the network directly or via a [YYY].

The 3GPP system shall support data transmission services for a [ZZZ], whether it’s connected to the network directly or via a [YYY].
The 3GPP system shall support service continuity for a [ZZZ], when [ZZZ] changes indirect access from a [YYY] to another [YYY] using 3GPP RAT.


The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for a [ZZZ], when [ZZZ] changes indirect access from a [YYY] using 3GPP RAT to another [YYY] using non-3GPP RAT, vice versa.
The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for a [ZZZ], when [ZZZ] changes indirect access from a [YYY] using non-3GPP RAT to another [YYY] using non-3GPP RAT.
The 3GPP system shall optimize the battery consumption of a [ZZZ], whether it’s connected to the network directly or via a [YYY].
The 3GPP system shall optimize the battery consumption of a [YYY], when a [ZZZ] is connected to the network via the [YYY].
The 3GPP system shall identify, address and reach a [ZZZ], when it’s connected to the network via a [YYY].

The 3GPP system shall support end to end QoS for a [ZZZ], when it’s connected to the network via a [YYY].

Requirements below are only for [ZZZ]s which are connected with network directly and indirectly for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
The 3GPP system shall support service continuity for a [ZZZ], when it changes from direct access to indirect access via a [YYY] using 3GPP RAT, and vice versa.
The 3GPP system shall maintain the ability to route signalling and data and minimize the interruption time for the service provided for a [ZZZ], when it changes from direct access to indirect access via a [YYY] using non-3GPP RAT, and vice versa.
Requirements below are only for [ZZZ]s which are connected with network only via a [YYY] for 3GPP/non-3GPP RAT case, in licensed band, or unlicensed band:
The 3GPP System shall support a timely, efficient, reliable and secure mechanism to transmit the same information to multiple [ZZZ]s which can connect with network only via a [YYY].
6
Considerations

6.1
Considerations on security
The 3GPP system shall support end-to-end integrity protection and confidentiality for data transmitted to/from a [ZZZ], when it’s connected to the network via a [YYY].
The 3GPP system shall support a resource efficient mechanism to authenticate [ZZZ]s, when it’s connected to the network via a [YYY].
The 3GPP System shall support a resource efficient mechanism that provides security, authentication and authorization for [ZZZ]s, which can connect with network only via a [YYY]. 
6.2
Considerations on charging
This section describes the requirements for collecting charging data for a [ZZZ]. The requirements also apply in the roaming case. 

The 3GPP system shall support online and offline charging for a [ZZZ], whether it’s connected to the network directly or via a [YYY].
The 3GPP system shall be able to separate the charging data of a [ZZZ] from the charging data of a [YYY], when the device is connected to the network via the [YYY].
***************************** END CHANGE *************************
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