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1 Introduction
This contribution introduces all the agreed use cases for the Smart Wearable (PAN) family and updates the part of Smart Wearable (PAN) family in MIoT TR [1] to include all the agreed requirements in the wearable use cases.
By the end of last SA1 meeting in Vancouver, 3 use cases have been agreed for the Smart Wearable (PAN) family, including 5.24 Bio-connectivity, 5.25 Wearable Device Communication and 5.67 Wearable Device Charging in SMARTER TR 22.891 [2].
2 Proposal
This document proposes text for the description of Smart Wearables (PAN) family in mIoT TR.
***************************** CHANGE *************************

5
Use Case Families

5.2
Smart Wearables

5.2.1
Description
The NGMN white paper: “Support dynamic radio topology – Devices should be connected through topologies that minimize battery consumption and signalling, without limiting their visibility and reachability by the network, when desired. Wearable devices could connect through a smartphone as well as directly to the network if the smartphone battery runs out. Extended use of tinted glass on vehicles as well as large scale sensor deployment makes hub devices highly relevant. In some cases D2D communications could be exploited to offload traffic from the network. Thus, the radio topology should be able to change dynamically based on the context. A unified frame design, together with radio topology-agnostic design of identities, authentication and mobility procedures, is essential to support this.”[3].
The 4G Americas white paper: “Bio-connectivity, which is the continuous and automatic medical telemetry (e.g., temperature, blood pressure, heart-rate, blood glucose) collection via wearable sensors, is another strong emerging trend that will add to the wireless communications requirements” [4].
According to the NGMN and 4G Americans white paper, a sizable share of the market will come from Personal Area Network (PAN) UEs (devices). The UEs can connect with the network directly or connect with the network using another UE as a relay. The UEs can have both of the two links or have only one of the two links to connect with the network. The UEs can range from simple wearables, such as a smart watch or a set of sensors on people’s clothing, to a more sophisticated wearable device monitoring biometrics. They can also be non-wearable devices that communicate in a Personal Area Network such as a set of home appliances (e.g., smart thermostat and entry key), or the electronic devices in an office setting (e.g., smart printers), or a smart flower pot that can be remotely activated to provide water to the plant. In the below, we use the smart wearable as an example for the UE.
In a PAN situation, two or more UEs (e.g., smart wearables) can communicate with a relay UE and/or communicate between themselves using a short range communication RAT which may be licensed or unlicensed, 3GPP RAT or non-3GPP RAT. The non-3GPP RAT may be BlueTooth or WiFi. The UEs (e.g., smart wearables) may be able to connect directly to a 3GPP network, or they may use a relay to connect to a 3GPP network. Therefore, 
for the functions and physical types of UEs (e.g., smart wearables), the UEs (e.g., smart wearables) can be divided into several types.
1. UE (e.g., smart wearable) connecting with network directly or indirectly for 3GPP/non-3GPP RAT case: 
In Figure 1, this kind of UE (e.g., smart wearable) can connect with network directly in anytime and anywhere using 3GPP RAT. Additionally, when the UE (e.g., smart wearable) is within short communication range of a relay UE, the UE (e.g., smart wearable) can connect with network via the relay UE (e.g., to improve the transmission performance and save the power consumption). The short rang communication between the UE (e.g., smart wearable) and the relay UE can use using 3GPP RAT or non-3GPP RAT. For example, smart watches, smart glasses or smart earphones could connect with the network directly or connect with the network via a relay UE using 3GPP RAT or non-3GPP RAT. The relay UE shall be able to support more than one UE (e.g., smart wearable) to access and relay their traffic to the network.
There are several scenarios when UE (e.g., smart wearable) are connected with the network via a relay UE:

· UE (e.g., smart wearable) and relay UE can belong to the same subscriber or different subscribers: the trusted relationship needs to be established before the UE (e.g., smart wearable) is connected to the network via the relay UE.
· UE (e.g., smart wearable) and relay UE can belong to the same PLMN or different PLMNs:  this is in the roaming case.
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Figure 1: UE (e.g., smart wearable) connecting with network directly or indirectly for 3GPP/non-3GPP RAT case
The potential requirements are in the below figure 2. The main requirements include providing end to end QoS on the communications between the UEs (e.g., smart wearables) and between the UE (e.g., smart wearable) and the network, supporting the desired UE (e.g., smart wearable) services, including real-time voice and data, minimizing power consumption on the UE (e.g., smart wearable) and providing service continuity for the UE (e.g., smart wearable) that changes from direct access to indirect access via a relay UE, and vice versa or changes indirect access from a relay UE to another relay UE. Beside these potential requirements, the security and charging issues also need to be considered. For example, the network needs authenticate the UE (e.g., smart wearable) and provide secure communications between the UEs (e.g., smart wearables) and between the UE (e.g., smart wearable) and the network. The roaming cases, where the UE (e.g., smart wearable) and relay UE belong to the different PLMNs, whether the UE (e.g., smart wearable) or the relay UE is roaming, also need to be considered.
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Figure2: Potential requirements for UE (e.g., smart wearable) connecting directly or indirectly with network
2. UE (e.g., smart wearable) connecting with network only via a relay UE for 3GPP/non-3GPP RAT case: 
This kind of UE (e.g., smart wearable) can only support connecting with network via a relay UE and communicating with other UEs (e.g., smart wearables) use a short range communication, using 3GPP and non-3GPP RAT. An example of this Personal Area Network may apply for wearables, biometrics, or home/office electronics. In Figure 3, this kind of UE (e.g., smart wearable) can support the bio-connectivity use case. When used in operation rooms or near hospital beds, such UE (e.g., smart wearable) need only to communicate with each other and provide information to local display equipment for doctors and nurses to monitor using 3GPP/non-3GPP RAT. However, these UE (e.g., smart wearable) do not need to operate standalone. When information needs to be uploaded to a server, for example to update the patient’s records, it can be done through a relay UE using 3GPP/non-3GPP RAT. For such UEs (e.g., smart wearables) that are always behind a gateway, there should be a means to provide software and firmware updates both efficiently (low overhead and in a timely fashion) and securely. The relay UE shall be able to support more than one UE (e.g., smart wearable) to access and relay their traffic to the network.
There are several scenarios when UE (e.g., smart wearable) are connected with the network via a relay UE: 

· UE (e.g., smart wearable) and relay UE can belong to the same subscriber or different subscribers: the trusted relationship needs to be established before the UE (e.g., smart wearable) is connected to the network via the relay UE.
· UE (e.g., smart wearable) and relay UE can belong to the same PLMN or different PLMNs: this is in the roaming case.
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Figure 3: UE (e.g., smart wearable) connecting with network only via a relay UE for 3GPP/non-3GPP RAT case
The potential requirements are in the below figure 4. The main requirements include providing end to end QoS on the communications between the UEs (e.g., smart wearables) and between the UE (e.g., smart wearable) and the network, supporting the desired UE (e.g., smart wearable) services, including real-time voice and data, minimizing power consumption on the UE (e.g., smart wearable) and providing service continuity for the UE (e.g., smart wearable) that changes indirect access from a relay UE to another relay UE. Beside these potential requirements, the security and charging issues also need to be considered. For example, the network needs authenticate the UE (e.g., smart wearable) and provide secure communications between the UEs (e.g., smart wearables) and between the UE (e.g., smart wearable) and the network. The roaming cases, where the UE (e.g., smart wearable) and relay UE belong to the different PLMNs, whether the UE (e.g., smart wearable) or the relay UE is roaming, also need to be considered.
[image: image4.png]Application
Server

3GPP/Non-





Figure 4: Potential requirements for UE (e.g., smart wearable) connecting with network only via a relay UE
***************************** END CHANGE *************************
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