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1. Overall Description:
When RAN2 discussed the LS R1-155014  from RAN1 to evaluation working assumptions of the message size for LTE-based V2X in RAN2#91bis meeting.RAN2 asked SA1whether there is a need to define any 3GPP specific security mechanisms in addition to existing security protocols in LS R2-155003.RAN2 also asked SA3 what is the corresponding size of any security overhead.
S1 discussed the requirements of security of V2X service and anlyzed the security mechanisms of the current 3GPP system, IEEE and ETSI for V2X services.S1 would like to inform RAN2 and SA3that the following decisions:
1) Additional security mechanisms doesn’t need for 3GPP system for V2V service.
2) Security mechanisms for V2I and V2P service need further study in 3GPP.

2. Actions:
To RAN WG2
ACTION: 	SA1 kindly asks RAN2 to take above into account in their following work.
To SA WG3
ACTION: 	SA1 kindly asks SA3 to take above into account in their following work.

3. Date of Next TSG SA WG1 Meetings:
SA1#73	1 - 5 Feb 2016   		Okinawa, Japan 
SA1#74	9 - 13 May 2016   		Venice, Italy 




