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Abstract: This paper proposes use case for QoS and Policy requirements
Proposal
[bookmark: _Toc408371049]5.1.x	Use case for QoS and Policy Support
[bookmark: _Toc408371050]5.1.x.1	Description
5G network will be supporting massive number of devices with various data, transmission and bandwidth requirements. Due to a wide range of devices, services targeted for 5G can be very different from existing services in terms of amount, type and pattern of data exchange over the network. In order to cope with diverse service requirements, it is imperative that intelligent decisions are made at the network such as allocation of resources, scheduling of resources and adapt the network to meet these service requirements. 
Many devices in a 5G network such as metering devices and monitoring sensors are expected to operate unattended. A large number of such devices may not be capable to alter their behaviour and adapt their participation as required to meet diverse service requirements. It is therefore vital for the network to assist these devices to operate such that services are able to utilize these resources and alter their behaviour when necessary to do so. 
The network must offer a means to provide high reliability, predictable latency and ability to adapt and when necessary prioritize resources to meet specific service requirements. Existing QoS and policy frameworks merely handle predictable latency and improving reliability by traffic engineering. In order to support diverse 5G service requirements, it is necessary for the network to offer QoS and policy framework to offer reliable communication with predictable latency and also enable the resource adaptations as necessary.
The following example depicts a scenario involving MTC devices used for a sample healthcare monitoring service. The upper figure shows that periodic health monitoring reports are sent for a patient every six hours to a health monitoring system. These reports are communicated using a best effort QoS classification since it is not critical for the service operation.
In the middle of one of these reporting periods, the patient falls down and starts having health complications. This scenario is shown in the lower figure. A sensor detects this catastrophic event and reports it to the service. The service now needs additional health monitoring reports urgently. Moreover, depending on the initial reported problem, the service may direct the network to coordinate group conversations involving appropriate health facilities and designated individuals associated with the patient. Some aspects of this communication may require the network to directly adapt existing communication and setup new resources to meet service requirement. The behaviour of monitoring sensors must be altered such that they deliver their reports more aggressively, in great details and to a larger audience. The service may further request network to tune the QoS depending on the patient’s subscription type. 
This example shows that the network must offer QoS to alter its behaviour based on the service state. Such adaptive services can be feasible only if the network can provide appropriate QoS and tailor its behaviour as defined by diverse policy aspects driven by these services.


Figure 5.x.1 1 – Example showing different QoS/Policy requirements based on service execution status
[bookmark: _Toc355779205][bookmark: _Toc354586743][bookmark: _Toc354590102][bookmark: _Toc408371055]5.1.x.2	Potential Service Requirements
The 3GPP system must offer a means to provide high reliability, predictable latency in communication and ability to adapt and when necessary prioritize resources to meet specific service requirements.
The 3GPP system shall be able to support policy driven QoS based on state of a service.
5.1.x.3	Potential Operational Requirements
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