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Abstract: SA1 needs to identify requirements for SMARTER, some grouping will help to clarify the main directions to focus on for network evolution. 
Note: this is a re-submission of Belgrade S1-152087, with clarifications and improvements due to emails discussions on grouping:
I) Criteria used for grouping
II) Grouping proposal
III) Matrix of requirements showing the detailed reasons for grouping, it distinguishes Verticals (eMBB, mMTC... ) and consider all new use cases agreed in Belgrade
IV) Matrix to compare different companies grouping proposals (subject to changeupdated)
V) Proposals for TR changes: it is proposed to show groups (so the expected SID) at the end of the TR 

I) Criteria used for Grouping
There is a large variety of use cases in the TR. We used following criteria for Grouping:
Criteria#1: 
· we considered each individual requirement 
· and created 2 detailed Matrix in section III & IV to distinguish the groups of Verticals and Horizontal:
· Matrix of section III: the 279 requirements of the TR show commonalities/difference between use cases,
· Matrix of section IV: gives an overview of some other companies grouping (Vodafone, Alcatel-Lucent, Qualcomm), to help to reach a common SA1 visibility.

This matrix shows naturally certain groups
Criteria#2: We considered SA1 has some benefit to identity each Vertical group when some requirements differ:
· To ensure SA1 floor share the same understanding on needs
· To ensure groups support specific business model: for ex separate V2X from eMBB as this could be 2 separate business: with a MVNO deploying for example V2X, with no MBB business at all; 
· To allow flexibility in Stage2: 
· It is expected that if a UE needs support for 2 types of Verticals (like a UE using eMBB service in a Vehicle), then 2 groups of characteristics have to be considered for the slice creation. While if a UE supports only 1 Vertical, there is no need for the operator to consider characteristics of the other Verticals for this UE for the slice supporting the UE.
· For ex: V2X differs from eMBB due to its high reliability, lower rate, high speed and high positioning accuracy, V2X group also needs to consider the migration of the V2X service e.g. specified in 3GPP R14 while eMBB group does not need to consider this aspect. 

II) Grouping proposal
A) Groups obtained from Matrix for Verticals (eMBB, V2X, Critical Communication, mMTC):
The following table shows Groups for verticals from Matrix of section III.
The column on the right highlights the main differences between this group and others.

	Verticals
Summary
	QoE and Peak data rate
	Latency
	Reliability
	Comm. efficiency
	Traffic density
	Conn. density
	UE speed
	Position accuracy
	Remarks

	Group#1
eMBB

	Very High data rate (Up to 10 Gbps)
	Low latency
	
	
	High traffic density
Tbps/ km2）
	High density for UE
	
	
	Characterised by very high traffic, high bit rate. No Reliability needed, no accuracy need

	Group#3
Critical Comm.
	
	Realtime
low latency
	Ultra high  Reliability
	
	High  Density
	
	
	Precise position within [10 cm]
	Characterised by low latency, ultra high reliability

	Group#4
mMTC
	
	
	
	Coverage enhancement, Efficient resource and signalling to support low power
	High Density
	Low mobility (for majority of MTC cases except for inventory)
	
	High positioning accuracy in both outdoor and indoor (e.g., 0.5m)
	Important difference with CC is: No Latency, No reliability

	Group#2
V2X
	Medium Rate (10 of Mbps per device)
	Low latency
	High Reliability
	
	Medium traffic density
	Medium connection Density
	High Speed(up to 500 KM/h)
	High positioning accuracy (e.g.  0.1 meters)
	V2X differs from eMBB due to its high reliability , lower rate , high speed and high positioning accuracy


· Group#1: eMobile Broadband (eMBB) 
· 5.5 Mobile broadband for indoor scenario
· 5.6 Mobile broadband for hotspots scenario
· 5.7 On demand networking (support high density of terminals)
· 5.10 Mobile broadband services with seamless wide area coverage
· 5.11 Virtual presence
· 5.30 Connectivity Everywhere
· Group#2: Critical Communication (CC):
· 5.1  Ultra-reliable communications  
· 5.12 Connectivity for drones
· 5.13 Industrial control
· 5.14 Tactile Internet
· 5.15 Localized real-time control 
· 5.17 Extreme real-time communications and tactile internet 
· 5.18 Remote control
· 5.44  Cloud Robotics 
· 5.45  Industrial Factory Automation
· 5.46  Industrial Process Automation
· 5.50  Low-delay speech coding
· 5.54  Local UAV Collaboration
· Group#3: mMTC: 
· 5.19 Light weight device configuration
· 5.20 Wide area sensor monitoring and event driven alarms
· 5.24  Bio-connectivity
· 5.25  Wearable Device Communication
· 5.40  Devices with variable data 
· 5.41  Domestic Home Monitoring
· 5.42  Low mobility devices
· 5.43  Materials and inventory management and location tracking
· 5.59  Massive Internet of Things M2M and device identification 
· Group#4: V2X: 
· 5.10  Mobile broadband services with seamless wide-area coverage (500 km/h speed in V2X)
· 5.29  Higher User Mobility
· 5.32  Improvement of network capabilities for vehicular case
· 5.33  Connected vehicles
· 5.53  Vehicular Internet& Infotainment
B) Horizontal Group#5: Network Operation for foundation for a new architecture:
This groups some “horizontal” requirements that are used to support Verticals.Network operation looks to be an important group to be considered in SMARTER to allow the operator to have framework and the flexibility to select the network functions and capabilities it needs to provide the diverse verticals, while avoiding other unnecessary functionalities and to support performances needed for future services and  reduce the time to market for new services. 
A single group is proposed with some particular “families”. A split in independent groups looks to be complex with no clear benefit (see Comparison of companies’ position in Table of section III).
· 5.2   Network Slicing
· 5.4   Migration of Services from earlier generation
· 5.8   Flexible application routing 
· 5.9   Flexibility and scalability
· 5.16 Coexistence with legacy systems 
· 5.21  IoT Device Initialization 
· 5.22  Subscription security credentials update 
· 5.35  Context Awareness to support network elasticity
· 5.47  SMARTER Service Continuity 
· 5.49  Network capability exposure
· 5.51  Network enhancements to support scalability and automation
· 5.58  Use Case for Green Radio

The following use cases consider the access types:
· 5.23 Access from less trusted networks
· 5.26 Best Connection per Traffic Type
· 5.27 Multi Access network integration
· 5.28 Multiple RAT connectivity and RAT selection

And some use cases focussed on minimum service capability by the network:
· 5.3   Lifeline communications / natural disaster
· 5.31 Temporary Service for Users of Other Operators in Emergency Case
· 5.48  Provision of essential services for very low-ARPU areas

Some other use cases are to attract new services/create new values
Note: either the service will be defined by 3GPP (like done for Public Safety, MCPTT) or 3GPP will have to consider services defined in other SDOs. SA1should define the relationship with these services, for example considering currently ETSI ISG MEC work on this subjects and how 3GPP can support this work to offer value added with the operator’s network to attract these service. We consider it is important SA1 gives a clear message that future network has to attract new service, that this is a target also for the new architecture discussions.
· 5.36       In-network caching
· 5.37       Routing path optimization when server changes
· 5.38       ICN Based Content Retrieval
· 5.39       Wireless Briefcase 

And use cases for network optimisation:
· 5.34       Mobility on demand
· 5.52       Wireless Self-Backhauling
· 5.55      High Accuracy Enhanced Positioning (ePositioning)
· 5.56       Broadcasting Support
· 5.57       Ad-Hoc Broadcasting

Also some verticals use cases impact the Network Operation (see table below for detailed requirements):
· eMBB
· V2X
· mMTC
· CC



III) Matrix of all requirements of the TR
This matrix below list all the TR use cases and all the requirements of each use case (lines) which are put in appropriate column based on their purpose (columns).
When characteristics are similar, different groups are visible and a grouop # and name is addedas well as line summarizing the main characteristics.
Note: in the following tables:
· QoE and Peak data rate includes: “QoE Data Rate” and “Peak Data Rate”
· Latency includes “UE-to-network Latency” and “UE-UE Latency” 
· Reliability includes “Reliability”, “Availability”, “Jitter”
· Communication efficiency includes “Communication Efficiency” , “Traffic Freq.”, “Comm. Range” and “Battery”
· Network operation contains: (Slice, provisioning, roaming, broadcast, security, service exposure, legacy service support, LI/Charging, Minimum service, Multiple access)
· Network Optimization contains: Backhaul, Mobility, Relay, Traffic Multiplex, UE-UE Networking, Energy saving)

	Group #1
eMBB
	QoE and Peak data rate
	Latency 
	Reliability 
	Comm efficiency
	Traffic density
	Connection density
	UE speed
	Positioning accuracy

	eMBB summary
	Very High data rate (Up to 10Gbps)
	Low latency
	 
	
	High traffic density
Tbps/ km2）
	High density for UE/traffic
	
	

	5.5  Mobile broadband for indoor scenario
	Up to Gbps of level
	 
	 
	 
	Tbps/ km2
	 
	 
	 

	
	Peak rate: 10 of Gbps
	 
	 
	 
	
	 
	 
	 

	
	 
	 very low
	 
	 
	
	 
	 
	 

	5.6  Mobile broadband for hotspots scenario
	Up to Gbps of level while the user is moving slowly
	 
	 
	 
	Tbps/ km2
	 
	 
	 

	
	Peak rate:10 of Gbps while moving slowly
	 
	 
	 
	
	 
	 
	 

	5.7  On-demand Networking
	DL: 300Mbps; UL: 50Mbps
	 
	 
	 
	
	in 200-2500 /km2
	 
	 

	
	DL:50Mbps; UL: 25Mbps
	 
	 
	 
	
	in 2000/km2
	 
	 

	5.10       Mobile broadband services with seamless wide-area coverage
	 anytime and anywhere, e.g., 100Mbps.
	 
	 
	 
	
	 
	 
	 

	
	 
	 
	 
	 
	
	 
	e.g., 500km/h.	Comment by Laurence-Huawei: Note: this high speed is highlighted in Green, to be considered in V2X group
	 

	
	 
	 
	 
	 
	
	500 active UEs simultaneously
	 
	 

	
	 
	 low latency for high speed 
	 
	 
	
	 
	 
	 

	5.11       Virtual presence
	 high bandwidth (bidirectional)
	 low latency
	 
	 
	
	 
	 
	 

	5.30 Connectivity Everywhere
	
	 
	aerial object with reliable mobile broadband connectivity.
	
	
	
	
	

	
	
	 
	nautical object with reliable mobile broadband connectivity.
	
	
	
	
	

	
	
	reliable low-latency connectivity between aerial objects
	 
	
	
	
	
	



	Group #2 Critical Communication
	QoE and Peak data rate
	Latency 
	Reliability 
	Comm. efficiency 
	Connection density
	UE speed
	Position accuracy

	CC summary
	
	Realtime /low latency
	Ultra high  Reliability
	Comm. Range:10-20m
	High  Density
	
	Precise position within [10 cm]

	5.1  Ultra-reliable communications 
	 
	 
	limit the duration of service  interruption for mission critical traffic 
	 
	 
	 
	 

	
	 “Substation protection and control”: ~12.5Mbps per MU at 256 samples/cycle
	 “Substation protection and control”: as low as 1 ms end-to-end;
the case “Smart grid system”: less than 8 ms
	 “Substation protection and control”: Packet loss rate: as low as 1e-04;
the case “Smart grid system”: reliably delivered in 8 ms
	 
	 
	 
	 

	5.12 Connectivity for drones 
	 
	 Round trip latency less than [150 ms]
	 
	 
	 
	 
	 

	
	 
	 
	 [near 100%.]
	 
	 
	 
	 

	
	 
	 
	 the same level for current aviation Air Traffic Control (ATC)
	 
	 
	 
	 

	
	 
	 
	Realibity with Priority, Precedence, Preemption (PPP) mechanisms
	 
	 
	 
	 

	
	 
	 
	 
	 
	 
	 
	within [10 cm] 

	
	high speed uplink bandwidth at least [20Mbps], for a flying UE at low altitude of [10-1000] meters 
	 
	 
	 
	 
	high speed as maximum as [300km/h]. 
	 

	5.13 Industrial Control
	 
	low latency (~1 ms)
	 
	 
	 
	 
	 

	
	 
	 
	high reliability
	 
	 
	 
	 

	
	 
	 
	high availability
	 
	 
	 
	 

	
	UL:10 of Mbps per device
	 
	 
	 
	 in a dense environment
	 
	 

	5.14 Tactile Internet
	 
	 low latency (~1 ms)
	 
	 
	 
	 
	 

	
	 
	 
	high reliability
	 
	 
	 
	 

	5.15       Localized real-time control
	 
	UE-UE latency: low latency [1-10 ms]
	Extremely high reliability
	 
	 
	 
	 

	5.17  Extreme real-time communications and the tactile internet
	 
	0.5ms one-way delay
	 
	 
	 
	 
	 

	5.18 Remote Control
	 
	 Round trip latency less than [150 ms]
	 
	 
	 
	 
	 

	
	 
	 
	near 100%
	 
	 
	120km/h
	 

	
	 
	 
	Reliability to be at the same level for current aviation Air Traffic Control (ATC)
	 
	 
	 
	 

	
	 
	 
	With Priority, Precedence, Preemption (PPP) mechanisms
	 
	 
	 
	 

	
	 
	 
	 
	 
	 
	 
	< [10 cm] in densely populated areas.

	5.44 Cloud Robotics
	UL:synchronized audio, video and data in real time
	 
	 
	 
	high density distribution
	 
	 

	
	 
	end to end latency lower than [10ms]
	 
	 
	 
	 
	 

	5.45       Industrial Factory Automation
	 
	 cycle times of [1ms to 2ms.] 
	 
	 
	 
	 
	 

	
	 
	 
	[below 10usecs.]
	 
	 
	 
	 

	
	 
	 
	[below 10-9.]
	 
	 
	 
	 

	
	 
	 
	 
	Comm. Range:10-20m
	 
	 
	 

	5.46       Industrial Process Automation
	 
	 
	 
	 
	10k sensor /10sqkm
	 
	 

	
	 
	 
	Packet loss <10-5
	 
	 
	 
	 

	
	 
	50-100ms two way
	 
	 
	 
	 
	 

	
	 
	 
	 
	Battery: multiple years,  transaction rate of one every few seconds
	 
	 
	 

	5.50       Low-delay speech coding
	 
	speech with very low one-way service latency [10 ms]
	 
	 
	 
	 
	 

	5.54 Local UAV Collaboration
	 
	 [10 ms]
	 
	 
	 
	 
	 

	
	 
	 
	Near [100%] 
	 
	 
	 
	 

	
	 
	 
	Priority, Precedence, Preemption (PPP)
	 
	 
	 
	 

	
	 
	 
	 
	 
	 
	 
	< [10 cm] due to multiple UAVs that may need to collaborate in close proximity to one another. 

	
	
	
	
	
	
	
	




	Group #3 massive MTC
	QoE and Peak data rate
	Latency 
	Reliability 
	Comm. efficiency 
	Connection density
	UE speed
	positioning accuracy

	mMTC summary
	
	
	
	Coverage enhancement, Efficient resource and signalling to support low power
	High Density
	Majority expected with low mobility (location tracking use case for V2X group)
	High positioning accuracy in both outdoor and indoor (e.g., 0.5m)

	5.19       Light weight device configuration
	 
	 
	 
	support devices (e.g., smart meter) with limited communication requirements and capabilities (e.g., devices without an IMS client).
	 
	 
	 

	
	 
	 
	 
	 support a lighter weight signalling for device configuration (i.e., service parameters) than is currently available in EPS. 
	 
	 
	 

	5.20 Wide area sensor monitoring and event driven alarms
	UL only
	 
	 
	 low power devices , infrequent uplink data
	 
	 
	 

	
	 
	 
	 
	power efficiency (e.g., battery life up to more than 10 years
	 
	 
	 

	
	 
	 
	 
	 efficient data transmission with limited resource and signalling cost
	 
	 
	 

	
	 
	 
	 
	 
	high density massive connections (e.g.1 million connections per square kilometre)
	 
	 

	
	 
	 
	 
	 coverage enhancement (e.g., 20dB better coverage than Rel 99 GPRS system).
	 
	 
	 

	5.24  Bio-connectivity
	 
	 
	 
	 
	 
	 
	 

	
	 
	 
	 
	 efficient transfer of data for UEs which only support 3GPP device-to-device communication
	 
	 
	 

	5.25 Wearable Device Communication
	
	
	
	an UE (e.g wearable device) to access to the 3GPP network directly, or via an authorized UE (e.g. smart phone) when the two UEs are within a short range communication (e.g., less than [TBD]m)
	
	
	

	5.40       Devices with variable data
	 
	 
	 
	efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.
	 
	 
	 

	
	 
	 
	 
	 support efficient signaling mechanisms (e.g., signaling is less than payload).
	 
	 
	 

	
	 
	 
	 
	reduce signalling overhead for security needed for short data burst transmission, without reducing the security protection provided by 4G 3GPP Systems.
	 
	 
	 

	5.41       Domestic Home Monitoring
	
	
	
	Payload size: messages up to 256 octets per message.
	
	
	

	5.42       Low mobility devices
	
	
	
	accept information from large numbers of stationary devices with reduced mobility management (e.g., handover support, idle mode mobility management).
	
	
	

	
	
	
	
	support a resource efficient mechanism to provide information to a stationary device
	
	
	

	
	
	
	
	 provide resource efficient support for stationary devices with reduced mobility management (e.g., handover support, idle mode mobility management).
	
	
	

	5.43  Materials and inventory management and location tracking
	 
	 
	 
	a resource efficient mechanism
	 to accept information from large numbers of locally dense devices, possibly simultaneously.
	 
	 

	
	 
	 
	 
	enable sufficient indoor and outdoor coverage (e.g., 20dB better coverage than legacy Rel 99 GPRS system) for a large number of locally dense low power devices.
	 
	 
	 

	
	 
	 
	 
	 
	a mechanism to manage resource (e.g., radio resources) sharing by large numbers of locally dense devices efficiently.
	 
	 

	
	 
	 
	 
	 with reduced battery consumption.
	communication service for high density of devices up to (e.g., 1 million devices per km2)
	with high mobility at minimum of 100 km/h	Comment by Laurence-Huawei: This will have to be considered for the V2X use case
	 

	
	 
	 
	 
	 
	 
	 
	high positioning accuracy in both outdoor and indoor scenarios (e.g., 0.5m)

	5.59       Massive Internet of Things M2M and device identification
	
	
	
	
	connection densities of [200,000 / km2]
	
	





	Group #4 V2X (high mobility access)
	QoE and Peak data rate
	Latency 
	Reliability 
	Comm . efficiency 
	Traffic density
	Connection density
	UE speed
	Position
accuracy

	V2X summary
	Medium Rate (tens of Mbps per device)
	Low Latency
	High Reliability
	
	Medium traffic density
	Medium connection Density
	High Speed High Speed (up to 500 KM/h)
	High positioning accuracy (e.g.  0.1 meters)

	5.10       Mobile broadband services with seamless wide-area coverage
	 
	 
	 
	 
	
	 
	e.g., 500km/h.
	 

	5.29       Higher User Mobility
	 
	 
	 
	 
	
	 
	support enhanced mobile broadband services in fast moving vehicles (e.g. up to 500 km/h) 
	 

	
	 
	 
	 
	 
	
	 
	 support enhanced connectivity services in fast moving airplanes (e.g. up to 1000 km/h)
	 

	
	 
	 
	 
	 
	
	 
	 provide the mobile broadband service in fast moving vehicles with enhanced system experience.
	 

	
	 
	 
	 
	 
	
	 
	provide the airplanes connectivity service with enhanced system experience.
	 

	5.32      Improvement of network capabilities for vehicular case

	 Streaming:[100] Mbps (DL)
	 
	 
	 
	
	 
	 
	 

	
	 
	(end-to-end) is less than [1]s
	 
	 
	
	 
	 
	 

	
	 
	(over the air) is less than [200] ms
	 
	 
	
	 
	 
	 

	
	 
	 
	 
	 
	
	 
	up to 100 km/h
	 

	
	Video call: > [10] Mbps (DL and UL)
	 
	 
	 
	
	 
	 
	 

	
	 
	(end-to-end) is less than [150]ms
	 
	 
	
	 
	 
	 

	
	 
	(over the air) is less than [30] ms
	 
	 
	
	 
	 
	 

	
	 
	 
	 
	 
	
	 
	up to 100 km/h
	 

	
	Gaming: > [50-120] Mbps (DL or UL)
	 
	 
	 
	
	 
	 
	 

	
	 
	(end-to-end) is less than [7.5]ms
	 
	 
	
	 
	 
	 

	
	 
	(over the air) is less than [1.5] ms
	 
	 
	
	 
	up to 100 km/h
	 

	5.33      Connected vehicles
	 
	1 millisecond end-to-end latency
	 
	 
	
	 
	 
	 

	
	 
	 
	nearly 100%
	 
	
	 
	 
	 

	
	tens of Mbps per device
	 
	 
	 
	in a dense environment
	 
	 
	 

	
	 
	 
	 
	 
	
	 
	high mobility (e.g., absolute speed more than 200 km/h while relative speed more than 400 km/h).
	 

	
	 
	 
	 
	 
	
	 
	 
	high positioning accuracy (e.g.  0.1 meters)

	
	 
	 
	 
	 
	
	high density of connections for vehicles (e.g. the number of vehicles can exceed 10000 in scenarios with multiple lanes and multiple levels and types of roads)
	 
	 

	5.53 Vehicular Internet& Infotainment

	Internet access: at least [0.5Mb/sec]
	 
	 
	 
	
	 
	 
	 

	
	 Music streaming at least [1Mb/sec]
	 
	 
	 
	
	 
	 
	 

	
	video streaming at least [5Mb/sec]
	 
	 
	 
	
	 
	 
	 

	
	 UHD streaming at least [15 Mb/sec]
	 
	 
	 
	
	 
	 
	 

	
	 
	 no more than [100ms] for internet browsing
	 
	 
	
	 
	 
	 

	
	 
	 
	 
	 
	
	 
	up to 200km/hr.
	 

	
	 
	 
	 
	 
	
	up to [2000] vehicles in a given service area [1km2]
	ranging from 0km/h (e.g. in a traffic jam) to 200km/h. 
	 



Group #5: Network operation
Note: the 1st column also list use cases already existing in Vertical groups tables, because they have requirements that have to be considered for the group on network Operation:
	Use case 
	Network operation
	Network Optimization

	5.6  Mobile broadband for hotspots scenario
	
	flexible and efficient backhaul especially outdoor

	5.7  On-demand Networking
	 adjust the network capacities dynamically
	 

	5.1  Ultra-reliable communications 
	 
	multiplexing of mission critical traffic and nominal traffic 

	5.14 Tactile Internet
	 very difficult to block, modify, or hijack
	 

	5.15       Localized real-time control
	 
	 self-organized dynamic networking for multi-hop localized network

	5.18 Remote Control
	 
	 Seamless connection for fast-moving

	5.45       Industrial Factory Automation
	 sufficiently integrity- and confidentiality
	 

	5.46       Industrial Process Automation
	 sufficiently integrity- and confidentiality-protected
	 

	5.54 Local UAV Collaboration
	 at the level for current aviation Air Traffic Control (ATC
	 

	5.33      Connected vehicles
	 data transmission from one point to multipoint (e.g. multicast and/or broadcast)
	 

	5.20 Wide area sensor monitoring and event driven alarms
	 a resource efficient mechanism to provide service parameters and activate groups of low power devices
	 

	
	 an appropriate and efficient authentication mechanism for low power devices.
	 

	
	 provides appropriate and efficient confidentiality and integrity protection for mobile originated transfer from low power devices. 
	 

	5.24  Bio-connectivity
	 
	 allows the network to be aware of the UEs operating with assistance from a UE-to-network relay.

	5.25 Wearable Device Communication
	 
	service continuity for an UE when it changes from direct access to indirect access via another UE, and vice versa.

	
	Data transmission in secure manner for an UE, when it’s connected to the network via another UE.
	 

	
	 wearable device should have a subscription associated to its own subscriber’s identity (e.g. IMSI) with mobile operator. 
	 

	5.41       Domestic Home Monitoring
	support of a UE connected to remote monitoring (that suits home monitoring/control) and includes: Static mobile, Group connection, Normal data service and service for low volume, low frequency updates.
	

	
	IoT Security is provided only by the connected UE. Further security measures are for implementation at the IoT level applications.
	

	 5.43  Materials and inventory management and location tracking
	 efficient authentication for low power devices. 
	 

	
	confidentiality and integrity protection for data from low power devices.
	 

	
	efficiently manage one or more devices associated with a service (e.g., inventory tracking service).
	 

	
	support roaming
	 

	5.59       Massive Internet of Things M2M and device identification
	 support network servers/applications and devices to identify, address and reach other devices, in a consistent manner independently of how these devices are connected.
	

	5.2   Network Slicing
	x
	 

	5.4   Migration of Services from earlier generations
	 x
	 

	5.8  Flexible application traffic routing
	x
	 

	5.9  Flexibility and scalability
	x
	 

	5.16       Coexistence with legacy systems
	 x
	 

	
	x
	 

	
	 
	 

	
	x
	 

	5.21       IoT Device Initialization
	x
	 

	
	x
	 

	5.22       Subscription security credentials update
	x
	 

	
	x
	 

	5.35       Context Awareness to support network elasticity
	x
	 

	5.47       SMARTER Service Continuity
	x
	 

	5.49       Network capability exposure
	x
	 

	5.51       Network enhancements to support scalability and automation
	x
	 

	5.58       Use Case for Green Radio
	 
	 [1000] times energy efficiency compared to legacy system.

	5.23 Access from less trusted networks
	x
	 

	5.26 Best Connection per Traffic Type
	x
	 

	5.27 Multi Access network integration
	x
	 

	5.28 Multiple RAT connectivity and RAT selection
	x
	 

	 5.3   Lifeline communications / natural disaster
	maintain an appropriate level of communications security for temporary service.
	

	5.31  Temporary Service for Users of Other Operators in Emergency Case
	
	support temporary service for users of other than home operators as temporary users in emergency case by serving operator policy

	
	
	support defining the limited set of necessary communication services and acceptable terminal features for temporary users by serving operator policy

	
	maintain an appropriate level of communications security for temporary service
	

	 5.48       Provision of essential services for very low-ARPU areas
	x
	 

	
	x
	 

	
	 
	minimise as much as possible the traffic (Data and signalling) on the interfaces between the access network and the core network in order to reduce the amount of backhaul traffic.

	
	 
	be activated/deactivated either manually (e.g., on demand), or automatically (e.g., reaching a threshold).

	
	 
	Service may be restricted to authorized users

	
	 
	The base station may be in listen mode

	
	
	Traffic density: provide the essential services with traffic density of 16 Mbps / km2

	
	x
	 

	
	inform UEs what capabilities are supported (e.g., to allow UEs to determine if the network provides the required capabilities).
	 

	5.36       In-network caching
	 x
	 

	5.37       Routing path optimization when server changes
	x
	

	5.38       ICN Based Content Retrieval
	 x
	 

	5.39       Wireless Briefcase
	 x
	 

	5.34       Mobility on demand
	 
	define different levels of mobility support for different UEs. 

	
	 
	update the level of mobility support provided for a UE.

	5.52       Wireless Self-Backhauling
	 
	x

	5.55 High Accuracy Enhanced Positioning (ePositioning)
	 support co-existence with legacy 3GPP positioning service and migration to higher accuracy positioning service
	 

	5.56       Broadcasting Support
	x
	 

	5.57       Ad-Hoc Broadcasting
	x
	 



IV) Comparison of companies grouping proposals
We considered inputs contributions received from VF, QC and ALU and Nokiabefore the deadline, so subject to change.
So this is subject to changeand also added in 1st column the list of requirements for each use case.
a) Comparison of grouping for Verticals:
	Color 
	group

	 
	eMBB: Characterised by very high traffic, high bit rate. No Reliability needed, no accuracy need

	 
	Critical Communication (CC): Characterised by low latency, ultra high reliability

	 
	V2X: Characterised by high reliability, low rate , high speed and high positioning accuracy

	 
	Massive MTC: Characterised by high density, low mobility for majority, no latency, no reliability needs

	 
	Network operation (NO)

	
	Ultra Reliable (Alcatel-Lucent)

	
	Network Flexibility incl. Routing (Alcatel Lucent)

	
	Backward compatibility (Alcatel-Lucent)

	
	Alternate Access mechanism (Alcatel-Lucent)

	
	Flexible Mobility Management (Alcatel-Lucent)

	
	Optimizing access/Routing (Alcatel-Lucent)

	
	Broadcast (Alcatel-Lucent)

	
	Energy Efficiency (Alcatel-Lucent)

	 
	Network optimization

	
	“Miscellaneous” (Alcatel-Lucent)




	Use cases
	QC use case grouping
S1-153077
	VF use case grouping
S1-153015, 3016, 3017, 3018
	ALU use case grouping
S1-153035
	Nokia
Use case grouping
S1-153041
	HW 
Use case grouping
S1-153040
	Comments, for SA1 debate

	5.5  Mobile broadband for indoor scenario
	
	
	
	
	
	5.5 in eMBB

	5.6  Mobile broadband for hotspots scenario
	
	
	
	
	
	5.6 in eMBB

	5.7  On-demand Networking
	
	
	
	
	
	Part of requirement is about QoE data rate and connection density so part of 5.7 in eMBB

	
	
	
	
	
	
	Part of requirement is: adjust the network capacities dynamically so part of 5.7 in NO

	5.10       Mobile broadband services with seamless wide-area coverage
anytime and anywhere, e.g., 100Mbps
+ 500 active UEs simultaneously.
+ low latency for high speed 
+ 500km/h.
	 
	 
	 
	
	
	Part of this use case requirements is 5.10 V2X: High mobility requirement (e.g., 500km/h.) and low latency for high speed scenario

	
	
	
	
	
	
	Part of this use case requirements is part of 5.10eMBB: QoE data rate e.g. 100MB/s anytime and anywhere 

	5.30 Connectivity Everywhere
	
	
	
	
	
	5.30 is eMBB

	5.11       Virtual presence:  high bandwidth (bidirectional)+ low latency
	
	
	
	
	
	Requirement on high bandwidth and low latency looks to be eMBB: so we suggest 5.11 in eMBB

	5.32      Improvement of network capabilities for vehicular case
Streaming:[100] Mbps (DL), Video call: > [10] Mbps (DL and UL),
Gaming: > [50-120] Mbps (DL or UL)
(end-to-end) is less than [1]s, (over the air) is less than [200] ms, (over the air) is less than [30] ms, (over the air) is less than [1.5] ms
up to 100 km/h
 (end-to-end) is less than [150]ms, (end-to-end) is less than [7.5]ms
	
	
	
	
	
	Requirement  on QoE data rate and latency with high mobility (up to 100KM/h) so adapted to V2X group

	5.50       Low-delay speech coding
	
	
	
	
	
	Only 1 requirement on very low one-way service latency [10 ms] so this makes the use case 5.50 belongs to CC

	5.15       Localized real-time control
UE-UE latency: low latency [1-10 ms]
Extremely high reliability
self-organized dynamic networking for multi-hop localized network
	
	
	
	
	
	Low latency and high reliability makes this 5.15 closer to eMBB

	5.45       Industrial Factory Automation
cycle times of [1ms to 2ms.]
reliability [below 10usecs.]
Comm. Range:10-20m
	
	
	
	
	
	Majority of 5.45 for CC

	
	
	
	
	
	
	Part “sufficiently integrity- and confidentiality” of 5.45 requirement is about network operation

	5.46       Industrial Process Automation
10k sensor /10sqkm
Packet loss <10-5
50-100ms two way
Battery: multiple years,  transaction rate of one every few seconds
sufficiently integrity- and confidentiality-protected
	
	
	
	
	
	Majority of 5.46 for CC

	
	
	
	
	
	
	Part “sufficiently integrity- and confidentiality-protected” of 5.46 requirement is about network operation

	5.1  Ultra-reliable communications 
	
	
	
	
	
	5.1 for CC

	5.12 Connectivity for drones 
	
	
	
	
	
	5.12 for CC

	5.13 Industrial Control
	
	
	
	
	
	5.13 for CC

	5.14 Tactile Internet
low latency (~1 ms)
high reliability
very difficult to block, modify, or hijack
	
	
	
	
	
	Performances requirements in 5.14 look to be for CC

	
	
	
	
	
	
	Part of 5.14 requirement “very difficult to block, modify, or hijack” is about network operation: self-organized dynamic networking for multi-hop localized network

	5.17  Extreme real-time communications and the tactile internet
0.5ms one-way delay
	
	
	
	
	
	“0.5ms one-way delay” looks to be a CC requirement, so 5.17 for CC

	5.18 Remote Control
	
	
	
	
	
	5.18 for CC

	5.44 Cloud Robotics
UL: synchronized audio, video and data in real time
end to end latency lower than [10ms]
high density distribution
	
	
	
	
	
	need for latency in 5.44 proposes it as CC

	5.54 Local UAV Collaboration
[10 ms] latency
Reliability near [100%]
Priority, Precedence, Preemption (PPP)
	
	
	
	
	
	Requirements in 5.44 proposes it as CC

	5.41       Domestic Home Monitoring
Payload size: messages up to 256 octets per message.
Support of a UE connected to remote monitoring 
IoT Security is provided only by the connected UE.
	
	
	
	
	
	Payload size of 5.41 requirement is for mMTC

	
	
	
	
	
	
	Part of 5.41 requirement on remote monitoring and secutrity is about network operation

	5.59       Massive Internet of Things M2M and device identification
Connection densities of [200,000 / km2]
Support network servers/applications and devices to identify, address and reach other devices
	
	
	
	
	
	“connection density” of 5.59 is for mMTC

	
	
	
	
	
	
	Server Part of 5.59 requirement is about network operation

	5.33      Connected vehicles
1 millisecond end-to-end latency
Reliability nearly 100%
tens of Mbps per device
in a dense environment
high mobility (e.g., absolute speed more than 200 km/h while relative speed more than 400 km/h).
high positioning accuracy (e.g.  0.1 meters)
high density of connections for vehicles
	
	
	
	
	
	Requirements about high mobility and reliability appears linked to V2X

	5.29       Higher User Mobility
Enhanced mobile broadband services in fast moving vehicles (e.g. up to 500 km/h)
Enhanced connectivity services in fast moving airplanes (e.g. up to 1000 km/h)
provide the mobile broadband service in fast moving vehicles with enhanced system experience.
provide the airplanes connectivity service with enhanced system experience.
	
	
	
	
	
	Requirements are about high mobility so should be considered in V2X group

	5.53 Vehicular Internet& Infotainment
Internet access: at least [0.5Mb/sec]
Music streaming at least [1Mb/sec]
video streaming at least [5Mb/sec]
UHD streaming at least [15 Mb/sec]
no more than [100ms] for internet browsing
	
	
	
	
	
	Requirements about high mobility

	5.19       Light weight device configuration
Support devices (e.g., smart meter) with limited communication requirements and capabilities (e.g., devices without an IMS client).
Support a lighter weight signalling for device configuration (i.e., service parameters) than is currently available in EPS.
	
	
	
	
	
	5.19 proposed for mMTC

	5.20 Wide area sensor monitoring and event driven alarms
	
	
	
	
	
	5.20 for mMTC

	5.24  Bio-connectivity
	
	
	
	
	
	5.24 for mMTC

	5.42       Low mobility devices
Accept information from large numbers of stationary devices with reduced mobility management (e.g., handover support, idle mode mobility management).
Support a resource efficient mechanism to provide information to a stationary device
provide resource efficient Support for stationary devices with reduced mobility management (e.g., handover support, idle mode mobility management).
	
	
	
	
	
	5.42 is proposed for mMTC

	5.40       Devices with variable data
	
	
	
	
	
	5.40 for mMTC

	5.25 Wearable Device Communication
	
	
	
	
	
	5.25 for mMTC

	5.43  Materials and inventory management and location tracking
	 
	 
	 
	
	 
	5.43 for mMTC

	5.37       Routing path optimization when server changes
The 3GPP system shall efficiently support a mobile optimised ICN/CCN protocol.
The 3GPP system shall support flexible placement of ICN/CCN caches by enabling flexible user-plane termination (including user-plane termination at the base station).
The 3GPP system shall support efficient transport of a mobile optimised ICN/CCN protocol via the 5G and evolved LTE radio.
The 3GPP system shall provide charging, LI and QoS support for the ICN/CCN protocol.
	
	
	Routing
	Routing
	
	

	5.36       In-network caching
Subject to the service agreement between the operator and the service provider, the 3GPP network shall enable hosting of services (including both MNO provided services and 3rd party provided services) closer to the end user to improve user experience and save backhaul resources.
The 3GPP network shall be able to support routing of data traffic to the entity hosting services closer to the end user for specific services of a UE.
The 3GPP network shall support efficient user-plane paths between a UE and the entity hosting the service closer to the end user even if the UE changes its location during communication.
The 3GPP network shall be able to support charging, QoS, and Lawful Interception (LI) for services hosted closer to the end user.
	 
	 
	
	Routing
	
	

	5.38       ICN Based Content Retrieval
The 3GPP system shall efficiently support a mobile optimised ICN/CCN protocol.
The 3GPP system shall support flexible placement of ICN/CCN caches by enabling flexible user-plane termination (including user-plane termination at the base station).
The 3GPP system shall support efficient transport of a mobile optimised ICN/CCN protocol via the 5G and evolved LTE radio.
The 3GPP system shall provide charging, LI and QoS support for the ICN/CCN protocol.
	(phase2)
	 
	
	Routing
	
	

	5.39       Wireless Briefcase
The 3GPP system shall support the ability to securely store the personal data information/files of a user in such a way that they are retrievable with no perceptible delay to the user. 
The 3GPP System shall support a mechanism to control the upload and download of personal information/files between the 3GPP device and a server in the network (e.g., Flat Distributed Personal Cloud). 
	(Phase2)
	
	
	Routing
	
	

	5.3   Lifeline communications / natural disaster
Minimal services necessary in case of disaster that are conditional on e.g. subscriber class (i.e. access class), communication class 
Available in case of disaster.
During the recovery phase of disaster, the service continuity of those minimal services that start being provided should be ensured.
	 
	 
	 
	
	 
	

	5.31       Temporary Service for Users of Other Operators in Emergency Case
Support temporary service for users of other than home operators as temporary users in emergency case by serving operator policy.
Support defining the limited set of necessary communication services and acceptable terminal features for temporary users by serving operator policy.
Maintain an appropriate level of communications security for temporary service
	 
	 
	 Access
	Acccess
	 
	

	5.48       Provision of essential services for very low-ARPU areas
Support network sharing
Efficient support for low or no mobility UEs (e.g. up to 50 km/h).
Efficient use of the control plane 
Efficient use of the data plane 
Support APIs that provide network status information to applications
Minimise as much as possible the traffic (Data and signalling) on the interfaces between the AN  and CN 
Optimise to support UEs with minimal functionality (e.g. user experienced data rate of 10 Mbps at DL and 10 Mbps at UL with E2E latency of 50 ms).
Facilitate very large cells (e.g.: link budget better than 160 dB, relaxed timing on random access and other procedures to enable very long range beyond 50km).
	 
	 
	
	
	 
	

	5.52       Wireless Self-Backhauling
5G Radio Interface Technology (RIT) designed with features and optimizations to provide a backhaul function. 
Flexible partitioning of resources between access and backhaul functions when supported in a common band, including quasi-static provisioning of separate access and backhaul resources, and dynamic allocation of access and backhaul resources, e.g., based on current local conditions. 
Autonomous neighbour discovery and link setup, self configuration of addressing and forwarding plane, and autonomous integration into core/OAM. 
Use of multiple RITs to increase service availability and network resiliency. 
Multihop wireless network topologies. 
Network topologies with redundant connectivity and paths to minimize service disruptions due to network dynamics. 
Dynamic adaptation to topology changes (e.g., due to node additions, node failures, link fluctuations.)
	
	
	
	
	
	

	5.2   Network Slicing
	 
	 
	 
	
	
	5.2 proposed for NO

	5.9  Flexibility and scalability
	
	
	
	
	
	5.9 proposed for NO

	5.35  Context Awareness to support network elasticity
	
	
	
	
	
	5.35 proposed for NO

	5.51  Network enhancements to support scalability and automation
	
	
	
	
	
	5.51 proposed for NO

	5.8  Flexible application traffic routing
Efficient user-plane paths between UEs attached to the same network, even if the UEs change their location during communication.
Efficient user-plane paths between a UE attached to the mobile network and communication peers outside of the mobile network (e.g. Internet hosts).
	
	
	
	Routing
	
	

	5.49  Network capability exposure
	 
	
	 
	
	
	5.49 proposed for NO

	5.4  Migration of Services from earlier generations
	 
	 
	 
	
	
	5.4 proposed for NO

	5.16  Coexistence with legacy systems
	 
	 
	 
	
	
	5.16 proposed for NO

	5.21  IoT Device Initialization
Secure mechanism (e.g. a factory installed certificate) that enables a device (e.g. IoT device) that has not been provided with a 3GPP subscription to establish access to a 3GPP network.
Secure mechanism to remotely provide the device with a particular 3GPP subscription and other, third party provided, device configuration credentials when the device was not previously provided with a 3GPP subscription
	 
	 
	
	
	
	Requirement about security of IoT could be considered generic so for horizontal NO

	5.22   Subscription security credentials update
Secure mechanism to update the subscription security credentials for an IoT device.
Secure way of storing subscription security credentials in the IoT device
	 
	 
	
	
	
	Requirement about security of IoT could be considered generic so for horizontal NO

	5.34   Mobility on demand
Enable operators to define different levels of mobility support for different UEs. 
Mobility support consists of providing none, any one or any combination of the following:
· minimizing packet loss during inter- and/or intra-RAT cell changes, 
· maintaining the same IP address assigned to a UE across different cells,
· minimizing interruption time until a UE can continue to communicate with a potentially different IP address 
	
	
	
	Routing
	
	

	5.47  SMARTER Service Continuity
Shall be able to change the IP anchoring point for a UE with minimal impact on the user experience.
	
	
	
	Routing
	
	

	5.58  Use Case for Green Radio
1000] times energy efficiency compared to legacy system.
	
	
	Energy Efficiency
	Acccess
	
	

	5.56   Broadcasting Support
Support an interface from external Broadcasters’ management systems.
Reserve groups of resources for Broadcast channels
Broadcast of lossless state of the art video streams such as 4k UHD.
Receive a reduced quality version of the broadcast for display on their device screen (typically less than 12”) or a full quality version of the same channel for presentation  to a video presentation monitor (typically much larger than their device , ie:32” to 72”screen size)
Allow the UE to receive broadcasts selected by the user (from the Broadcaster’s management system) in accordance with any appropriate authorisations by the Broadcaster.
	 
	
	
	
	
	

	5.57   Ad-Hoc Broadcasting
Support an interface from an external Ad-Hoc Broadcast management system that manages broadcast requests.
Reserve groups of resources temporarily for scheduled Ad-Hoc Broadcasts. 
Allow the UE to receive broadcasts selected by the user (from the Ad-Hoc Broadcast management system) in accordance with any appropriate authorisations. 
	 
	
	
	
	
	

	5.55 High Accuracy Enhanced Positioning (ePositioning)
Support higher accuracy location capability less than [3 m] at [80%] of occasions. 
Support  different configuration for accuracy according to different service requirements.
Initial position fix time of UE shall be less than [10] seconds, and subsequent position fixes shall take no longer than [10~15ms], if required. 
The two-way delay for positioning shall be no more than [10-15 ms].
Power consumption due to the continuous use of positioning service shall be minimized
Support co-existence with legacy 3GPP positioning service and migration to higher accuracy positioning service.
	
	
	
	
	
	

	5.27 Multi Access network integration
Provide 3GPP services to the UE using various 3GPP and non-3GPP access networks (e.g. WLAN, Fixed broadband access, Bluetooth, etc). To support at least:
· Inter-system mobility between 3GPP and non-3GPP networks with optional session continuity, 
· capability for the UE based on network control to select the access, 
· simultaneous connection to different accesses, capability for the UE to access the 3GPP services provided by the 5G network using non-3GPP access e.g. FMSS…, 
· authentication to access to future network through a non-3GPP access shall use 3GPP credentials. 
Enable the UE to simultaneously connect to the network via different non-3GPP and 3GPP accesses.
Manage the addition or dropping of the various accesses dynamically during the session according to the quality of the individual connections.
Data transmissions that leverage both types of access.
Aggregate the UE data transfer via one access or a combination of accesses which may be operated by different mobile network operators, to provide the best user experience during an ongoing data transmission.
Support the interworking with fixed broadband network defined by BBF. 
The traffic from different subscribers using a non-3GPP access shall be isolated from each other.
	 
	 
	
	Acccess
	
	

	5.28 Multiple RAT connectivity and RAT selection
Provide data transmission by using both the <5G New RATs> and E-UTRA simultaneously.
Select a radio access (either a <5G New RAT> or E-UTRA) to assign each data flow, taking into account
	 
	 
	
	Acccess
	
	

	5.26 Best Connection per Traffic Type
Provide a mechanism such that a specific traffic type (from a specific application or service) to/from a UE can be routed via specific RAN nodes, and traffic in one RAN node can be offloaded towards a defined IP network close to the UE's point of attachment to the access network, while other traffic type to/from that same UE is not offloaded.
	 
	 
	
	Acccess
	
	

	5.23 Access from less trusted networks
UE may use a temporary identifier for initial attach that hides its long-term identity. The home network shall be able to associate this temporary identifier to the long-term identity.
	 
	 
	 
	Acccess
	
	




V) Proposals for TR changes
It is proposed to modify the section 6.3.1 in order to keep trace of groups in the TR in line with agreed groups: 
· It is currently proposed to keep the current split into “service requirement” and “operational requirement”, but this may be see as useless after SA1 discussion on grouping.
· No change is proposed for section 6.3.2, as consolidation of requirements is expected to be done in adhoc SID of each group.
· When Section 6 groups requirements, we propose to remove section 7.
It looks also important to ensure that Stage2/3 considers all groups together, as for example there is interaction between vertical services performances and new architecture possibilities. 
So, the structure of 6.3 is modified as following:
	Initial 6.3 structure
	 New structure to show the different groups

	6.3.1 Collected potential requirements
· 6.3.1.1 Potential service requirements
· 6.3.1.2 Potential operational requirements
	6.3.1 Collected potential requirements 
· 6.3.1.1 Potential service requirements for eMBB
· 6.3.1.2 Potential operational requirements for eMBB
· 6.3.1.3 Potential service requirements for CC
· 6.3.1.4 Potential operational requirements for CC
· 6.3.1.5 Potential service requirements for mMTC
· 6.3.1.6 Potential operational requirements for mMTC
· 6.3.1.7 Potential service requirements for V2X
· 6.3.1.8 Potential operational requirements for V2X
· 6.3.1.7 Potential service requirements for Network Operation
· 6.3.1.8 Potential operational requirements for Network Operation



***** BEGIN 1st CHANGE *****

[bookmark: _Toc417071256]6.3	Considerations on grouping of requirements
[bookmark: _Toc417071257]The requirements are grouped with the goal to provide network evolutions to be considered by Stage2/3:
· Requirements to support Vertical services: 
· eMBB
· Critical Communication (CC)
· mMTC
· V2X
· Requirements for Network Operation: it is expected that network architecture should be foundation of future system so should be considered rapidly by Stage2.
6.3.1	Collected potential requirements
[bookmark: _Toc417071258]6.3.1.1	Potential service requirements on eMBB
The following table collects potential service requirements for each use case related to eMBB.
Table 6.3.1.1
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	



[bookmark: _Toc417071259]6.3.1.2	Potential operational requirements on eMBB
The following table collects potential operational requirements for each use case related to eMBB.
Table 6.3.1.2
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	


6.3.1.3	Potential service requirements on CC
The following table collects potential service requirements for each use case related to Critical Communication.
Table 6.3.1.3
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	


6.3.1.4	Potential operational requirements on CC
The following table collects potential service requirements for each use case related to Critical Communication.
Table 6.3.1.4
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	


6.3.1.5	Potential service requirements on mMTC
The following table collects potential service requirements for each use case related to mMTC.
Table 6.3.1.5
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	



6.3.1.6	Potential operational requirements on mMTC 
The following table collects potential service requirements for each use case related to mMTC.
Table 6.3.1.6
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	



6.3.1.7	Potential service requirements on V2X
The following table collects potential service requirements for each use case related to V2X.
Table 6.3.1.7
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	


6.3.1.8	Potential operational requirements on V2X
The following table collects potential service requirements for each use case related to V2X.
Table 6.3.1.8
	
	
	
	
	
	
	
	
	
	
	

	<use case 1>
	
	
	
	
	
	
	
	
	
	

	<use case 2>
	
	
	
	
	
	
	
	
	
	


6.3.1.9	Potential service requirements for Network Operation
This section collects potential service requirements for each use case related to new architecture.

6.3.1.10	Potential operational requirements for Network Operation
This section collects potential service requirements for each use case related to new architecture.
[bookmark: _Toc417071260]6.3.2	Consolidated potential requirements
[bookmark: _Toc417071261]6.3.2.1	Consolidated potential service requirements
The following table collects consolidated potential service requirements for each use case group.
Table 6.3.2.1
	
	
	
	
	
	
	
	
	
	
	

	<use case group 1>
	
	
	
	
	
	
	
	
	
	

	<use case group 2>
	
	
	
	
	
	
	
	
	
	



[bookmark: _Toc417071262]6.3.2.2	Consolidated potential operational requirements
The following table collects consolidated potential operational requirements for each use case group.



Table 6.3.2.2
	
	
	
	
	
	
	
	
	
	
	

	<use case group 1>
	
	
	
	
	
	
	
	
	
	

	<use case group 2>
	
	
	
	
	
	
	
	
	
	




[bookmark: _Toc408371059][bookmark: _Toc417071263]7	Potential groups of Use Cases
Text to be provided.

***** END OF CHANGE *****



