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x.1 
MCVideo Camera Discovery Use Case  
x.1.1
Description

This use case describes a scenario where a police officer discovers the location of video cameras, to which he does not normally have access, and is able to change video parameters and take limited control of the cameras, in order to redirect video to his monitoring device. 
x.1.2 
Pre-Conditions 
Officer A uses a public safety UE with video reception and display capabilities, as well as MCData transmission and reception capabilities. 
Officer B uses a public safety UE with video capture and transmission capabilities, as well as MCData transmission and reception capabilities.   
Both officers A and B, are capable to access and use MCVideo and MCData services and to establish multimedia communication with each other.  Support of location services by the two officer’s UEs may also be necessary.

An initial common way of establishing communication, as well as performing service and technological capabilities negotiation, if necessary, between unrelated networks and devices, has to be available. 
There is prior agreement between the warehouse and the police organization for LTE access to the security system during emergencies.
x.1.3
Service Flows
A large warehouse exists within the area patroled by Officer A and Officer B. Security cameras are installed within the warehouse, but they transmit their data to a private security center,  unrelated to the Public Safety agency of Officers A and B. Therefore, the two officers do not normally have access to the video produced by these security cameras nor do they know exactly how many such cameras are installed and where.
An alarm goes off at the warehouse and the officers enter the warehouse to investigate a potential burglary in progress. 

The two officers separate as they mae their way through the warehouse.

Officer A wants to uses his UE to discover the location of the warehouse’s security cameras. Those cameras can be fixed or can be attached to a mobile teethered or unteethered patrol robot. Officer A uses a “privileged guest” persona to acces the private security system installed in the warehouse. The access could be direct device-to-device or indirect through the private network or through both public and private networks. A privileged guest profile stored on the private network allows Officer A to temporarily take (and release)  partial control of the cameras in his immediate vicinty. Location services can be employed to determine immediate vicinity.  

Meanwhile, Officer B gets into a violent confrontation with the burglars and as a result loses possession of his video capture and transmission capable UE.
Officer A is able to discover Officer B’s UE and to redirect the video stream to Officer A’s UE. The communication could be direct device-to-device or indirect through the public safety network. Location services can be employed to determine the exact location of Officer B’s UE. A special profile controls Officer A’s access and privileges, in case the human dispatcher in the public network is bypassed.

The incident ends with several private security guards and some police backup arriving at the scene. By then, the burglars escaped,  while Officer A was providing assitance to Officer B.
x.1.4
Post-conditions

Successive videos are received by Officer A  from various security cameras in his vicinity and from Officer’s B UE. 
Specialized video analytics software running on officer A’s UE were used to  compare “earlier” and “later” images from the same fixed security camera to determine if any objects have been added/removed to/from the scene or changed position, as a sign of burglars’ presence in that particular area.

x.1.5
Potential Impacts or Interactions with Existing Services/Features

Location Services 
High-resolution and low-latency Location services may need to be available to be able to assert when two UEs are in each other’s vicinity .  
--There are no MCPTT service requirements in support of this use case. 
x.1.6
      [Potential] Requirements
An MCVideo UE shall be capable to discover, negotiate service and capabilities, if necessary, and to start receiving and displaying video transmitted from another MCVideo UE. 

An MCVideo service (client and/or server) shall provide a mechanism for recording video content for video processing purposes..

The MCVideo Service shall provide mechanisms for an MCVideo Administrator to create, amend, delete, and suspend MCVideo User Profiles..

The MCVideo service shall ensure that each MCVideo User has at least one associated MCVideo User Profile that contains the MCVideo’s authorizations for video control, for example permissions to turn on/off cameras and displays, to enable video  and audio transmission to authorized targets, to use normal controls for recording and/or playing the video, to raise and lower the resolution and the width of the visual field of the recording and of the transmission, to change the position of the visual field of the camera and to activate / deactivate motion sensors that can trigger the automatic activation of cameras.

The MCVideo service shall provide end-to-end confidentiality and integrity protection to the MCVideo User Profile when transferred to and/or from an MCVideo UE.
