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[bookmark: _GoBack]x.1	Meta-Data Network Context Enablement
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101]x.1.1	Description
In recent years many applications have been designed to operate in both the mobile and the network to generate and collect meta-data to be used to drive various other applications and algorithms designed to optimise either the network itself or the QoE that the mobile device experiences when enhanced with these optimisation algorithms/applications.
These optimisation capabilities are sourced with meta-data that drives them, usually in a Hybrid SON manner, by transmitting extra meta-data in addition to normal 3GPP data, either from the mobile, applications at the mobile and/or from statistics collected at the mobile.
Similarly OMC and SON systems at the network side also trawl 3GPP data to provide meta-data that when sent to a recipient application at the mobile can enhance the performance that the mobile experiences over and above that of a base 3GPP operation.
However, this kind of source optimisation driving meta-data is usually customised to the optimisation SON software deployed, despite being often common across different vendor algorithm implementations.
Also, with the advent of social networking sites and the growth of application providers who provide applications bespoke to the operating systems that are present on most smartphones today, then often these applications also make use of bespoke meta-data exchanged between the UE and the Network application.
As applications gradually become more edge-centric to reduce latency experienced by the user there is a need to make these meta-data exchanges more structured and efficient over the air.
This use case proposes that the mobile is enhanced with a User Profile that allows for extensible meta-data exchanges between the UE and the Network 3GPP functional elements and Applications in the network in a secure manner to improve user application efficiency, user QoE improvement and enable SON algorithms in the network more efficiently in order to better serve subscribers.  IoT context information may also be exchanged from MTC devices to network applications/ network functions in the same manner to enable better IoT system performance over the 3GPP system.
In this way the network is made ‘context aware’ and becomes more responsive to individual subscribers as the network builds up intelligence on them pertinent to the localised area and usage patterns.
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UE is registered to the network. 
3GPP devices are enabled with meta-data storage capabilities.
A Meta-Data Protocol (MDP) or set of Non-Access Stratum (NAS) Meta Data protocol extensions is defined to selectively and securely transfer meta-data over the air.
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1. 1.UE signs up for QoE benefit X and registers with the optimisation or application it is communicating with in a secure manner, identifying the Subscriber, Their User Profile (Upr) and the secure relationship (probably via a certificate) they have with that entity and their Device ID.
2. The 3GPP NE (Network Element) and/or Application that is to provide the optimisation or application enhancement collects meta-data(U1…Un)
3. The network side 3GPP functional NE and/or Application that is to provide the optimisation or application enhancement may also collect meta-data(N1…UN)
4. The MDP protocol is used to exchange selected Meta-Data, Information Object Class (IoC) based information to empower the optimisation function or enhancement.
5. The optimisation function consumes the Meta-Data on an ongoing basis
6. The User receives enhanced service, QoE or communications efficiency.
[bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104]x.1.4	Post-conditions
The UE receives a better experience and may decide at any time to exit the function for that relationship using the MDP.
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x.1.6	Potential Requirements
An extensible User Profile comprising key Information Object Classes shall be defined for operation over a mobile network to enable the network and user applications and systems operated over the network with contextual meta-data information in order to improve subscriber QoE, network efficiency and user application/system efficiency.
The system shall support meta-data exchange between the UE/User Profile and the network, the network and the UE and other relationships between the UE/User Profile and end applications and systems operated over the mobile network.  E.g.: by the addition of MDP procedures to NAS or by the addition of a new MDP protocol itself.
User Profiles shall be managed with some form of security certification system that may be anchored to the existing Mobile Security procedures.

