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Abstract: This document presents an FS_SMARTER use case for a device that sends a variable amount of data at any time.  
Note: this is a re-submission of S1-151066, which was not opened in SA1#70. It has been modified to merge with S1-152148.
Discussion:

The material is based on 4G Americas’ Recommendations on 5G Requirements and Solutions, October 2014.

From 4G America 3.3.5 (other than blue text)

Smartphone applications and many M2M devices frequently exchange short bursts of data with their network-side application. When there are no other communication needs, the devices have only a small amount of data to send but nevertheless have to go through a full signaling procedure to transmit the data. This wastes battery life, spectrum and network capacity.

To handle this type of transaction more efficiently, the network needs to support a truly connectionless mode of operation, where devices can simply wake up and send a short burst of data. Resources needed for high data rate communication are only set up when the need arises. For example, upon reception of the short burst, device and application-related state information can be retrieved from a controller function and resources to handle the packet stream allocated accordingly. 

Some attempts have been made to address this in 4G. SMarTer will offer an opportunity to include the requirement upfront in the design.
 A system that, in addition to connected mode, is able to operate in connectionless mode, where there is no need to establish and teardown connections when small amounts of data need to be sent, will be able to deliver this data without incurring in disproportional large amount of signaling 

4G America goes further (in 5.9) to propose a framework for operation, its principles brought here as an example only. Their solution assumes that a security context is retained for the device that is sufficient to validate packets coming from the device as legitimate.
Proposed Text:
5.a
Devices with variable data 
5.a.1
Description
A device is installed and activated at a street corner that includes a camera, some on board processing capability, as well as the ability to send information to the authorities. The device periodically sends a small amount of information to the authorities indicating conditions are normal. When the device detects an incident out of the ordinary, it sends a good quality video to the authorities. In a similar manner, smartphones have multiple applications which frequently exchange small amounts of data with the server side of the application. Larger amounts of data are needed only e.g. when a user is interested in it. 
For both cases, the event of a large amount of data is expected to happen only occasionally but nevertheless the network needs to support it. The network needs to be efficient for both frequent and infrequent short data bursts as well as large amounts of data (e.g. video) since having two separate modems on the device for two technologies increases device complexity.

As sensor and monitoring devices are deployed more extensively, there will be a need to support devices that send data packages ranging in size from a small status update in a few bits to streaming video.  The network will need the flexibility to provide efficient service to the device, regardless of when it sends data and regardless of how much data is sent in a given transmission.  
Specifically, to support short data bursts, the network will need the ability to operate in a connectionless mode where there is no need to establish and teardown connections when small amounts of data need to be sent. The system will therefore accept data transmission without a lengthy and signalling intensive bearer establishment and authentication procedure. The system will, as a result, avoid both a negative impact to battery life for the device and using more signalling resources than actual data transport resources.
The same device will need to establish a connection when it needs to transmit a large amount of data (e.g., video).
5.a.2
Potential service requirements 
The 3GPP System shall flexibly handle variable traffic flows to or from a UE in an efficient manner.

The 3GPP System shall be efficient for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.
The 3GPP system shall support efficient signaling mechanisms (e.g., signaling is less than payload).
The 3GPP system shall reduce signaling overhead for security needed for short data burst transmission, without reducing the security protection provided by 4G 3GPP Systems.
