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---------- Use Case template ----------
x.1
Subscriber’s identity storage
x.1.1
Description
Describe what the use case intends to achieve. Reference industry white paper if applicable. 

In current 3GPP systems, the subscriber’s identity together with the credentials allowing the access to a given operator network are stored in a dedicated physical secured and tamper resistant entity (i.e. UICC) controlled and managed by network operator. 

5G Network intends to provide lower latency, ultra-high reliability, much higher connectivity density while ensuring security, subscriber authentication and subscriber privacy.  

x.1.2
Potential Service Requirements

Provide draft requirements to realise the use case. Reference industry white paper if applicable.

The <5G System> shall provide levels of security at least equivalent to those in current 3GPP systems.
The subscriber’s identity together with the credentials allowing the access to a given operator network shall be owned and remain under the control of the mobile operator at all times.

The subscriber’s identity together with the credentials allowing the access to a given operator network shall be stored in a physical secured and tamper resistant entity.
x.1.3
Potential Operational Requirements

Provide draft requirements to realise the use case.  Reference industry white paper if applicable. 

x.1.4
Considerations


