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Abstract: This paper discuss security aspect regarding V2X service provided by LTE.
1. Introduction
[bookmark: _GoBack]At previous meeting in Los Cabos, initial discussion was done for V2X security and text regarding anonymity, confidentiality and non-repudiation was added into the TR.
The objective of V2X study is to identify use cases and associated potential requirements for LTE support of V2X services taking into account V2X services and parameters defined in other SDOs. Actually, the application level standards have been developed by other SDOs and their work includes also security aspects. [1], [2]. Thus, the first question would be how much security protection needs to be provided by UE supporting V2X in addition to the security protection provided by V2X application.
Following can be considered:
· The number of UE supporting V2X is huge. Distribution and synchronization of security keys among vehicles is challenging.
· Vehicles may belong to different operators. Security key coordination among operators is needed. 
· it would be almost impossible to predict where vehicles will encounter which vehicles,
Thus, there is no need to provide another security protection by LTE V2X as long as V2X application layer can provide sufficient security protection.
2. Proposal
It is proposed to include attached text proposal into TR.
3. Reference
[1] PRESERVE project, https://www.preserve-project.eu/about
[2] IEEE P1609.2 - Standard for Wireless Access in Vehicular Environments - Security Services for
 Applications and Management Messages


* * * * Start of Addition * * * *

[bookmark: _Toc411268734][bookmark: _Toc417451370]6.3	Consideration on security
[bookmark: _Toc417451371]6.3.X Security Protection by V2X service
The V2X application developed outside of 3GPP is expected to provide security framework to provide security protection of V2X application messages. As long as the security protection provide V2X application layer is sufficient, adding additional security protection into 3GPP system should be minimized. 
6.3.X Relation to other non-V2X activity
The use of V2X service shall not impact security protection for other non-V2X services or signalling. 
* * * * End of Addition * * * *

