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1. Overall Description:

SA1 would like to thank SA2 for their liaison concerning a proposed method of restricting access to IOPS cells, under the Stage 2 study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS_St2).

SA1 has discussed the proposal and understands that the "Cell reserved for operator use" feature has been identified as a way to accomplish IOPS, which relies on the Public Safety UEs to be assigned to access classes 11 or 15. SA1 makes the following observations:

1. Access class 11 and 15 is reserved for “PLMN Staff” (TS 22.011).  

2. Access class 15 may be used in some national commercial networks for critical recovery operations.
Based on the above observations, SA1 believes that any use of access class 11 and 15 for IOPS is subject to the condition that the Public Safety applications and commercial applications are supported on separate RAN spectrums.
SA1 has also discussed the use of the Access Class Barring feature as an alternative mechanism to support IOPS mode of operation, whereby  the eNB (when in IOPS mode) sends broadcast messages to bar all accesses, except from UEs associated with particular access classes (not restricted to access class 11 and 15).  This mechanism might alternately be used to achieve the goals of IOPS, allowing authorized UEs (based on specific access class[es]) to access the IOPS network, while barring access from other UEs in the same area.  

2. Actions:

To SA2.

ACTION: 
SA1 kindly requests SA2 to consider including in the IOPS specification clarification statements that:

1. The proposed IOPS solution assumes that Public Safety applications and commercial applications are supported on separate RAN spectrums.
2. Use of Access class 11 or 15 for IOPS is subject to regional/national regulatory requirements and operator policy.
3. Whereas the IOPS solution, as currently identified, illustrates one potential mechanism for supporting IOPS mode of operation, other mechanisms (e.g., use of the Access Class Barring feature) may also be considered.
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