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Abstract: This document presents an FS_SMARTER use case for managing stationary or very low mobility devices.  
Proposed Text:

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.
Unsolicited information: data spontaneously sent to the network over a secure link and under the control of an authenticated UE; the transmission is addressed to a specific application (e.g., IP layer addressing) rather than to a specific access node.
*** second change ***
5.a
Use case for low mobility devices
5.a.1
Use case description

Many sensor type devices will be stationary, or have very low mobility.  For example, devices may be embedded in a building, bridge, or other structure to monitor for motion, air quality, moisture, etc.  These sensors may be manually or automatically activated when they are deployed in the area to be monitored. Upon activation, is authenticated and registered with the network and registers with the sensor monitoring service/application. 
Each sensor sends its information unsolicited and infrequently. The application can request information from a sensor as needed.
A method by which large numbers of stationary (or low mobility) sensors may be deployed and managed while minimizing overhead is vital. 
5.a.2
Potential service requirements 

The 3GPP System shall support a mechanism to accept unsolicited information from large numbers of devices without the need for mobility management signalling (e.g., handover, location updates). 
The 3GPP System shall support a resource efficient mechanism to provide information to a low mobility device.
5.a.3
Potential operational requirements 
  The 3GPP System shall provide resource efficient support low mobility devices which do not require mobility management.

The 3GPP System shall support a mechanism which provides efficient authentication for low mobility devices. 

The 3GPP System shall support a mechanism which provides appropriate confidentiality and integrity protection for communications between low mobility devices and the network. 

