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x.1.1	Description
The system shall be able to support widely deployed IoT emergency reporting devices for the support of emergency/ disaster alarm generation reporting.
In this case, a static mobile monitoring Emergency Concentrator is deployed in a region and used to collect multiple other local device alarms and potentially image information.  The Emergency concentrator collects this information and according to a script and processes the information and on an event basis or periodically provides reports on the area monitored or produces consolidated alarms to various organisations and emergency services who may need to respond the alarm(s).
The difference for the evolved 3GPP system as compared to what is defined today is that the system needs to support 2 tier communications path from the concentrator to the network as follows:
Period 1) regular reporting and low level alarms over a fairly low speed link
Period 2) gain access to a channel and send the Critical consolidated Alarm(s) to multiple emergency agencies within a few ms, occupying little data volume.
x.1.2	Pre-conditions
The Emergency concentrator (static mobile) is connected to the 3GPP system.
x.1.3	Service Flows
1. Thousands of emergency sensor devices are remote monitoring in a given rural area and reporting to a locally deployed 3GPP communications capable ‘Emergency Concentrator’ connected over a local low power, low cost, bitwise communications interface.
2. The Emergency Concentrator has potentially a much more robust electrical power capability than the emergency sensors and is connected to the 3GPP system for 1) monitoring and reporting and has a 2) soft connection for emergency alarming.
3. During a non-Emergency status, the Emergency Concentrator collects the data either periodically or on an event basis and consolidates the data locally and generates reports towards a network based head-end system. The 3GPP communications system provides a medium volume, low speed interface towards the network for low level alarms and detailed reports for head-end analysis.
4. On detecting an Emergency status, the Emergency Concentrator generates an alarm(s) based on the changing stats and activates its soft connection for emergency alarming and sends the low volume alarm over to the head end system for distribution to alarm response organisations and systems.
x.1.4	Post-conditions
The Emergency Concentrator deactivates its soft connection to the network and continues to just monitor and report.
x.1.5	Potential Impacts or Interactions with Existing Services/Features
x.1.6	Potential Requirements
The 3GPP system shall support always-on connections that can be activated and deactivated in a few milliseconds and provide End-To-End transport in a few milliseconds of short emergency alarm messages.

