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This paper proposes use cases for SMARTER leveraging a Multifaceted Network Edge. These use cases include wireless self-backhauling, vehicular networking, and support for heterogenious IoT. 
5
Use Cases for a Multifaceted Network Edge
As described in the NGMN 5G White Paper, future networks will “operate in a highly heterogeneous environment characterized by the existence of multiple types of access technologies, multilayer networks, multiple types of devices, multiple types of user interactions, etc.”

The trend is already apparent in current networks and standards work, which include multiple RATs, the use of licenced and unlicensed spectrum, network access as well as direct communications, and various enhancements targeted at specific device types and use cases.

There is also a clearly stated desire to enable a broad range of use cases and business models. A likely implication is a need for a Multifaceted Network Edge (MNE) that must be able to flexibly incorporate and accommodate differing Radio Air Interface Technologies (RAITs) and device types—as needed to enable the various use cases and business models. The term RAIT is used here, as opposed to RAT, because a given RAIT could be used to provide either a traditional “access” function, or a “backhaul” function. In general, a RAIT could also be used to provide a direct device-to-device (D2D) communication function between to devices that are effectively peers.

Ideally, realization of the MNE should include a coherent and harmonized architecture that uses common protocols and mechanisms whenever possible, to maximize vendor interoperability and minimize cost. To that end, the following sections highlight some use cases that are expected to have design implications on the MNE.

The basic Internet access use case is not included given that it is well understood.  Enhancements to existing systems or standards over time may be significantly constrained by legacy aspects. In the context of future networks, it is beneficial to consider a wide range of use cases early in the design process to identify commonalities and differences. While the variety of use cases is diverse, in all cases the intent is to define an operator managed system that enables trusted operation with a consistent, predictable, level of service. 

5.1
Wireless Self-Backhauling
5.1.1
Description

As we look forward toward high densification of access points, challenges related to deployment, management, and cost must be considered. The use of wireless backhaul for such access points may help to address some of the challenges. Wireless backhaul may be particularly useful for higher frequency RAITs, where range may be limited and beam forming can help to minimize interference. 

As an example of wireless self-backhauling, we consider an early deployment of a millimetre wave access points that seeks to provide coverage over a given geographically area larger than that of a single access point (e.g., an urban center). In this case, the goal of wireless self-backhauling is to enable lower cost deployments by reducing the reliance on the availability of wireline backhaul. The millimetre wave access points can be interconnected wirelessly such that only a subset of the access points requires a wireline backhaul. Depending on communication ranges and fraction of access points with wireline backhaul, multihop wireless connectivity may be needed. Network planning and installation efforts can be reduced by leveraging plug & play type features—self-configuration, self-organizing, and self-optimization. Wireless self-backhauling can enable incremental growth planning by adapting deployment of managed backhaul capacity to the increase of traffic demand as the number of users within accessing the service grows over time (i.e., wireline backhauls can be added to a greater fraction of the access points over time).
5.1.2
Potential Service Requirements

Potential requirements for wireless self-backhauling include:

· RAIT with features and optimizations targeted at specifically providing a backhaul function

· RAIT with features to enable flexible partitioning of resources between access and backhaul functions when supported in a common band

· Plug & Play type features

· Autonomous neighbour discovery and link setup 

· Self configuration of addressing and forwarding plane

· Autonomous integration into core/OAM

· Ability to exploit availability of multiple RAITs

· Support for multihop wireless network topologies
· Support for network topologies with redundant connectivity and paths to minimize service disruptions due to network dynamics

· Dynamic adaptation to topology changes (e.g, due to node additions, node failures, link fluctuations)
5.1.3
Potential Operational Requirements
5.2
Vehicular Networking
5.2.1
Description

Vehicular networking includes a wide range of different applications, use cases, and scenarios—including local vehicular area network communications between devices associated within a vehicle (e.g., dashboard unit, sensors, passenger phones, entertainment systems, etc.) as well as communications between a vehicle and other entities not directly associated with the vehicle (e.g., other vehicles, infrastructure, etc.). In the later case, communications are often categorized as vehicle-to-vehicle (V2V), vehicle-to-infrastructure (V2I), and vehicle-to-pedestrian (V2P), or in aggregate as V2X. Additionally, V2X communications and applications are often classified as safety (e.g., collision/accident avoidance) versus non-safety (e.g., infotainment, traffic control, etc.), where the former typically have stringent “mission critical” service requirements.

Expected traffic patterns for some use cases are similar to basic Internet access, while others are more similar to D2D. Based on mechanisms being defined as part of the Dedicated Short-Range Communications (DSRC) system, it is likely that safety applications will require a relatively verbose, low periodicity, variant of direct discovery. Security aspects for safety applications are also of critical importance. Some applications such as traffic notification can benefit from multi-hop propagation of information. As part of larger communications systems, vehicles could also serve as platforms for supporting other services (e.g., communication relays, content storage/distribution, etc.).
5.2.2
Potential Service Requirements
Some potential requirements for vehicular networking include:

· RAIT with features and optimizations targeted at specifically providing V2V and V2P safety applications

· Autonomous discovery

· Ability to integrate multiple RAITs

· Support for both device-to-infrastructure and device-to-device communications patterns

· Support for multihop wireless network topologies
· Dynamic adaptation to topology changes (e.g, due to node additions, node failures, link fluctuations)
5.2.3
Potential Operational Requirements 
5.3
Internet of Things
5.3.1
Description

The Internet of Things (IoT) generally refers to the anticipated interconnection of extremely large number and wide variety of computing enabled devices (e.g., appliances, sensors, etc.). Corresponding the diversity of device types, there are also a many different use cases (wearables, healthcare, connected home, connected vehicle, smart grid, environmental sensors, etc.). While some device types, such as wearables, are constrained in one or more dimensions (e.g., size, power, memory, cost), other device types are not.

Presently, much of the IoT use case space is dominated by the use of devices operating in unmanaged, unlicensed spectrum. However, there is an opportunity for an operator-managed system using both licensed and unlicensed spectrum to better enable support for a wide range of IoT devices and use cases. Since many unlicensed technologies for IoT make use of direct D2D communications, relays, as well as multihop and mesh network topologies, it is expected that similar mechanisms are required for an operator managed system supporting IoT.

Depending on the specific use case, traffic patterns can be either edge-to-cloud, intra-edge (i.e., local), or a combination of both edge-to-cloud and intra-edge. For many of the envisioned use cases traffic is expected to be lightweight and intermittent (e.g., measurement reporting, or control signalling) in some use cases traffic may also be delay tolerant. However, there are also use cases (e.g., audio or video sensing) with higher data rate traffic demands and other quality of service requirements.
5.3.2
Potential Service Requirements
Some potential requirements for IoT include:

· RAIT with features and optimizations targeted at providing service to large number of IoT devices and supporting lightweight, intermittent, delay tolerant traffic

· Autonomous discovery

· Support for both device-to-infrastructure and device-to-device communications patterns

· Support for multihop and mesh wireless network topologies
· Dynamic adaptation to topology changes (e.g, due to node additions, node failures, link fluctuations)
5.3.3
Potential Operational Requirements 
Conclusions and Recommendations
Based on the subset of use cases outlined above, clearly there are several high level aspects that are commonly required across many of the use cases. While difference may exist in the specific detailed requirements of individual use cases, there is benefit in designing a harmonized architecture with common mechanisms and protocols whenever possible.

Some example aspects that may lend themselves to common mechanisms and protocols include:

· Discovery (identity, function, service, etc.): Should support both lightweight and verbose information exchange as well as both autonomous (push) and on-demand (pull) semantics in a unified framework.

· Trust establishment between nodes (e.g., mutual authentication, trusted identification of functions and services): Should support both non-peer as well as peer-to-peer relationships.

· Security Association establishment (e.g., key establishment, etc.): Should support extensible framework that accommodates variety of security levels and algorithms.

· Relaying/Routing/Forwarding: Should enable both edge-to-cloud and local intra-edge communication traffic patterns, as well as multi-hop paths in both scenarios.

· Accounting: Should accommodate flexible notion of services rendered and consumed (e.g., relaying service, hosting service, etc.). Should enable variety of wide billing, compensation, and business models.

While some of the above aspects may not have been explicitly listed in the use cases, the aspects are needed and are preferably enabled by common mechanisms. 

