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Abstract: This paper discusses the requirements of V2V safety applicaitons.
1. Introduction
This contribution discusses the transmit requirements of heart-beat message that supports V2V safety applications.
2. Discussion
2.1 Heart-Beat message could support multiple V2V safety use cases
In SAE/ETSI standard, a common message which contents convey some aspects of the vehicle’s current state is designed to support multiple safety applications. For example in SAE J2735, the periodical Basic safety Message (BSM) could support many applications e.g. Forward Collision Warning/ Control Loss Warning/ Emergency Vehicle Warning, etc. In the receiver side, the message dispatcher is used to disseminating data elements from the received message to all on-board V2X applications, see the following figure from [1] section 8.1.3.
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For V2V safety applications, we think the most important message is this kind of heart-beat message, which is called Basic Safety Message (BSM) in US standards and Co-operative Awareness message (CAM) in EU standard. Since this message is the most frequently transmitted and occupies the major air resources, it should be used as typical traffic model in technical solution evaluation.
In the following, we will discuss the requirement of this heart-beat message.
2.2 Size and frequency of heart-beat message 
According to SAE J2735, BSM contain two parts:
· Part1 contains some elementary status of vehicle, such as position, speed, heading and so on. The size of Part1 is about 39Byte, which must be sent every transmission. In [2] USDOT indicates that as default behaviour, Part1 should be send 10 times per second.
· Part2 contains “path history/ path prediction/ Event Flags/” etc. which is optional to send. However in [2] USDOT indicates that as default behaviour, Part2 should also be send each times with Part1. From vehicle OEM point of view, the most content of Part2 is path history, which is composed by a series of point information (8 bytes per point).Usually 3~4 points are enough (travel on a straight line) and maximum points are 23 points (driving on some consecutive curves). So we could consider the average size of Part 2 as 30-40 bytes but can range up to 180 byte.
Also another important aspect of V2V system requirement is to certify the authorized user and protect the user’s data integrity. In current stage, we suggest to assume the security is given by upper layers as R12 D2D. The security solution of US and Europe is PKI scheme, so we suggest taking the corresponding security overhead into account when computing the message size for LTE V2X transport layer. 
According to IEEE 1609.2, the BSM is signed message, so we can calculate the security overhead (we assume the certificate to be send every time rather than the digest solution).
The above analysis leads to the following result:
	Content
	Typical Size(Byte)

	Application layer message
	BSM part1
	39

	
	BSM part2
	40

	Security overhead
	protocol version
	1

	
	type
	1

	
	signer (certificate)
	125

	
	unsigned data
	14

	
	signature
	56

	Sum　
	276


In summary, we propose:
Proposal 1: V2X-enabled Vehicular UE for road safety shall support to transmit and receive the heart-beat message, which the typical periodicity is 10 times per second, and the typical size is 300 Byte (including security overhead). 
2.3 Transmission distance and reliability of heart-beat message supporting Forwarding Collision Warning 
Let’s consider Forward Collision Warning (FCW) application which is supported by hear-beat message. Here one possible situation is RV stopped and HV is moving. In this case, V2V is a kind of sensor used for detecting RV and warning the drive OUTSIDE of a specific distance (called warning distance). In other words, it’s useless to warn driver below that distance, because driver don’t have enough time to brake his car to prevent forward collision. Also the “Safe Braking Distance” in the following figure [4] has similar meaning. 
[image: image2.emf]
In [3] Annex A.4.2, the warning distance is given as following:
[image: image3.emf]
Considering some distance for positioning precision / vehicle size/ design margin, and for sake of passenger experience (no deep brake), we propose define 300 meters as the warning distance  required by FCW, which means that the minimum communication range for  heart-beat message is 300 meters.
Considering the heart-beat message is transmitted periodically, we propose:
Proposal 2: For FCW use case, the probability of receive at least one heart-beat message among several messages beyond 300 meters distance should equal or larger than 99% [4].
Note that in current TR, the V2V Emergency Stop use case also corresponding to FCW, so we think they have same requirements.
Proposal 3: For V2V Emergency Stop Use Case ,the probability of receive at least one heart-beat message among several messages beyond 300 meters distance should equal or larger than 99% [4].
3. Proposal
In this document, we propose to capture above mentioned V2V heart-beat message transmission requirements in section 7.2 of TR 22.885 and included them in response LS to RAN.
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Start of Change1
5.1.5

Potential Requirements

The following potential requirements are derived from this use case:

[PR.5.1.5-001]
A V2X-enabled Vehicular UE shall be authorized for vehicular services.
Editor's Note: The terminology used to distinguish a UE that is part of a vehicle needs further consideration. Also the need for the "V2X-enabled" part of the terminology should be checked

[PR.5.1.5-002]
A V2X-enabled Vehicular UE shall be able to transmit a broadcast message periodically as requested by the V2X service layer

[PR.5.1.5-003]
A V2X-enabled Vehicular UE shall be able to receive a periodic broadcast message.

[PR.5.1.5-004]
The V2V Service shall be able to support high mobility performance, e.g. support a relative speed of [TBD] km/h. 

[PR.5.1.5-005]
The probability of receive at least one heart-beat message among several messages beyond 300 meters distance should equal or larger than 99%.  
[PR.5.1.5-006]
The V2V Service shall be able to support a message size of [300]Bytes.

Note: the content (which is out of scope of 3GPP) allows the application layer to make collision avoidance calculations based on, e.g. its current position, speed, acceleration and optional estimated trajectory
[PR.5.1.5-007]
The V2V Service shall be able to support relative low delay [TBD] and high reliability [TBD]. 

[PR.5.1.5-008]
The V2V Service shall support user/vehicle anonymity and integrity protection of the transmission.

[PR.5.1.5-009]
A V2X-enabled Vehicular UE shall be able to support transmission and reception of the V2X message from other V2X-enabled Vehicular UEs in different PLMNs and of different countries.
End of Change1
Start of Change2
5.3.5
Potential Requirements 

[PR.5.3.5-001] The E-UTRAN shall be capable of transferring V2V service messages  between two UEs supporting V2V applications with variable message payloads of [50-300] Bytes.
[PR.5.3.5-002] The E-UTRAN shall be capable of transferring V2V service messages  between two highly mobile UEs supporting V2V applications with maximum frequency of [10] messages per second.
[PR.5.3.5-003] The E-UTRAN shall be capable of transferring V2V service messages between two highly mobile UEs supporting V2V applications with an end-to-end delay no larger than [100] ms and with low delivery loss rate.
[PR.5.3.5-004] The probability of receive at least one heart-beat message among several messages beyond 300 meters distance should equal or larger than 99%. 
Editor’s Note: need to define whether the range is between the end-points or whether there is any infrastructure in between.

End of Change2
Start of Change3
7
Potential Requirements
Text to be provided.
7.1
General
Text to be provided.
7.2
Consolidated Requirements

V2X-enabled Vehicular UE for road safety shall support to transmit and receive the heart-beat message, for which the typical periodicity is 10 times per second, and the typical size is 300 Byte (including security overhead). 
End of Change3
