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This contribution makes comments on a number of requirements in TS 22.179 (MCPTT) and seeks clarifications.
[R-5.14-001] The MCPTT Service shall provide a mechanism to accommodate ongoing encoder/decoder (codec) improvements within LTE.
[R-7.11.3-001] The MCPTT Service when operating off the network shall provide a mechanism to accommodate ongoing encoder/decoder (codec) improvements within LTE.

Comment:

The above two requirements are the same except that the one in section 7.11.3 specifically addresses the off-network case whereas the one in section 5.14 is the on network and off network case.

The requirement in section 7.11.3 asks for the codecs to be updated while the UE is off the network, we believe that is not realistic. It is suggested, therefore, that this requirement is deleted and the requirement in section 5.14 be reworded to say:

“The MCPTT Service shall provide a mechanism to accommodate ongoing encoder/decoder (codec) improvements within LTE while on the network for use while on and off the network.”
-----------------------------------------------------------------------------------------------

[R-7.10-002] MCPTT UEs operating off the network shall be capable of authenticating the sender of messages carrying Location and identity information.
Comment:
 Is the sender in this requirement the DEVICE or the USER? That is, does this mean:-

· a DEVICE has to have an authenticating mechanism to authenticate the USER (e.g. finger print scanner, voice recognition…)?
· that a UE receiving off network communication from another UE should authenticate, across the radio connection, the DEVICE/USER sending the communication?
If the latter:

All Off Network communications are expected to be encrypted with group codes to prevent unauthorised eavesdropping and interference. Is R-7.10-002 a specific additional requirement to actively authenticate a particular “user”?
If this is an additional requirement, is it to be applied only when a “user” sends location or identity information?
Note: mutual authentication of devices may be a useful facility for especially sensitive communications and perhaps for pre-emption authority.

-----------------------------------------------------------------------------------------------
[R-7.14-003] Subject to operator policy and/or network authorization, a means shall be provided for an authorized MCPTT User using a Public Safety ProSe-enabled UE to be able to manually switch between the on-network operation and a ProSe direct communication path for use of Off-Network MCPTT Service while in network coverage or out of network coverage.
Comment:
This needs clarification. It is suggesting that the User can switch between on-network and off-network while in coverage or out of coverage. Whilst out of coverage the user will not be able to switch to “on-network operation”. The word “use” occurs in the section header and may be a better option. Also the ProSe-enabled, ProSe direct references do not add clarity.
Suggestion:

Subject to operator policy and/or network authorization, a means shall be provided for an authorized MCPTT User to manually switch between on-network use and off-network use.

-----------------------------------------------------------------------------------------------
[R-7.5-002] The intended Receiving MCPTT Group Members may be a subset of all of the MCPTT Users of a Mission Critical Organization within communication range, or they may be all of the MCPTT Users of a Mission Critical Organization within communication range.
Comment:
We do not understand this. There doesn’t seem to be a requirement here, could this be clarified.

-----------------------------------------------------------------------------------------------

[R-7.2-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to pre-provision MCPTT UEs that may not be served by the network with the following in order to operate using off-network MCPTT:

a) An MCPTT User Profile associated with each of the intended MCPTT Users of the MCPTT UE that might be used for off-network operation:

1) alphanumeric identifier (i.e., Alias ID) for the authorized off-network MCPTT Groups;

2) a number of off-network MCPTT Groups for use by an MCPTT User;

3) a User ID associated with each of the intended MCPTT Users;

4) an alphanumeric identifier (with a minimum length of N3) (i.e., alias) for each User ID.
b) authentication and end to end security keys.

NOTE:
MCPTT UEs can be provisioned for off-network use by either configuration outside of network coverage or by attaching to the network.
Comment:

Does this mean that UEs can be provisioned to operate off-network while the UE is off-network? If not what does the phrase “that may not be served by the network” add. Maybe needs a bit of clarification.

-----------------------------------------------------------------------------------------------

[R-5.18.3-001] The MCPTT Service shall provide a means by which an MCPTT Administrator associated with a Mission Critical Organization has visibility into the operational status of the service (e.g., during a natural disaster).
. 

Comment:

How will this work off-network? What information is expected in terms of “operational status”? Will the administrator ever be part of the off network group?
-----------------------------------------------------------------------------------------------

[R-5.7.2.4.1-005] The MCPTT Service shall provide a mechanism for an authorized MCPTT User to configure an MCPTT Emergency Alert to send a notification to MCPTT Users within a configurable geographic area of the MCPTT User entering the MCPTT Emergency State, independent of the MCPTT Group Membership.
Comment:

How is a “configurable geographic area” defined? GPS co-ordinates, range, polygons?

-----------------------------------------------------------------------------------------------

[R-5.5.2-005] The MCPTT Service shall provide a mechanism to configure the number (N4) of MCPTT Group calls to be simultaneously received by an MCPTT UE, authorized by an MCPTT Administrator and/or authorized user.

[R-5.5.2-008] The MCPTT Service shall provide a mechanism to configure the number (N6) of MCPTT Group calls to be simultaneously received by an MCPTT User, authorized by an MCPTT Administrator and/or authorized user. 
Comment:

Although both of the above requirements are valid for the on-network case, we believe that requirement 008 is not valid for the off-network case as it is impossible to know which UEs a User is using unless they are members of the same groups.

----------------------------------------------------------------------------------------------- 
[R-5.2.2-001] The MCPTT Service shall provide for the creation of Group-Broadcast Groups with up to B1 levels of group hierarchy.

[R-5.2.3-001] The MCPTT Service shall provide for the creation of User-Broadcast Groups with up to B2 levels of user hierarchy.
Comment:

Clarification required on what is a user hierarchy in a Broadcast Group.

----------------------------------------------------------------------------------------------- 

 [R-7.3.3-006] The MCPTT Service shall provide a mechanism to enable an MCPTT Administrator to configure which MCPTT Group transmission a Participant(s) receives, overriding and/or overridden for cases where an authorized Participant overrides an off-network MCPTT transmission. This mechanism, at the receiving Participant, shall also determine which transmission should be presented to the MCPTT User when an unauthorized transmission override has occurred due to a failure of transmit Floor control (e.g., due to the best effort nature of ProSe direct communication).

 [R-7.3.3-008] If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants to transmit, the MCPTT Service shall provide a mechanism for authorized receiving Participants to be able to listen to both the overriding transmission and any overridden Participant transmissions, dependent on configuration.

Comment:

Both of these requirements deal with Off Network Floor Control with overriding and overridden talkers. Is it a real requirement to allow transmission of both talkers when operating off network? Could it even be limited to specific scenarios such as when supported by a vehicle mounted device? 
This requirement risks greatly increasing the complexity of the possible solution and of doubling the resource occupancy at times of override. As a step change for the added communication it may be difficult to establish relays to extend talker coverage in a short period of time so it cannot even be sure that one receiving user can find and receive the transmitting user it is configured for. Even having this as a low priority feature may still limit what can be done if the feature is ever to be required.

----------------------------------------------------------------------------------------------- 

[R-7.4-001] The MCPTT Service when operating off the network shall terminate a call after a period of inactivity.
Comment:

This requirement pre-supposes a particular solution to the off network communication. Is there an observable requirement here? Perhaps:

· The MCPTT Service when operating off the network shall provide a means to conserve battery after a defined period of inactivity.
· The MCPTT Service when operating off the network shall provide a means to reduce transmission interference after a defined period of inactivity.

· The MCPTT Service when operating off the network shall provide a means to limit chargeable activity after a defined period of inactivity.

· …

----------------------------------------------------------------------------------------------- 

