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x.1
MCVideo Hostage Incident Use Case
x.1.1
Description

This use case describes a scenario where a first responder in a shopping mall experiences a hostage situation and initiates an imminent peril one-to-many text communication to the members of his group which includes his dispatcher. A one to-many real time video communication is remotely activated by the dispatcher to monitor the incident. 
x.1.2 
Pre-Conditions 
An operator offers a service, which makes use of Imminent Peril and multimedia (text messaging and real time) features.
Officers A, B, C and Dispatch Operator D are in E-UTRAN coverage.

Officer A, B, C and Dispatch Operator D use public safety MCVideo devices with multimedia capability (e.g., text messaging and real time video).

Officer A, B, C and Dispatch Operator D are subscribed to a Public Safety service that allows them to use imminent peril and multimedia services.
Officer A, B, C and Dispatch Operator D MCVideo devices are configured to belong to a multimedia communications group X.

Officer A, B, and C use wearable cameras connected to their UEs.

x.1.3
Service Flows

Officer A, B and C are on duty officers in plain clothes located in separate areas of a busy shoppimg mall.

Officer A in a mall department store encounters a situation where it would be dangerous to make a voice call.

A suspect has taken a woman hostage (behind a counter in the cosmetics section) and is holding a gun to her head.  
Officer A (obscured from view by the suspect) initiates an Imminent Peril one-to-many text message on his MCVideo UE describing the situation and the exact location of the suspect (i.e., Armed suspect with hostage behind cosmetics counter of Department Store Y, first floor) and sends it to the members of his multimedia communications group X. 
Dispatch Operator D sends a one-to-many text message back and asks Officer A for  permission to remotely activate a real time video feed.

Officer A agrees and Officer A’s MCVideo UE starts transmitting a one-to-many real time video of the incident to all members of his multimedia communications group X. 
The real time video provides Officer A and his communications group X with imagery of the incident area. 
At request of Dispatch Operator D, Officer A slowly moves to a new vantage point while the real time video is in progress and succeeds in obtaining a clear facial image of the suspect and a clear image of the suspects weapon. 
x.1.4
Post-conditions

Imminent Peril one-to-many text messaging was successfully received by the members of Officer A’s multimedia communication group X.

One-to-many real time video transmission remotely initiated from Officer A’s UE is successfully monitored by Officer B, Officer C and Dispatch Operator D. 
Monitoring of the one-to-many real time video transmitted by Officer A’s UE, provides the members of his multimedia communications group X with details regarding the interior make-up of the incident area, a clear facial image of the suspect and a clear image of the weapon being used by the suspect. 
x.1.5
Potential Impacts or Interactions with Existing Services/Features

Group communication 
MCPTT service requirements for group calls (including group management and group affiliation) are provided in MCPTT TS 22.179 V13.1.0 (2015-03) clause 5.1 and clause 6.4. 

-- There are no MCPTT service requirements in support of multimedia group communications.
Imminent Peril Group Call

MCPTT service requirements for Imminent Peril group call and cancellation are provided in clause 5.7.2.2.1-5.7.2.2.2 and clause 6.8.7.3. 

--In MCPTT TS 22.179 an Imminent Peril group transmission is a group voice transmission. 

--There are no MCPTT service requirements for an Imminent Peril one-to-many text transmission. 

--There are no MCPTT service requirements for transmission of a remotely initiated one-to-many real time video during an Imminent Peril one-to-many text transmission. 

Perhaps Imminent Peril Group Call needs to be a generalized service for one-to-many multimedia services (e.g., voice, video, text messaging). 
x.1.6
[Potential] Requirements 
Imminent Peril multimedia transmission
The MCPTT service shall provide a mechanism for a public safety MCVideo device to make an Imminent Peril one-to-many multimedia (voice, video, text) transmission to a multimedia group for which the current MCVideo user is authorized. 

The MCPTT service shall provide a mechanism for a public safety MCVideo device to receive an Imminent Peril one-to-many multimedia (voice, video, text) transmission from a multimedia group for which the current MCVideo user is authorized

MCVideo request and response notifications
The MCVideo service shall provide a mechanism for an authorized user (e.g., Dispatch Operator) to request remote activation of a one-to-many real time video transmission from another users (e.g., Officer in field with wearable camera) public safety MCVideo device.

The MCVideo service shall provide a mechanism for an authorized user (e.g., Officer in field with wearable camera) to accept or deny access to a one-to-many real time video from their public safety MCVideo device.

MCVideo remote activation 
The MCVideo service shall provide a mechanism for an authorized user (e.g., Dispatch Operator) to remotely activate a one-to-many real time video transmission from another users (e.g., Officer in field with wearable camera) public safety MCVideo device.
One-to-many text messaging and real time video communication
The MCPTT service shall provide a mechanism for a public safety MCVideo device to make concurrent one-to-many text and real time video transmissions to any multimedia groups for which the current MCVideo user is authorized. 

The MCPTT service shall provide a mechanism for a public safety MCVideo device to receive concurrent one-to-many text and real time video transmissions from any multimedia groups for which the current MCVideo user is authorized. 

The MCPTT service shall provide a mechanism for a public safety MCVideo device to make a one-to-many text transmission to an multimedia group (for which the current MCVideo user is authorized) while concurrently receiving a one-to-many real time video transmission from the same multimedia group (for which the current MCVideo user is authorized). 

The MCPTT service shall provide a mechanism for a public safety MCVideo device to receive a one-to-many text transmission from a multimedia group (for which the current MCVideo user is authorized) while concurrently transmitting a one-to-many real time video transmission to the same multimedia group (for which the current MCVideo user is authorized). 

MCVideo device and camera motion

A public safety MCVideo device shall be capable of transmitting a one to many text message,  real time video communication or concurrent text and real time video message (when the MCVideo device is stationary or moving at pedestrian speed) to MCVideo capable devices (whose users are affiliated group members) assuming it is authenticated and authorized. 

A public safety MCVideo device shall be capable of receiving a one to many text message, real time video communication or concurrent text and real time video message from an MCVideo device that is stationary or moving at pedestrian speed (whose user is an affiliated group member) assuming it is authenticated and authorized. 
Signalling in support of camera selection capabilities  
The MCVideo service shall support signalling such that a minimum set of camera capabilities or parameters (e.g., type of codec used) can be selected (negotiated) from a user’s wearable camera to capture real time video (when the camera and target is stationary) 

· To enable an authorized user (e.g., dispatch operator or officers in the field) to understand the layout of a room. 
· To enable an authorized user with requisite skills (e.g., dispatch operator or officers in the field) to determine facial recognition of a suspect within a video
· To enable an authorized user with requisite skills (e.g., dispatch operator or officers in the field) to identify the weapon of a suspect within a video.
