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Abstract: 
This use case describes the scenario whereby a vehicular and a pedestrian both equipped with V2X capabilities detect each other’s presence and alert the driver and/or the pedestrian, if imminent threat is present. This capability extends the safety benefit of V2X to pedestrians and other vulnerable road users, e.g. bicyclists, wheelchair, etc. 

***** BEGIN 1st CHANGE *****

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

CACC 

Corporative Adaptive Cruise Control
HV

Host Vehicle

ITS

Intelligent Transport Systems

RV

Remote Vehicle
RSU

Road Side Unit

V2I

Vehicle to Infrastructure

V2P

Vehicle to Pedestrian

V2V

Vehicle to Vehicle

V2X

Vehicle to Everything
VRU

Vulnerable Road User

TTC

Time to collision
***** END 1st CHANGE *****

***** BEGIN 2nd CHANGE *****

5.N
Use Case N – Vulnerable Road User (VRU) Safety

5.N.1

Description

This use case describes the scenario whereby a vehicular and a pedestrian both equipped with V2X capabilities detect each other’s presence and alert the driver and/or the pedestrian, if imminent threat is present. This capability extends the safety benefit of V2X to pedestrians and other vulnerable road users, e.g. bicyclists, wheelchair, etc. 
Note that ETSI TR 102.638[1] defines a similar Vulnerable Road User Warning use case where a user device broadcast co-operative awareness messages (CAM) with information on the presence, trajectory and speed of the vulnerable road user. Nearby vehicles can receive, decode, and process CAM messages and provide warnings to driver to avoid collision with the vulnerable road user. This use case requires maximum latency time of 100 ms, and the minimum CAMs frequency of 1 message per second. The maximum latency time is calculated to be communicated to the network/transport layer.
[image: image1.png]



Figure 1 Vulnerable road user warning use case scenario

5.N.2

Pre-conditions

Vehicle A and VRU B are V2X enabled; 
Vehicle A and VRU B are in proximity (within each other’s V2X communication range);
5.N.3

Service Flows
Vehicle A broadcasts a message containing its current status, e.g., position, speed, acceleration and trajectory;

VRU B receives the message from vehicle A, and determines whether it is in a vulnerable situation with potential traffic hazard, e.g., by checking user outdoor/indoor status, proximity to Vehicle A, user behaviour state, e.g., texting, looking at the screen, listen to music;

If the user is in danger, VRU B notifies the user at least [4] seconds before TTC, and broadcasts a pedestrian message to Vehicle A, containing its status, e.g. position, speed, acceleration and optionally user behaviour state;

Vehicle A receives messages from VRU B and determines that it needs to notify its driver of potential pedestrian conflicts at least [4] seconds before TTC.
5.N.4

Post-conditions

Both Driver of Vehicle A and the user of VRU B are informed of the potential hazard, and can take necessary actions.

5.N.5

Potential Requirements

Note: some example informative V2X parameter sets are offered in Appendix A of this document.
The potential requirements derived from this use case are:
[PR.5.N.5-001] A UE which supports V2P Service shall be able to receive broadcasted messages from other UEs which support V2P Service.
[PR.5.N.5-002] A UE which supports V2P Service shall be able to send a broadcast message when it is triggered by the V2X service layer.
[PR.5.N.5-003] The E-UTRA(N) shall be able to support high mobility performance, (e.g. a maximum absolute velocity of 160kmph). 
[PR.5.N.5-004] The E-UTRA(N) shall be able to support a communication range sufficient to give the driver(s) ample response time (e.g. 4 seconds). 

[PR.5.N.5-005] The E-UTRA(N) shall be able to support a typical message size of 50-300 bytes, which can be up to 1200 bytes.
NOTE: the content (which is out of scope of 3GPP) allows the application layer to make collision avoidance calculations based on, e.g. its current position, speed, acceleration and optional estimated trajectory
NOTE: the above message size does not take into account security overhead that can be added by application layer.
[PR.5.N.5-006] The E-UTRA(N) shall be able to support a maximum latency of 100ms.

[PR.5.N.5-007] The E-UTRA(N) shall be able to support a maximum frequency of 1Hz.

[PR.5.N.5-008] The E-UTRA(N) shall be able to support high reliability without requiring application-layer message retransmissions.

***** END 2nd CHANGE *****
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