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Abstract: This document presents an FS_SMARTER use case for wide area sensor monitoring and event driven alarms.  It addresses communication with large numbers of low-throughput devices within a coverage area.
Proposed Text:

x.a
Use case for wide area sensor monitoring and event driven alarms
x.a.1
Use case description

Consider the case of forest fire alarms or wide area outdoor security motion sensors.  Sensors would communicate periodic signs of life when not triggered and event information when triggered.  Communication would be mission critical and high priority when activated, wide spread, and initiated in the uplink direction.  Devices would be low cost, low powered, battery sensors.
A need arises that requires monitoring a wide area for a particular measured property.  The measured property may be, but is not limited to, temperature, motion, vibration, air quality, moisture, or radiation.  The need may have been planned (e.g., due to building construction or bridge maintenance) or unplanned (e.g., as a result of a forest fire or other natural/man-made event).  

The area to be monitored is “wide” in the sense that it is remote and/or large enough that other wired or wireless network connectivity for the number of sensors deployed is impractical.
Sensors to measure the particular property are deployed in the area of interest.  Sensors may be purposefully placed in specific locations (bridge joints, farm field divisions) or randomly dropped (forest fire).  Once deployed, sensors are expected to be fixed or have low mobility. Sensors may be manually or automatically activated when they are deployed in the area to be monitored. Upon activation, each sensor identifies itself with the network and registers with the sensor monitoring service/application. 

The sensor sends its information unsolicited and infrequently with no expectation of a response from the network.

A method by which large numbers of stationary (or low mobility) sensors may be deployed and data may be uploaded while minimizing overhead is vital. 
x.a.2
Potential service requirements 


  
The 3GPP System shall support efficient transfer of infrequent uplink data for low power devices which only participate in mobile-originated communication scenarios.
The 3GPP System shall support a mechanism to associate a device with an application with minimal signalling overhead.

x.a.3
Potential operational requirements 
The 3GPP System shall support a mechanism which provides appropriate authentication for low power devices.     

The 3GPP System shall support a mechanism which provides appropriate integrity protection for unsolicited data from low power devices.     

�Is there no need for a acknowledging the data transfer either?






