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1. Overall Description:

TS 22.179 provides a number of requirements related to authorisation of a visiting MCPTT UE, that is seeking service from a partner MCPTT service.  A non exhaustive list is included below:

[R-6.18.2-001] An MCPTT Service shall provide mechanisms to allow an MCPTT User to operate in a Partner MCPTT System, subject to authorization from both the Partner and the Primary MCPTT Systems of the MCPTT User.
[R-6.18.2-002] The authentication of an MCPTT User with an MCPTT Service in a Partner MCPTT System shall be based on security parameters obtained from the Primary MCPTT System of the MCPTT User.

NOTE 1:
This is an application layer authentication and not 3GPP network authentication.

[R-6.18.2-005] An MCPTT Service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.
[R-6.18.2-006] An MCPTT Service shall provide mechanisms to allow an MCPTT User that receives service from a Partner MCPTT System to affiliate to an MCPTT Group from another Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.

NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

In discussion of these requirements, SA6 has noted that authorisation could imply an on-line connection between primary and partner MCPTT systems, and the management of this authorisation in real time.  However it could also be provided by an off-line mechanism, for example sharing appropriate credentials in advance of an MCPTT UE seeking service from the partner system.

Question 1:

SA6 asks SA1 whether mechanisms are required to support an off-line mechanism for authorisation, and to support the ability for an MCPTT UE to obtain service from a partner MCPTT service even when that partner service has no on-line connection to the primary MCPTT service.
Question 2:

Alternatively, do SA1 envisage that service on a partner MCPTT system is only possible when the partner service has an on-line connection to the primary MCPTT service for that MCPTT UE?

Question 3:

Alternatively, would SA1 intend that the visiting UE may obtain service from the partner MCPTT service when the primary and partner MCPTT systems are not able to communicate by on-line mechanisms, but where the roaming MCPTT UE is able to communicate with its primary MCPTT service, for example for the purpose of obtaining authorisation credentials which it can present to the partner service?
2. Actions:

To SA1 group.

ACTION: 
SA6 kindly asks SA1 to answer the questions listed above, and if necessary to clarify the corresponding MCPTT Stage 1 requirements to state whether on-line or off-line authorisation, or both, are intended.
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