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	Reason for change:
	The requirements are common and should apply regardless of on-network or off-network use of MCPTT.

	
	

	Summary of change:
	Move two requirements [R-6.1-004] and [R-6.1-005] from clause 6.1 into common clause 5.19 General Administrative –groups and users

	
	

	Consequences if not approved:
	Implementation of feature could be different resulting in improper development of requirement.
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	Clause 5.19 and 6.1
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	Other comments:
	SA1 #68 San Francisco contribution S1-144006 proposed to move the 6 general administrative requirements for on-network in clause 6.1 General Administrative into a new subclause 5.x of TS 22.179 V1.0.0 (2014-09).

SA1 #68 San Francisco contribution S1-144573 proposed modifications to the 6 requirements in clause 6.1 and addition of 3 requirements. 

Last minute discussions led to agreed contribution S1-144441 which accepted the proposed modifications from S1-144573 to 5 of the 6 requirements in 6.1 and the addtion of 1 of the 3 requirements added in S1-144573.
However the 5th requirement in clause 6.1 proposed to be moved in S1-144006 was missed in S1-144441. 
In addition other contributions added requirements into 6.1.  


***** BEGIN 1st CHANGE *****
5.19
General Administrative – groups and users

[R-5.19-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to create and define the membership of MCPTT Groups.

[R-5.19-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize a user to request an MCPTT Group Call to one or more MCPTT Groups.

[R-5.19-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine MCPTT Users who have the role of a particular Participant type on an MCPTT Group.

[R-5.19-004] The MCPTT Service shall provide mechanisms for an MCPTT Administrator to assign and amend the identifying information of an MCPTT Group (e.g., name, alias).

[R-5.19-005] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to assign and amend the identifying information of MCPTT User Profiles (e.g., name, identifier, alias).

[R-5.19-006] The MCPTT Service shall provide a mechanism to notify MCPTT Users when they become a member of an MCPTT Group or their membership of an MCPTT Group is removed. This notification shall include any provisions required by the MCPTT User to use the MCPTT Group if the MCPTT User has been added to the MCPTT Group or remove provisions if the MCPTT User has been removed from the MCPTT Group.
 [R-5.19-007] The MCPTT Service shall provide mechanisms for an MCPTT Administrator to create, amend, delete, and suspend MCPTT User Profiles.

[R-5.19-008] The MCPTT Service shall enable an MCPTT Administrator to configure which MCPTT Group Members are authorized to select to transmit to an MCPTT Group.

***** End 1st CHANGE *****
***** BEGIN 2nd CHANGE *****
6.1
General administrative – groups and users

[R-6.1-001] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N11) of MCPTT Group Members of an MCPTT Group.

[R-6.1-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to remove MCPTT Groups from the MCPTT system.

[R-6.1-003] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to disable and re-enable MCPTT Groups.



[R-6.1-006] The MCPTT Service shall provide a mechanism to log MCPTT Administrators’ activities (e.g., cryptographic key updates, user profile changes, password changes, invalid access attempts).

[R-6.1-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to define geographic areas that can be associated to dispatchers for the purpose of routing Location dependent calls and alerts. This shall be used by MCPTT Private Call requests and MCPTT Group Calls where the called/alerted party is based on the MCPTT User’s current Location.

***** End 2nd CHANGE *****
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