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Proposal
It is proposed to update the references of TR 22,818 as follows.
Start of 1st Change

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.011: "Service accessibility ".
[3]
3GPP TR 22.805: "Feasibility study on user plane congestion management".
End of 1st Change

Start of 2nd Change

Annex A: CATS Conceptual Approaches
A.5
Discussion and Comparison
Some points of comparison of Network-Centred vs. UE-Centred methods include:

-
Network-Centred method is simpler to implement, and since it does not require UE changes, can be immediately effective;

-
UE-Centred method can completely eliminate unproductive radio traffic, while network-centred one is only partially effective in that respect;

-
Both methods are comparable in terms of App Server "shielding" capability;

-
It is difficult to estimate to what degree the Network-Centred approach reduces unproductive radio and core network traffic.

By virtue of reducing traffic, CATS would be helpful in reducing congestion as well. However, the CATS capability is different from User Plane Congestion Management (UPCON) [3], though it may be regarded as complementary to it. App server failures are generally independent from instances of excessive traffic volume.

When evaluating impact on application behaviour in the UE, it can be observed that TCP "collapse" is no different than App Server being down or unreachable, which occasionally occurs in reality. Hence, an attempt to launch an app by the user in the UE should not have unpredictable consequences, though this should be tested on major popular applications which are targeted for CATS.

The same applies for effects of TCP "collapse" on MTC applications, which should be evaluated to ensure that it does not have undesirable adverse effects, such as uncontrolled repeat attempts.

CATS may have broader applicability than originally envisioned. For example, the same capability could possibly also be used for "positive" controls (allow access to server), in addition to the originally intended "negative" controls (disallow such access).An example of the former is Disaster Message Board (DMB), which was elaborated in the UPCON Feasibility Study [3].The overall purpose of CATS is unchanged; only the sequence of events is reversed, i.e., enable traffic that is normally disabled, then re-disable it, once the adverse condition is removed.

End of 2nd Change

