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Conclusion and Recommendations


This study demonstrates that when spoofed call detection mechanisms are available and deployed such as the approach developed by the IETF Stir WG work, there will be a need for user control of spoofed call detection. This need arises both from the possibilities of reporting false positive and false negative spoofed call detection results as well as different user needs regarding the sophistication level of control of spoofed call detection.
This study also demonstrates that a user control of spoofed call detection service may interact with MMTEL services.

In conclusion this study recommends that when a spoofed call detection mechanism is standardized by 3GPP, that the user control of spoofed call detection also be standardized considering the following points:

· Definition of the User Control of Spoofed Call Detection Service
· Specify the interaction between the User Control of Spoofed Call Detection Service and MMTEL services

· Consider both what classes of devices that should be supported by the User Control of Spoofed Call Detection Service as well as several scenarios of network adoptioni levels of spoofed call detection deployments
******************End of last change***********************

