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Abstract: This contribution proposes adding text discussing how user control of spoof call detection may need to change as the adoption of spoofed call detection such as developed by IETF stir wg by operators increases.
*******************First change*****************
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Caller identity: At least the originating phone number, and optionally the caller's name (CNAME)  included in call signalling used to identify the caller for call screening purposes.In some cases thi may be the Calling Line Identification or Public User Identity. For the purposes of this study, the caller identity may be set to an identity other than the caller’s Calling Line Identification or Public User Identity. Presentation of the caller identity to the called party may be the originating phone number or the caller's name if available, or both.
Robo-call system: An automated call system which usually plays a series of pre-recorded messages to the called party after which may transfer the call to a call agent, often used in outbound call centers for telemarketing purposes.  For the purposes of this study, only the modification or obscuring the Robo-call system’s caller identity for the purposes to commit fraud or violate regional regulations is considered.

Spoofed call: A call where caller identity creation, modification or removal in call signalling results in an unauthorized or illegal use of this identity in the call., This typically occurs where the caller  intends to defraud the called party or otherwise illegally obscure the real caller identity.  
*************************End of first change/start of second change***************************
6.X
Adoption levels of spoofed call detection by network operators

Any user control of spoofed call detection service is likely to need to consider different adoption levels of spoofed call detection capabilities such as the mechanisms being developed by the IETF Stir WG.  These types of spoofed call detection mechanisms require that the originating network operator certify that the caller is authorized to use the delivered caller identity.  This certification is delivered along with existing call information to the terminating network. If the originating network has not deployed this certification mechanism, then the terminating network is unable to definitively determine whether the call is a spoofed call or not.

It is expected that in early phases of adoption of spoofed call detection mechanisms small number of network operators will have deployed spoofed call detection described above and hence there will be a high percentage of incoming calls that are not certified by the originating network operator and the spoofed call determination at the terminating network will be uncertain or unknown.
As network operators deploy and support this kind of spoofed call detection, then the percentage of calls that can be determined to be spoofed calls or not will increase significantly.

The impact of this on user control of spoofed call detection service is the need to consider how to handle potentially large amounts of calls where the spoofed call detection results are uncertain or unknown and handle the transition to high percentages of spoofed call determinations.
*********************End of last change******************************
