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Abstract: This contribution proposes adding text discussing how user control of spoof call detection is dependent on device capabilities.
*******************First change*****************
6.X
Device capability considerations
There are several aspects of user control of spoofed call detection which are enabled or limited by the called user's device.  This is mainly concerning the ability of the device to receive and present caller identity and the results of spoofed call detection plus the ability of the device to access various features of a potential user control of spoofed call detection service such as managing white lists/black lists and displaying spoofed call histories.

The range of devices for this discussion can be classed as follows:

· Devices with an ability for presenting a limited caller identity (e.g. caller name or number, not both) and limited or non-existent ability to handle user control of spoofed call features such as short black lisst/white lists or only displaying recent call histories.
· Smartphones with the potential to present extended caller identity as well as the results of any network spoofed call detection as well as user control of spoofed call features more extensively such as longer black lists/white lists or spoofed call histories.
As spoofed call exploits of different elements of a caller identity, become more complex and sophisticated it may be that more details of both the caller identity and what aspects of the identity are spoofed may need to be presented to the called user relying on the capabilities of a smartphone.
The consideration is to determine what classes of devices have the necessary capabilities to adequately support user control of spoofed call detection.
*********************End of last change******************************
