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Justification
With the stated purpose and understanding of the meaing of core and non-core, it is necessary to have both on-network MCPTT services and off-network MCPTT serivces.  That is it is unlikely that a US public safety user will accept an MCPTT serivce that does not provide both.  As for the actual implementation of the MCPTT features being the same both when operating on the network, as well as off the network, this is out of scope of this exercise.  This maps to the need for all three clauses 5, 6, and 7 to be part of the core features.
The NPSTC requirements have been the primary focus of this effort and is now reflected in determining the detailed features that are considered core for a viable MCPTT service that satisfies those public safety users’ needs and expectations from a US perspective.
In addition US public safety users have no reason to replace their existing public safety communication systems, unless the new system based on MCPTT provides at a minimum, the same capabilities that they use now.  For the majority of the US this means capabilities and systems based on Project 25 or TIA-603-D. 

2
Proposal for MCPTT core items
Below are the proposed MCPTT Modules that contain mapped sub-clauses of TS 22.179 V13.0.1 (2015-01) which are considered "MCPTT core items":
	MCPTT "Module"
	Excluded 22.179 sub-clauses or requirements within given "Module"
	Justification per selected "module"



	A.MCPTT group call;
	
	This is the primary form of communication for public safety users.  Without this function, public safety users are unlikely to want to use MCPTT.

	 1. MCPTT Emergency Group Call
	
	This is an existing standard form of prioritizing group calls and will continue to be necessary for any public safety communication system or service.  

	 2. Imminent Peril Call
	
	This is a secondary form of prioritizing calls that has been requested by the public safety users as represented in the NPSTC PTT over LTE Requirements (7/18/2013).

	 3. Broadcast Group
	Exclude: Clause 6.6.3
	The requirements are generalized so that the capability can be expanded.

	   i. Group-Broadcast Group
	
	The minimum number of levels, B1, is 1 (permitting the creation of an announcement group). This represents existing usage in public safety systems.

	   ii. User-Broadcast Group
	
	The minimum number of levels, B2, is 1 (permitting the creation of a system call) This represents existing usage in public safety systems.

	 4. Late call entry
	
	The ability for a public safety user to join a group call already in progress is a necessary feature.

	5. Membership / affiliation/Group management
	
	This is necessary to manage the group communications. 

	 6. Group Call administration
	
	Currently used today by public safety and is necessary to permit regrouping “on-the-fly” or “in-the-field”.

	 7. discreet listening
	Void no requirements in V13.0.1 under this functional module
	

	8. Off network group call
	
	As globally stated before an MCPTT service that does not provide off-network group calls will not be a viable offering.

	B. MCPTT Private call;
	
	Must have the ability to make a 1-to-1 call whether on the network or off the network.

	 1. MCPTT Emergency Private Call
	No comment
	

	 2. Answering mode
	No comment
	

	 3. Ambient listening/discreet listening
	Exclude
No user requirements

Not used in this region
	

	 4. Off network private call
	
	Must have the ability to make a 1-to-1 call when off the network.

	C. Location
	
	It is critical that location information be available because it might save the life of a public safety user.

	D. Emergency alerting for mission critical voice communication;
	
	An additional feature that permits a public safety user to indicate an emergency situation without necessarily making a voice all.  Part of existing P25 and LMR systems.

	E. Floor control and pre-emption; 
	
	Necessary part of the push to talk function within a call and a necessary part of the overall prioritization and retention of resources for various calls.

	 1. priority 
	
	Necessary to differentiate calls for accessing and using the resources.

	 2. Override
	
	Necessary for interrupting an ongoing call, especially group, when situation demands it.

	G. Interconnection with voice systems, including cellular and the PSTN, as well as private/land mobile radio;
	Exclude
No user requirements
	

	H. Charging/billing and system management considerations;
	Void no requirements in V13.0.1 under this functional module.
	

	I. Management of Mission Critical PTT communications;
	Exclude 6.16.4
No user requirements for this collection of data.
	Management at a high level of the core features, as well as on a Mission Critical organizational basis are necessary to complete the MCPTT service.

	 1. UE management
	Exclude R-5.1.1-001
Reason for exclude: There are a number of public safety organizations that have to share UEs due to cost of UEs. The first need would be for each PS user to have their own UE, before it is likely that a single user will have multiple UEs.
	UEs have to be managed and controlled.

	 2. User Profile
	
	User Profile information is used extensively by the public safety community during group and private call communications.

	J. Presence service, including interaction with other communication services
	
	Our public safety users want the ability to check whether a UE or user or both are available, however it is unclear whether this will be able to provide this.


	K. Access (including network layer priority)
	Exclude
No explicit user requirement
	

	L. Private call without Floor control
	Exclude
Not considered part of a PTT system.
	

	M. Device requirements
	Exclude
No explicit user requirement
	

	N. Voice/audio quality;
	
	Voice quality and noise reduction requirements are vital ingredients for mission critical voice on the network and off the network. 

An MCPTT listener MUST be able to understand without repetition, be able to identify the speaker, detect stress in a speaker’s voice, and be able to hear background sounds as well without interfering with the prime voice communications.

	O. Performance, including call establishment times and permission to talk request to permission granted times;
	
	Public safety users consider their performance needs to be more stringent than those for non-public safety users.  Since seconds are critical for saving lives, it is important to design the MCPTT service with these under consideration.

	P. Security, including confidentiality of mission-critical voice communications;
	
	In support of mission critical voice and signalling, MCPTT service needs to protect confidentiality, integrity and availability of all information that is processed, stored and transmitted.

	Q. Off network cooperation
	
	MCPTT Services such as User Profile information and location are used extensively by the public safety community during group and private call communications. 

The User ID of the talker, associated aliases, Group ID, and aliases, name of MCO and the talkers location are provided to the all MCPTT UEs and  Users in an MCPTT group or private call  including MCPTT UEs and Users the enter the call late. All MCPTT UEs are required to provide a configurable capability to display this information.  These have to be supported both on the network and off the network.

	U. Receiving Multiple Private Calls
	Exclude:  

No explicit user requirement 
	

	V. Remotely Initiated Call
	
	A functional capability in Project 25

	 1. Group call
	
	A functional capability in Project 25

	 2. Private call
	
	A functional capability in Project 25

	W. Receiving Multiple Group Calls
	
	Some public safety users need the ability to receive multiple group calls, whether they need to actively listen to multiple calls (in the case of a dispatcher) or scan or monitor multiple groups for activity.

	X. Prose Relay 
	
	The MCPTT Service when operating in Off-Network mode builds upon ProSe enablers to establish, maintain and terminate the signalling and communication path(s) among the off-network users. To the extent feasible, it is expected that the end user's experience is similar regardless if the MCPTT Service is used with an EPC network or based on the use of a ProSe direct communication path.

	Y. Gateway UE
	Exclude:
No explicit user requirement
	

	Z. System Management
	
	Necessary as part of the whole MCPTT service.

	AA. Interaction with Telephony service
	Excluded:
No explicit user requirement
	

	BB. Interworking with non-3Gpp access
	Excluded:
No explicit user requirement
	

	CC. Interworking between MCPTT systems
	Excluded:
No explicit user requirement
	

	DD. Interworking with Project 25
	
	Not all public safety agencies will transition their voice operations onto the public safety broadband networks at the same time.

	EE. Interworking with TETRA
	Excluded:
No explicit user requirement
	

	FF. Interworking with Legacy Land mobile radio
	
	Not all public safety agencies will transition their voice operations onto the public safety broadband networks at the same time.

	
	
	


NOTE: The main functional module headings are colored for visual effect.
