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Abstract: The purpose of this contribution is to clarify the behaviours expected with regrouping.
This document has been revised following discussion in SA1. It has removed mention of notification in the first requirement. It has provided optionality on the security and priority level of group regroups, but indicated a default as discussed. 
Discussion

The changes in this document clarify the security requirements related to Group Regroup. This is important as Public Safety user can operate on groups with different levels of security within the same MCPTT system, so that this ensure the users are aware of any changes to the security level of the group.
This contribution also clarifies the priority level following a Group Regroup.

----------------------------------------- First Change ------------------------------------------------------
6.7
Dynamic Group Management (i.e. Dynamic Regrouping)

6.7.1
General Dynamic Regrouping

Group Regroup and User Regroup operations shall be manageable by suitably authorized MCPTT Users.

The temporary group formed by Group Regroup or User Regroup operations shall persist until torn down by a suitably authorized MCPTT User.
The priority of the temporary group formed by a Group Regroup or User Regroup operations shall be established by the creator of the group within bounds established by MCPTT Administrators.

The MCPTT service shall enable an MCPTT Administrator to authorize users to be able to perform dynamic regrouping operations.

The MCPTT service shall enable an MCPTT Administrator to configure whether a temporary group is to be encrypted.

The temporary group formed by Group Regroup or User Regroup operations shall support all of the calling features of any other MCPTT Group, except the ability for a temporary group formed by a Group Regroup operation to be included in another Group Regroup operation.

6.7.2
Group Regrouping

6.7.2.1
Service description

Group Regrouping enables Dispatchers or any authorized user to temporarily combine MCPTT Groups. A Dispatcher can use Group Regrouping for different reasons. 

Due to an incident in an area it can be necessary to temporarily enable MCPTT Users from different MCPTT Groups to communicate to each other to coordinate. After the incident the Dispatcher cancels the Group Regrouping and the MCPTT Users continue with their original configured MCPTT Groups.

During quiet periods control room managers can decide to combine MCPTT Groups and handle their operations and communications with one Dispatcher. In the busier period the Group Regrouping is cancelled and the MCPTT Groups are handled by separate Dispatchers.

6.7.2.2
Requirements

The MCPTT service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e. to perform a "Group Regroup operation").

The MCPTT service shall provide a mechanism so that the creator of a Group Regroup can specify whether the newly created group is two-way (i.e. allows for responses from the members of the group), or one-way (i.e. can only be transmitted on by the creator of the group).

The MCPTT service shall notify MCPTT Users when any of their affiliated groups are affected by a Group Regroup operation.
The MCPTT service shall provide information to an authorised MCPTT User if that user is attempting to Group Regroup MCPTT Groups of different security levels.
The MCPTT service shall enable an authorised MCPTT User to set the security level of the Group created from a Group Regroup operation. Where an MCPTT User does not specify the security level the MCPTT service shall default the security level to be set to the lower security level of the constituent Groups. 
The MCPTT service shall notify Affiliated MCPTT Group Members of a constituent MCPTT Group when the security level of the MCPTT Group that they are using lowers as a result of a Group Regroup operation. 
The MCPTT service shall enable an authorised MCPTT User to set the priority level of the group formed from a Group Regroup operation. Where an MCPTT User does not specify the priority level the MCPTT service shall default the priority level to be set to the higher priority level of the constituent Groups.
Broadcast Groups shall be able to be included in a Group Regroup operation.

6.7.3
User Regrouping

6.7.3.1
Service description

In the operational MCPTT environment most tasks are covered by standard procedures and communication structures and MCPTT Users can easily access the MCPTT Groups to handle their tasks.

Exceptionally it could happen that there is an urgent need for a dedicated set of individual MCPTT Users to communicate in an MCPTT Group, but that this is not foreseen in the communication structure. This could be due to extreme conditions or due to a cooperation that is outside normal procedures.

User Regrouping enables Dispatchers or authorized users to instantaneously provide a dedicated MCPTT Group to these MCPTT Users to enable the required communication. The MCPTT Users automatically affiliate to this MCPTT Group. After the operation this MCPTT Group is removed by the Dispatcher or authorized user.
-----------------------------------------End of First Change ------------------------------------------------------
