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Abstract:
This contribution seeks to specify the requirements to allow an MCPTT User to connect to the MCPTT Service without having to connect through the RAN. This interface would be used by dispatchers and administrators

 This contribution has been revised following discussion of the previous version of this document (S1-144205), along with the documents 4184 and 4086.

The other changes proposed to section 4 are now covered by this document S1-144275
Of the other changes initially proposed in S1-144205 the following has happened:
· Definitions work- This is now covered in S1-144264, where specific mention of a UE is removed from the MCPTT User definition.

· The change to add a dispatcher interface in section 6 should be covered by a Motorola document S1-144269. 
· The other changes proposed in section 6 will now be in the document S1-144274 from Motorola.
  ----------------------------------------- First Change ----------------------------------------- 

4
Mission Critical Push To Talk Overview

4.1
General

A Push To Talk service provides an arbitrated method by which two or more users may engage in communication. Users may request permission to transmit (e.g. traditionally by means of a press of a button). The Mission Critical Push To Talk over LTE (MCPTT) service supports an enhanced PTT service, suitable for mission critical scenarios, based upon 3GPP Evolved Packet System (EPS) services. The requirements for Mission Critical Push To Talk (MCPTT) service defined within can also form the basis for a non-mission critical push to talk (PTT) service.

The MCPTT service is intended to support communication between several users (a group call), where each user has the ability to gain access to the right to talk in an arbitrated manner. However, the MCPTT service also supports private calls between pairs of users. The MCPTT service builds on the existing 3GPP transport communication mechanisms provided by the EPS architectures to establish, maintain, and terminate the actual communication path(s) among the users. 

The MCPTT service also builds upon service enablers: GCSE_LTE and ProSe. To the extent feasible, it is expected that the end user's experience will be similar regardless if the MCPTT service is used under coverage of an EPC network or based on ProSe without network coverage. To clarify this intent, the requirements are grouped according to applicability to on network use, off network use, or both. 
Though the MCPTT service primarily focuses on the use of LTE there will be users who access the MCPTT service through fixed-line connections, Dispatchers and administrators are examples of this. Dispatchers and administrators are special users who have particular admin and call management privileges which normal users may not have. In MCPTT dispatchers can use an MCPTT UE (i.e. LTE) or a fixed-line connection to the MCPTT Service based on a ‘Dispatcher and Administrator’ interface. Through this interface a user is able to access and manage the services related to on network and those common to on and off network.
The MCPTT service allows users to request the right to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e. floor control). When multiple requests occur, the determination of which user's request is accepted and which users' requests are rejected or queued is based upon a number of characteristics (including the respective priorities of the users in contention). MCPTT service provides a means for a user with higher priority (e.g. emergency condition) to override (interrupt) the current talker. MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.

The MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An MCPTT service user may join an already established MCPTT group call (late call entry). In addition the MCPTT service provides Talker ID and user location determination features.

The users of an MCPTT service may have more stringent expectations of performance than the users of a commercial PTT service. The MCPTT service can be used by non-mission critical users (e.g. utility companies and railways).
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NOTE:
This diagram is for illustrative purposes only and do not supersede the requirements. The diagram is not exhaustive and does not include all the different scenarios 

Editor's Note: further consideration is needed for Off-network aspects

Figure 4.1.1: MCPTT User State Diagram- Transmit and Receive for a particular MCPTT Group
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NOTE:
This diagram is for illustrative purposes only and do not supersede the requirements. The diagram is not exhaustive and does not include all the different scenarios 

Editor's Note: further consideration is needed for Off-network aspects

Figure 4.1.2: MCPTT User State Diagram- Transmit only for a particular MCPTT Group
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NOTE:
This diagram is for illustrative purposes only and do not supersede the requirements. The diagram is not exhaustive and does not include all the different scenarios 

Editor's Note: further consideration is needed for Off-network aspects

Figure 4.1.3: MCPTT User State Diagram- Receive only for a particular MCPTT Group

  ----------------------------------------- End of First Change ----------------------------------------- 

----------------------------------------- Second Change -----------------------------------------
4.5
Overview of MCPTT UE and MCPTT User in the MCPTT Service

The MCPTT service supports MCPTT User Profiles. Each MCPTT User Profile contains an MCPTT User identity which is globally unique and independent of the mobile subscriber identity (IMSI) assigned by a 3GPP network operator. The Talker ID is part of the MCPTT User Profile. An MCPTT User is defined by their MCPTT User Profile. Important parameters related to the MCPTT Service associated with an MCPTT User are contained as part of this MCPTT User Profile. The MCPTT User Profile is part of the MCPTT application service domain and forms the basis of MCPTT application layer security and identifies an MCPTT User to the MCPTT service.

The MCPTT service supports MCPTT UEs which are able to connect to the MCPTT Service. The capabilities of an MCPTT UE are specified in the present document. The MCPTT Application that is resident on the MCPTT UE establishes this connection, employing application layer security in its connection to the MCPTT Service. An MCPTT UE is capable of operating in on-network and off-network modes.

4.5.1
MCPTT User association to MCPTT UE in on-network mode

Consistent with the EPS paradigm, when an MCPTT UE is powered on, it will access the LTE system, and connect to the EPC. During this phase, the credentials from a USIM application (or possibly, an ISIM application, if IMS is used) on a UICC associated with the MCPTT UE will be used for authentication with an HSS. This is followed by the MCPTT Application, resident on the MCPTT UE, establishing a connection, employing application layer security in its connection to the MCPTT Service.
-
An MCPTT UE, with credentials of an MCPTT User at the time of connection to the MCPTT Service, is able authenticate using a specific MCPTT User identity (e.g. via an Identity Management service). After successful user authentication some portion of the MCPTT User profile is made available to the MCPTT UE for use in both on-network and off-network operation modes.

-
An MCPTT UE, without credentials of a specific MCPTT User at the time of connection to the MCPTT Service, is able to authenticate using a default identity that is associated with the MCPTT UE itself. After a successful authentication, the MCPTT Service is capable of assigning a temporary MCPTT User Identity to this MCPTT UE. Some portion of the MCPTT User profile associated with this temporary MCPTT User Identity is made available to the MCPTT UE for use in both on-network and off-network operation modes.

-
The MCPTT Administrator is able to define specific parameters and attributes (e.g. groups, MCPTT Emergency behavior, priority and QoS attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE for use in both on-network and off-network operation modes.

4.5.2
MCPTT User and MCPTT UE relationship

A user can enter his identifying/authenticating credentials (e.g. user name/ password, PIN, biometrics, asserted identity from a remote, trusted device). This step will typically give the MCPTT User access to local information and applications stored on the MCPTT UE, and in particular, to the MCPTT client application. 

The MCPTT service allows the same MCPTT User to sign in (and stay simultaneously signed in) from different MCPTT UEs. For example, an incident manager or commander may use a portable phone, a command tablet, a separate messaging unit, etc.
4.5.3
MCPTT Users accessing the service through a Fixed-Line Interface
This document primarily focuses on MCPTT Users accessing and managing the MCPTT service through MCPTT UEs, however there will be some dispatchers and administrators who will access the service through a Fixed-Line interface. Through this interface they will have the functionality described in the common On and Off Network section and the On Network section.

4.5.4
Shareable MCPTT UEs

The conceptual model for shareable MCPTT UEs is that of a pool of UEs, each UE being interchangeable with any other, and users randomly choosing one or more UEs from the pool, each user for his temporary exclusive use. A shareable MCPTT UE can be used by user who can gain access to the MCPTT client application stored on it and can become an authenticated MCPTT User. A shareable MCPTT UE can serve only one MCPTT User at a time. An MCPTT User who signs into a shareable MCPTT UE that is already in-use causes the sign-off of the previous MCPTT User. 

An MCPTT User can simultaneously have several active MCPTT UEs, which, from an MCPTT service point of view, are addressable individually and/or collectively within the context of their association to the MCPTT User.

Figure 4.5.3.1 shows schematically some of the relationships between MCPTT Users and MCPTT UEs.
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Figure 4.5.3.1: Relationships between MCPTT Users and MCPTT UEs

4.5.5
MCPTT User association to MCPTT UE in off-network mode

A user can enter his identifying/authenticating credentials (e.g. user name/ password, PIN, biometrics, asserted identity from a remote, trusted device). This step will typically give the MCPTT User access to local information and applications stored on the MCPTT UE, and in particular, to the MCPTT client application.

After successful local user authentication some portion of the MCPTT User profile, which was previously made available to the MCPTT UE, is used for off-network operation mode. This previously configured MCPTT User profile information allows the MCPTT User to be identified using the same MCPTT User identity in on-network mode.

An MCPTT UE, without credentials of a specific MCPTT User, is able to operate in off-network mode, if so configured by an MCPTT Administrator. The MCPTT Administrator is able to define specific parameters and attributes (e.g. groups, MCPTT Emergency behavior, priority and QoS attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE in off-network operation mode.

----------------------------------------- End of Second Change -----------------------------------------
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