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Abstract: This contribution updates the third requirement of the clause.
Clause 6.15.2 the third requirement, What is the second sentence? a recommendation or a statement of fact? It is not a requirement.

=============== change =====================================

6.15.2
Cryptographic protocols

The MCPTT service shall employ open cryptographic standards, subject to applicable local policy (e.g.Federal Information Processing Standards (FIPS) 140-2).
The MCPTT service shall allow for updates to new cryptographic operations and methods without obsoleting existing operations and methods, or requiring upgrade of all user equipment simultaneously.
The MCPTT service shall allow for the coexistence of a multiplicity of cryptographic suites. 
NOTE:
A "cryptographic suite" is a consistent collection of cryptographic operations (e.g.encryption and message authentication) spanning the totality of required cryptographic operations for MCPTT. That is, if MCPTT requires a stream cipher, a message authentication code, and a secure hash, then counter-mode AES-256, CMAC with AES-256 as an underlying cipher, and SHA-512 would constitute a cryptographic suite for MCPTT.
============= end change ============================
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