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Abstract: This contribution proposes replacing the occurrences of right(s) with permission(s) in cases where one is authorized to do something, not the case where the law grants a person rights.  Replace right with correct in places where this is the intended meaning.  Some additional editorial changes for those effected clauses are included.
There are 11 occurrances for the term, right(s), in the TS 22.179 1.0.0 ,which do not refer to law.
It is proposed to replace the term, right(s), with permission, when it relates to being authorized to do something as opposed to a person having so by law and to replace the term, right, with correct when it refers to something being correct.
The TS uses “the right” which is called out in the Oxford Dictionary as “the right: that which is right; righteous, justice, truth; esp the cause of truth or justice.”
On the other hand permission: The action of permitting or giving leave; allowance; liberty or license granted to do something; leave.  One does not request the right, but requests permission to do something and in the case of this TS one request the permission to transmit.

Proposed changes
First change appears in Clause 3.1 =======================================
MCPTT Request: The action taken by an MCPTT User to request the permission to transmit voice on an MCPTT Session.

Second changes (2) appear in Clause 4.1=======================================
4.1
General

A Push To Talk service provides an arbitrated method by which two or more users may engage in communication. Users may request permission to transmit (e.g., traditionally by means of a press of a button). The Mission Critical Push To Talk over LTE (MCPTT) service supports an enhanced PTT service, suitable for mission critical scenarios, based upon 3GPP Evolved Packet System (EPS) services. The requirements for Mission Critical Push To Talk (MCPTT) service defined within can also form the basis for a non-mission critical push to talk (PTT) service.
The MCPTT service is intended to support communication between several users (a group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. However, the MCPTT service also supports private calls between pairs of users. The MCPTT service builds on the existing 3GPP transport communication mechanisms provided by the EPS architectures to establish, maintain, and terminate the actual communication path(s) among the users. 
The MCPTT service also builds upon service enablers: GCSE_LTE and ProSe. To the extent feasible, it is expected that the end user's experience will be similar regardless if the MCPTT service is used under coverage of an EPC network or based on ProSe without network coverage. To clarify this intent, the requirements are grouped according to applicability to on network use, off network use, or both.
The MCPTT service allows users to request the permission to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e., floor control). When multiple requests occur, the determination of which user's request is accepted and which users' requests are rejected or queued is based upon a number of characteristics (including the respective priorities of the users in contention). MCPTT service provides a means for a user with higher priority (e.g., emergency condition) to override (interrupt) the current talker. MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.
The MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An MCPTT service user may join an already established MCPTT group call (late call entry). In addition the MCPTT service provides Talker ID and user location determination features.
The users of an MCPTT service may have more stringent expectations of performance than the users of a commercial PTT service. The MCPTT service can be used by non-mission critical users (e.g., utility companies and railways).
Third change appears in Clause 4.2 =======================================
4.2
Typical use of the MCPTT Service

NOTE:
Even though this subclause is written from an organization specific perspective the text should be illustrative for typical use of MCPTT services by all MCPTT users.

Public Safety workers often operate in groups and perform different tasks during the day/week. Many tasks and operations are controlled, assisted and/or coordinated by a Dispatcher.
For their communications Public Safety workers are organized in groups. People that are working together communicate in the same MCPTT Group, the group communication helping them to coordinate quickly.
People with different tasks often communicate in separate MCPTT Groups.
Many of the Public Safety tasks are routine tasks, that are handled by standard procedures and communication structures, using dedicated MCPTT Groups. Communication structures and MCPTT Groups are also prepared for the handling of large incidents and control of large events. Similarly there are MCPTT Groups and procedures for coordination with Public Safety workers from other organizations and/or other countries.
The standard procedures and communication structures help the Public Safety workers to do their work successfully. This results in a long list of (>100) MCPTT Groups available to a Public Safety worker, from which the correct one is to be selected depending on the task. To help the Public Safety worker to quickly find and select the correct MCPTT Group for the task, the MCPTT Groups in the radio are often structured in folders and/or accessible via key-shortcuts.

Fourth change appears in Clause 4.6.3 =======================================
4.6.3
Handling of MCPTT priority information for floor control
Floor Control is typically an Application Layer function. Floor Control is applied in the context of a single MCPTT Call and is triggered by a participant request for the permission to transmit. Conceptually, priority information accompanies each grant request.

Fifth changes (2) appear in Clause 6.2.3.3.3 =======================================
6.2.3.3.3
Override –simultaneously Transmitting MCPTT Group Members

If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants, authorized receiving Participants shall be enabled to listen to both the overriding and overridden Participant transmissions, dependent on configuration.
If a third participant to an overridden MCPTT Group Call with both overriding and overridden transmissions enabled is granted the permission to transmit and override, the MCPTT service shall remove the permission to transmit from the MCPTT user with the lowest priority and shall effect the transmission from the MCPTT User with highest priority as overriding transmission and the transmission from the other MCPTT User as the overridden transmission.

Sixth changes (2) appear in Clause 6.10.1 =======================================
6.10.1
General

The MCPTT service shall support multiple MCPTT Application priorities which are mapped to EPS priority levels, based on network operator policy.
The MCPTT service shall provide an access control mechanism to support multiple Access Priorities to prioritize MCPTT MO call initiation attempts, depending on their access priorities.
MCPTT service shall support multiple pre-emptive priorities
.

The MCPTT service shall provide a mechanism for MCPTT Administrators to create, a pre-emption hierarchy for MCPTT Group transmissions and their associated users (i.e., to facilitate local management of the service and its resources).
The MCPTT service shall support MCPTT Groups with the permission to pre-empt other MCPTT calls.
In case of resource shortage a call made in a group with pre-emption permissions shall be given resources to complete this call by pre-empting lower priority calls. [Editor's note: A call that requires the use of pre-emption of resources shall still satisfy the call setup requirements.]
MCPTT service shall support queuing and retention by priority.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to establish the priority hierarchy and characteristics of MCPTT Group transmissions.
The MCPTT service shall enable an MCPTT Administrator to prioritize MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).
The MCPTT service shall enable an MCPTT Administrator to set the priority for a Critical Communication Agency's MCPTT Groups relative to other Critical Communication Agencies subordinate to the MCPTT Administrator's authority.
When determining priority for an MCPTT call or transmission, the MCPTT service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning agency of the group, type of incident, MCPTT Emergency, Imminent Peril).
The MCPTT service shall provide a means for the attributes used for determining the priority for MCPTT Users and Groups to influence the Priority and QoS for all MCPTT UEs associated with the MCPTT User.

Based on the attributes used for determining the priority for MCPTT Users and Groups, the MCPTT service shall provide consistent and deterministic priority for all MCPTT Users within their Home MCPTT System.
Based on the attributes used for determining the priority for MCPTT Users and Groups, subject to roaming capabilities and operator agreement, the MCPTT service shall provide consistent and deterministic priority for all MCPTT Users that roam into Visited MCPTT Systems.
The MCPTT service shall provide a means for an MCPTT User to monitor the attributes used for determining priority of his calls and transmissions.
The MCPTT service shall provide a means for an authorized MCPTT User to monitor and affect a change of the attributes used for determining the priority of another MCPTT User's calls and transmissions.

Seventh changes (2) appear in Clause 7.0 =======================================
7.0
Off-Network Push-to-Talk overview

The MCPTT service while operating in off-network mode comprises a set or collection of functions necessary to provide Mission Critical Push to Talk over LTE (MCPTT) using a ProSe E-UTRA direct (UE-to-UE) Communication path (ProSe direct communication path) for transport. The ProSe direct communication path does not traverse the network infrastructure.
Users operating Off-Network are either out of network coverage (not served by E-UTRAN) (e.g.,
, in a remote mountain area fighting a forest fire 20 miles from the nearest network) or have selected a ProSe direct communication path for MCPTT while in network coverage. MCPTT Users operating Off-Network need to be in ProSe direct communication range in order to communicate.
NOTE:
While the network will be a primary, reliable transport of MCPTT communications, there are many situations where MCPTT communications will be needed in areas where the network is not available, or coverage is not reliable.

MCPTT Users may be outside of the coverage of the fixed network, such as first responders in a rural area assisting in a response to a plane crash, fire fighters in a remote mountain area fighting a forest fire or police officers inside a residence responding to a domestic issue. Off-network MCPTT communications must be immediately accessible to users in the absence of the network.
MCPTT users in network coverage may be working in a confined area, such as fire fighters fighting a structure fire where direct UE-to-UE communication is more desirable and reliable. Users can communicate directly with one another without having to overcome the resistance of a building and distance to the nearest base station to communicate with other members of their team inside the building that are nearby.
To operate Off-Network, an MCPTT UE is capable of automatically switching to a ProSe direct communication path for use of MCPTT when detecting an off-network (out of coverage) condition. In addition a mechanism is provided for an authorized user to select (manually switch to) a ProSe direct communication path for use of Off-Network MCPTT Communications (e.g., while in network coverage).
When operating Off-Network, the MCPTT Service is provided by the MCPTT application on the UE as compared to operations on-network, where the MCPTT Application on the UE interacts with an MCPTT server and the network to provide the MCPTT service.

NOTE:
For MCPTT UEs that have selected a ProSe E-UTRA Direct Communication path for use of MCPTT while in network coverage, signalling with the network and MCPTT service may be available (e.g., radio resource allocation, personality management updates and cryptographic key management updates), while the MCPTT user transmissions would be direct between the MCPTT UEs (e.g., not traversing the network).

The Off-Network MCPTT Service builds upon ProSe enablers to establish, maintain and terminate the signaling and communication path(s) among the Off-Network users. To the extent feasible, it is expected that the end user's experience will be similar regardless if the MCPTT service is used with an EPC network or based on the use of a ProSe direct communication path.
The Off-Network MCPTT service is intended to support communication between a group of users (a group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. However, the MCPTT service also supports private calls between pairs of users.
When operating Off-Network the MCPTT service allows users to request the permission to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e., floor control).
The Off-network MCPTT service provides a means for a user with higher priority (e.g., emergency condition) to override (interrupt) the current talker. The Off-Network MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.
The Off-Network MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An Off-Network MCPTT service user may join an already established MCPTT group call (late call entry). In addition the Off-Network MCPTT service supports Talker ID and user location determination features.
For operation Off-Network (e.g., when out of network coverage), an MCPTT UE is pre-provisioned by an MCPTT Administrator and/or authorized user with the following in order to use MCPTT:
· A Talker ID associated with each MCPTT participant's subscription and authentication;

· An alphanumeric identifier (with a minimum length of N3) (i.e., Alias ID) for each Talker ID;

· A number of Off-Network MCPTT Groups for use by an MCPTT UE using ProSe;

· An alphanumeric identifier (i. e., Alias ID) for the authorized Off-Network MCPTT Groups;

· A Critical Communications Agency Name (CCA Name) if available, associated with each MCPTT participant's subscription;

· A number of Off-Network MCPTT Users for Private Call for which a UE’s current user is authorized; and

· Authentication and end to end security keys.

An MCPTT UE operating Off-Network is capable of transmitting the Talker location information, Talker ID, Alias ID, Off-Network MCPTT Group, Group Alias ID and, if available, Critical Communications Agency Name (CCA Name) of the user who is talking (i.e., whose UE is transmitting) to all other users in a call including MCPTT UEs operating Off-Network that are late entering a call in progress.
The Off-Network MCPTT Service is also able to use ProSe Relay capabilities defined in ProSe TS 22.278 [5] and GCSE_LTE TS 22.468 [6].

Editor's Note: clarification is needed on whether non-Public Safety users can use off network MCPTT. This is possible for ProSe Direct Communication under network coverage but not for ProSe Direct Communication out of network coverage, which is for public safety use only
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