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Abstract:  This contribution adds more examples of the MCPTT Administrator possible action
The MCPTT Administrator should define other specific parameters and attributes (e.g. equipment hardware attributes, equipment software attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE for use in both on-network and off-network operation modes. The equipment hardware attributes can include IMSI information in the SIM Card or USIM card, IMEI, hardware serial number, etc. The equipment software attributes can include software version, software identification, etc. The advantage is that administrators can accurately manage and control specific MCPTT UE.
Note:
· SIM - subscriber identity module

· USIM - universal subscriber identity module

· IMEI - International Mobile Equipment Identity
· IMSI - International Mobile Subscriber Identification Number
It is suggested to clarify in section 4.5.1 of TS 22.179 that the equipment hardware and software attributes can also be used by the administrator who can accurately manage and control specific MCPTT UE. 
------------------- Change Begin------------------
4.5.1
MCPTT User association to MCPTT UE in on-network mode
Consistent with the EPS paradigm, when an MCPTT UE is powered on, it will access the LTE system, and connect to the EPC.  During this phase, the credentials from a USIM application (or possibly, an ISIM application, if IMS is used) on a UICC associated with the MCPTT UE will be used for authentication with an HSS.  This is followed by the MCPTT Application, resident on the MCPTT UE, establishing a connection, employing application layer security in its connection to the MCPTT Service.
· An MCPTT UE, with credentials of an MCPTT User at the time of connection to the MCPTT Service, is able authenticate using a specific MCPTT User identity (e.g. via an Identity Management service).  After successful user authentication some portion of the MCPTT User profile is made available to the MCPTT UE for use in both on-network and off-network operation modes.
· An MCPTT UE, without credentials of a specific MCPTT User at the time of connection to the MCPTT Service, is able to authenticate using a default identity that is associated with the MCPTT UE itself.  After a successful authentication, the MCPTT Service is capable of assigning a temporary MCPTT User Identity to this MCPTT UE.  Some portion of the MCPTT User profile associated with this temporary MCPTT User Identity is made available to the MCPTT UE for use in both on-network and off-network operation modes.
· The MCPTT Administrator is able to retrieve hardware and software parameters to define specific parameters and attributes (e.g. groups, MCPTT Emergency behavior, priority and QoS attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE for use in both on-network and off-network operation modes.

------------------- Change End------------------
