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Abstract: Clause 5,6 and 7. Replaces the legacy misleading term “Talker ID” which applies to talkers and listeners alike, with the more correct term “User ID”. “Talker ID” is the colloquial name of a feature in LMR rather than an identifier, and the feature consists of allowing the display of the device id of the talking party. 3) make several corrections: editorials and of use of terms.  
=============== Change 1 ==================

5.8.3
MCPTT Emergency Alert Requirements

The MCPTT service shall support an MCPTT Emergency Alert capability.

The MCPTT service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.

The MCPTT Emergency Alert shall contain the following information: location, user ID and group ID (e.g.current or configured, as appropriate).

The MCPTT Emergency Alert shall be distributed to affiliated members of the group that was used in the MCPTT Emergency Alert.

The MCPTT UE shall maintain knowledge of the MCPTT Emergency State, until cancelled.

Until the MCPTT Emergency State is cancelled on the UE, all MCPTT Group call transmissions by the MCPTT User will be an MCPTT Emergency Group Call.

The MCPTT UE shall be configurable as to which group will be used for the emergency communications.

The MCPTT UE shall be able to immediately affiliate to the configured group.
=============== END Change 1 ==================
=============== START Change 2 ==================

5.9
User ID


The MCPTT service shall provide a mechanism for the creation and deletion of aliases for an MCPTT User and its associated user profiles by authorized parties.  
The MCPTT service shall provide a mechanism for each user ID to be associated with an alphanumeric identifier (with a minimum length of N3) (i.e. alias) assigned by an MCPTT Administrator.

All UEs shall provide a configurable capability to display the aliases  associated with the user ID, with the selected MCPTT Group, and with the Mission Critical Organization.
=============== END Change 2 ==================
=============== START Change 3 ==================

5.11
MCPTT User Profile

The MCPTT service shall ensure that each MCPTT User has a profile associated with it that records the MCPTT User's: information, permissions and privileges with respect to the MCPTT service. This includes: their Talker ID,which MCPTT Groups they are a member of, their Participant Type, which authority they belong to, whether they can make/receive Private Calls, etc.

The MCPTT Service shall provide a means for an MCPTT Administrator to manage the MCPTT User Profile for MCPTT Users within their authority.
=============== END Change 3 ==================
=============== START Change 4 ==================

6.4.4
Identification and location information

The MCPTT service shall provide the user ID, alias associated alias(es), group ID, group aliases and, if available, the identity of the Mission Critical Organization of the transmitting participant to the receiving MCPTT UEs unless the transmitting participant's identity is restricted.

The MCPTT service shall provide location information of the transmitting MCPTT UE to receiving MCPTT UEs unless the location of the transmitting MCPTT UE is restricted.

The MCPTT service shall present users with human readable identifiers (with a minimum length of N3) for MCPTT Users (i.e. user ID alias(es)) and for the MCPTT Groups (i.e. group alias(es)).
=============== END Change 4 ==================
=============== START Change 5 ==================

6.4.6
Membership/affiliation list

The MCPTT service shall provide, upon request, the list of currently affiliated members on an MCPTT Group to an authorized user regardless of the user's affiliation.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the list of currently affiliated members on an MCPTT Group regardless of the MCPTT User's affiliation or group membership.

The MCPTT service shall provide, upon request, the list of currently affiliated members of an MCPTT Group to an authorized UE.
When a list of affiliated members is provided, the list shall reference each member by user ID and/or associated aliases.

The MCPTT service shall provide, upon request, the current list of members of an MCPTT Group to an authorized user.
The MCPTT service shall provide, upon request, the current list of members of an MCPTT Group to an authorized UE regardless of the UE's membership.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the complete list of members of an MCPTT Group, regardless of the MCPTT User's membership. 

When a list of members is provided, the list shall reference each member by user ID and/or associated aliases.
=============== END Change 5 ==================
=============== START Change 6 ==================

6.6
Late Call Entry

The MCPTT service shall provide the user ID of the talker, associated aliases, the identity of the MCPTT Group and, if available, the identity of the Mission Critical Organization name of the Transmitting MCPTT Group Member to UEs that enter the call late.
The MCPTT service shall provide the talker location information to UEs that are late entering a call in progress.
If an MCPTT Group call proceeds without all affiliated MCPTT Group Members (e.g. due to one or members being temporarily out of coverage during the call setup or in one or more higher priority calls), the MCPTT service shall attempt to add those affiliated members as the call proceeds and they become available.

If, during an ongoing MCPTT Group call, additional MCPTT Group Members affiliate with the group, the MCPTT service shall add those members to the group call.
=============== END Change 6 ==================
=============== START Change 7 ==================

6.10.6
Call types based on Priorities

6.10.6.1
MCPTT Emergency Call

6.10.6.1.1
MCPTT Emergency Group Call Requirements

The MCPTT service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls and other MCPTT Emergency Group Calls.

The MCPTT service shall be capable of requesting increased priority for all participants of an MCPTT Emergency Group Call.

The MCPTT service shall be capable of changing a group call in progress to an MCPTT Emergency Group Call.

MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls and other MCPTT Emergency Group Calls.

The MCPTT service shall provide the user ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to Affiliated MCPTT Group Members.

The MCPTT service shall remove the emergency priority associated with the group when an In-progress Emergency on that group is cancelled.

Editor's Note: The interaction of MCPTT Emergency call and imminent peril call is FFS.
The Affiliated MCPTT Group Members shall be notified when their group call transitions to an In-Progress Emergency. 

The MCPTT service may inform affiliated group members that an MCPTT Emergency Group Call was requested but resources were not available for the call to be granted.

The MCPTT service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the MCPTT Emergency Group Call(s) until the In-Progress Emergency is cancelled. 

The MCPTT service shall maintain an In-Progress Emergency condition for a group from the time the initial MCPTT Emergency Group Call was requested until the In-Progress Emergency condition is cancelled. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT group (e.g. selected or fixed) is used for the MCPTT Emergency Group Call by an MCPTT User.

6.10.6.2
Imminent Peril Call

6.10.6.2.1
Imminent Peril Group Call Requirements

The MCPTT service shall support Imminent Peril Group Calls from authorized Affiliated MCPTT Group Members.

The MCPTT service shall ensure that Imminent Peril Group Calls have the priority over all other MCPTT Group transmissions, except System Calls, MCPTT Emergency Group Calls, and other Imminent Peril Group Calls.

The MCPTT service shall be capable of requesting increased priority for all participants of an Imminent Peril Group Call.

The MCPTT service shall be capable of changing a group call in progress to an Imminent Peril Group Call.

Imminent Peril Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except MCPTT Emergency Group Calls, System Calls, and other Imminent Peril Group Calls.

The MCPTT service shall provide the user ID of the initiator of an Imminent Peril Group Call and an indication that it is an Imminent Peril Group Call to MCPTT Users affiliated with the group.

The MCPTT service shall remove the Imminent Peril priority associated with the group when an In-progress Imminent Peril on that group is cancelled.

Editor's note: The interaction of emergency call and imminent peril call is FFS.
The Affiliated MCPTT Group Members shall be notified when their group call transitions to In-Progress Imminent Peril.

The MCPTT service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the Imminent Peril Group Call.

The MCPTT service shall maintain an In-Progress Imminent Peril condition for a group from the time the initial Imminent Peril Call was requested until the In-Progress Imminent Peril condition is cancelled. 

Editor's Note: Whether imminent peril and MCPTT Emergency Group Calls can be generalized is FFS.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which group will be used for the Imminent Peril communications for an MCPTT User.
=============== END Change 7 ==================
=============== START Change 8 ==================

6.11
IDs and Aliases
The MCPTT service shall provide a mechanism for permanent and temporary assignment of IDs and aliases..

The MCPTT service shall provide a mechanism for the enforcement of uniqueness of IDs and Aliases.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure IDs and aliases.

The MCPTT service shall provide the user ID and/or associated aliases, the identity of the Selected MCPTT Group, and, if available, the identity of the Mission Critical Organization name of the transmitting MCPTT User to all UEs that are receiving, for display by the UE.
=============== END Change 8 ==================
=============== START Change 9 ==================

6.17.4
Recording and Audit Requirements
The MCPTT service shall provide a mechanism for a Critical Communication Agency to log the metadata of the MCPTT Group and Private Call transmissions under the agency's authority (e.g. start of call time, date, talker’s audio, the user IDs, group ID, location information of the transmitting participant and end of call time).

If an MCPTT Group or Private Call uses end-to-end security, the MCPTT service shall provide a mechanism for a Critical Communication Agency to maintain the end-to-end security when the MCPTT Group or Private Call is logged.
=============== END Change 9 ==================
=============== START Change 10 ==================

6.18.2.2
Project 25
[. . .]

Interworking between the MCPTT service and P25 shall support interworking of Group-Broadcast Group Calls and P25 announcement group calls.

Interworking between the MCPTT service and P25 shall support interoperable user IDs and P25 subscriber unit IDs.

Interworking between the MCPTT service and P25 shall support interoperable PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

[. . .]

6.18.2.3
TETRA
[. . .]

Interworking between the MCPTT service and TETRA shall support User Regrouping that includes both MCPTT Users and TETRA mobile stations.

Interworking between the MCPTT service and TETRA shall support interoperable user IDs and TETRA IDs.

Interworking between the MCPTT service and TETRA shall support interoperable PTT Private Calls between an MCPTT User and a TETRA mobile station or console.
[. . .]
=============== END Change 10 ==================
=============== START Change 11 ==================

7.0
Off-Network Push-to-Talk Overview

[. . .]

The Off-network MCPTT service provides a means for a user with higher priority (e.g.emergency condition) to override (interrupt) the current talker. The Off-Network MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.
The Off-Network MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An Off-Network MCPTT service user may join an already established MCPTT group call (late call entry). In addition the Off-Network MCPTT service supports user IDs, aliases and user location determination features.

For operation Off-Network (e.g. when out of network coverage), an MCPTT UE is pre-provisioned by an MCPTT Administrator and/or authorized user with the following in order to use MCPTT:

· A user ID associated with each MCPTT participant's subscription and authentication;

· An alphanumeric identifier (with a minimum length of N3) (i.e. alias) for each user ID;

· A number of Off-Network MCPTT Groups for use by an MCPTT UE using ProSe;

· An alphanumeric identifier (i. e., alias) for the authorized Off-Network MCPTT Groups;

· A Mission Critical Organization name if available, associated with each MCPTT participant's subscription;

· A number of Off-Network MCPTT Users for Private Call for which a UEs current user is authorized; and

· Authentication and end to end security keys.

An MCPTT UE operating Off-Network is capable of transmitting the Talker location information, user ID, alias(es), Off-Network MCPTT group ID, group alias and, if available, Mission Critical Organization name of the user who is talking (i.e. whose UE is transmitting) to all other users in a call including MCPTT UEs operating Off-Network that are late entering a call in progress. 

The Off-Network MCPTT Service is also able to use ProSe Relay capabilities defined in ProSe TS 22.278 [5] and GCSE_LTE TS 22.468 [6].

Editor's Note: clarification is needed on whether non-Public Safety users can use off network MCPTT. This is possible for ProSe Direct Communication under network coverage but not for ProSe Direct Communication out of network coverage, which is for public safety use only
=============== END Change 11 ==================
=============== START Change 12 ==================
7.2
General Off-Network MCPTT requirements

In order to operate Off-Network, an MCPTT UE shall be a ProSe-enabled UE, configured to use the direct communication path over E-UTRA. 

The Off-Network MCPTT service shall make use of the ProSe capabilities related to ProSe Communication using the direct communication path between ProSe-enabled UEs using E-UTRA as defined in TS 22.278 [5].

An MCPTT UE shall be pre-provisioned by an MCPTT Administrator and/or authorized user with the following in order to operate using Off-Network MCPTT:

a)
alphanumeric identifier (i.e. Alias ID) for the authorized Off-Network MCPTT Groups;

b)
a number of Off-Network MCPTT Groups for use by a UE using ProSe;

c)
a user ID associated with each MCPTT participant's authentication;

d)
an alphanumeric identifier (with a minimum length of N3) (i.e. alias) for each user ID; and

e)
authentication and end to end security keys. 

An MCPTT UE operating Off-Network shall be capable of transmitting the user ID, aliases, Off-Network MCPTT Group and, if available, Public Safety Entity Name of the user who is talking (i.e. whose UE is transmitting) to all other users in the call including MCPTT UEs operating Off-Network that enter the call late.

An MCPTT UE operating Off-Network shall be capable of transmitting the talker’s location information (i.e. whose UE is transmitting) to all other users in the call including MCPTT UEs operating Off-Network that are late entering a call in progress.
=============== END Change 12 ==================
=============== START Change 13 ==================
7.6.1
MCPTT Emergency Group Call Requirements

The Off-Network MCPTT Service shall provide a mechanism for an authorized Participant of an Off-Network MCPTT Group call to change the status of the Off-Network MCPTT Group Call in progress to an Off-Network MCPTT Emergency Group call.

An Off-Network MCPTT UE that has initiated the MCPTT Emergency Group call shall maintain knowledge of the in progress Off-Network MCPTT Emergency Group Call until it is cancelled.

An Off-Network MCPTT UE initiating an Off-Network MCPTT Emergency Group Call shall be capable of transmitting its User ID and an indication that it is an Off-Network MCPTT Emergency Group Call to all other users in the call.

=============== END Change 13 ==================
ETSI

