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Abstract: 
Remove section 3 changes, as covered elsewhere.
Remove section 4 changes, as covered elsewhere. Section 4 changes to clarify that User’s preferences on the UE settings are part of the User profile.
Removed changes to section 5.10, as covered elsewhere.+++

Remove the concept of “subscription” at the application layer, since it is vague and the subscriber can be the agency rather than the individual user.


Clarify that Administrators can make changes, not limited to user profiles, that take effect immediately or at a given time.
Align use of of “may/might” and “will be/is” with the 3GPP style.
Miscellaneous Editorials: use better formulation, fix grammar, remove “etc.” in 5.11, add “that” in front of “take”, remove “updated”, split of a security requirement from S1-144039.
< *********** Start Changes *************************** >
[...]
5.11
MCPTT User Profile
The MCPTT service shall ensure that each MCPTT User has at least one associated MCPTT User Profile that records the MCPTT User's information, including permissions and privileges with respect to the MCPTT service. 
NOTE:
Examples of profile information include: their Talker ID,which MCPTT Groups they are a member of, their Participant Type, which authority they belong to, whether they can make/receive Private Calls. 
The MCPTT Service shall provide a means for an MCPTT Administrator to manage the MCPTT User Profile for MCPTT Users within their authority.
[...]
5.14
Security

The MCPTT service shall provide a means to support confidentiality of all traffic.

The MCPTT service shall support MCPTT Users with globally unique identities, independent of the mobile subscriber identity (IMSI) assigned by a 3GPP network operator to UEs. 
The MCPTT identities shall be part of the MCPTT application service domain.

The MCPTT identities shall form the basis of the MCPTT application layer security for the the MCPTT service.

The MCPTT service shall provide the MCPTT User with a mechanism to perform a single authentication for access to all authorized features.

The MCPTT service shall provide a means by which an authorized MCPTT UE is allowed access to selected MCPTT features prior to MCPTT User authentication.

The MCPTT service shall require authentication of the MCPTT User before service access to all authorized MCPTT features is granted. 
NOTE:
The MCPTT service features available are based on the authenticated user identity(s). 

Subject to regulatory constraints, the MCPTT service shall provide a means to support confidentiality, message integrity, and source authentication for some information exchanges (e.g. personality management, kill commands) that have the potential to disrupt the operation of the target UE.

The MCPTT service shall provide a means to support end-to-end security for all media traffic transmitted between MCPTT UEs. 

End-to-end security shall be supported both within and without network coverage and regardless of whether the traffic is transmitted directly or via the network infrastructure.

Subject to regulatory constraints, the MCPTT service shall provide a cryptographic key management service(s).

The cryptographic key management service(s) shall support both pre-provisioning and over-the-air provisioning of cryptographic keys.

The cryptographic key management service(s) shall ensure that cryptographic keys are confidentiality protected, integrity protected and authenticated when delivered over-the-air.

[...]
6.3
General Requirements

A PLMN shall be able to support multiple MCPTT Systems.
The MCPTT service shall provide a means by which authorized changes performed by an MCPTT Administrator that take effect immediately.

The MCPTT service shall provide a means by which authorized changes performed by an MCPTT Administrator that take effect at a specified date/time.

[...]
6.12
User Profile Management

The MCPTT service shall be able to dynamically modify one or more pieces of information within the MCPTT User Profile (e.g., the list of MCPTT Groups for which the user has access credentials) while in use by the MCPTT User.

The MCPTT service shall provide a means by which an MCPTT Administrator is able to designate that new or updated MCPTT User Profiles are to be installed at the MCPTT UE for immediate use by the MCPTT User.

The MCPTT service shall provide a means by which an MCPTT Administrator is able to designate a particular time and date when new or updated MCPTT User Profiles are to be installed at the MCPTT UE for use by the MCPTT User.

The MCPTT User Profile shall be construed to be sensitive user information and shall be provided end-to-end confidentiality when transferred between the MCPTT service and MCPTT UE.
[...]
7
MCPTT Service Requirements Specific to Off-Network use
7.0
Off-Network Push-to-Talk Overview

The MCPTT service while operating in off-network mode comprises a set or collection of functions necessary to provide Mission Critical Push to Talk over LTE (MCPTT) using a ProSe E-UTRA direct (UE-to-UE) Communication path (ProSe direct communication path) for transport. The ProSe direct communication path does not traverse the network infrastructure. 

Users operating Off-Network are either out of network coverage (not served by E-UTRAN) (e.g.in a remote mountain area fighting a forest fire 20 miles from the nearest network) or have selected a ProSe direct communication path for MCPTT while in network coverage. MCPTT Users operating Off-Network need to be in Prose direct communication range in order to communicate.

NOTE:
While the network will be a primary, reliable transport of MCPTT communications, there are many situations where MCPTT communications will be needed in areas where the network is not available, or coverage is not reliable.

MCPTT Users might be outside of the coverage of the fixed network, such as first responders in a rural area assisting in a response to a plane crash, fire fighters in a remote mountain area fighting a forest fire or police officers inside a residence responding to a domestic issue. Off-network MCPTT communications must be immediately accessible to users in the absence of the network.

MCPTT users in network coverage might be working in a confined area such as fire fighters fighting a structure fire where direct UE-to-UE communication is more desirable and reliable. Users can communicate directly with one another without having to overcome the resistance of a building and distance to the nearest base station to communicate with other members of their team inside the building that are nearby. 

To operate Off-Network, an MCPTT UE is capable of automatically switching to a ProSe direct communication path for use of MCPTT when detecting an off-network (out of coverage) condition. In addition a mechanism is provided for an authorized user to select (manually switch to) a ProSe direct communication path for use of Off-Network MCPTT Communications (e.g.while in network coverage).

When operating Off-Network, the MCPTT Service is provided by the MCPTT application on the UE as compared to operations on-network, where the MCPTT Application on the UE interacts with an MCPTT Server and the network to provide the MCPTT Service.

NOTE:
For MCPTT UEs that have selected a ProSe E-UTRA Direct Communication path for use of MCPTT while in network coverage, signalling with the network and MCPTT service might be available (e.g.radio resource allocation, personality management updates and cryptographic key management updates), while the MCPTT user transmissions would be direct between the MCPTT UEs (e.g.not traversing the network).

The Off-Network MCPTT Service builds upon ProSe enablers to establish, maintain and terminate the signaling and communication path(s) among the Off-Network users. To the extent feasible, it is expected that the end user's experience will be similar regardless if the MCPTT service is used with an EPC network or based on the use of a ProSe direct communication path.
The Off-Network MCPTT service is intended to support communication between a group of users (a group call), where each user has the ability to gain access to the right to talk in an arbitrated manner. However, the MCPTT service also supports private calls between pairs of users. 
When operating Off-Network the MCPTT service allows users to request the right to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e. floor control). 
The Off-network MCPTT service provides a means for a user with higher priority (e.g.emergency condition) to override (interrupt) the current talker. The Off-Network MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.
The Off-Network MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An Off-Network MCPTT service user might join an already established MCPTT group call (late call entry). In addition the Off-Network MCPTT service supports Talker ID and user location determination features.

For operation Off-Network (e.g. when out of network coverage), an MCPTT UE is pre-provisioned by an MCPTT Administrator and/or authorized user with the following in order to use MCPTT:

· A Talker ID associated with each MCPTT participant's subscription and authentication;

· An alphanumeric identifier (with a minimum length of N3) (i.e. Alias ID) for each Talker ID;

· A number of Off-Network MCPTT Groups for use by an MCPTT UE using ProSe;

· An alphanumeric identifier (i. e., Alias ID) for the authorized Off-Network MCPTT Groups;

· A Critical Communications Agency Name (CCA Name) if available, associated with each MCPTT User or Administrator;

· A number of Off-Network MCPTT Users for Private Call for which a UEs current user is authorized; and

· Authentication and end to end security keys.

An MCPTT UE operating Off-Network is capable of transmitting the Talker location information, Talker ID, Alias ID, Off-Network MCPTT Group, Group Alias ID and, if available, Critical Communications Agency Name (CCA Name) of the user who is talking (i.e. whose UE is transmitting) to all other users in a call including MCPTT UEs operating Off-Network that are late entering a call in progress. 

The Off-Network MCPTT Service is also able to use ProSe Relay capabilities defined in ProSe TS 22.278 [5] and GCSE_LTE TS 22.468 [6].
Editor's Note: clarification is needed on whether non-Public Safety users can use off network MCPTT. This is possible for ProSe Direct Communication under network coverage but not for ProSe Direct Communication out of network coverage, which is for public safety use only

 [...]
< *********** End Changes *************************** >
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